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Abstract of the contribution: This paper proposes a discussion on the technical feasibility of CAT-A solutions proposed as part of KI#3 and updates the interim conclusions for KI#3.
1	Discussion
For KI#3 in TR 23.700-49 there are solutions categorized as CAT-A. These solutions aim to re-use the PDU session to central site.
Observation 1: Since edge computing has several connectivity models, the CAT-A solution cannot work with Distributed Anchor or Multiple PDU session connectivity models, since a PDU session for edge has its only PSA in the local DN. And thus CAT-A would only be applicable to Session Breakout.
For UL traffic, in these solutions (CAT-A), there needs to be some way of correlating UL traffic coming from the EAS with an existing PDU session. 
To achieve this, the solution either manipulate the destination address, or the source address, or in one solution, the AF knows the 5-tuple used by the EAS. For the latter case it is assumed that the AF knows the 5-tuple used by the AS (central) and EAS, but since there is no connection between the local and central it is unclear how the AF gets this information.
For all these cases, it requires, to our understanding, that the application developer uses raw sockets, since normal sockets will not allow manipulating the address or get the full 5-tuple as suggested. Raw sockets has to our understanding been deprecated in windows environments and for -NIX environments such as Linux, the application must be run as "root". This also means that any transport protocol (e.g. UDP, TCP) needs to be part of the application itself. This would rule out most (or even all) popular edge cloud or application development platforms where application developers use much higher layer APIs for networking. 
Observation 2: CAT-A solutions place unreasonable requirements on EAS application development and rule out the use of most (or even all) popular edge cloud or application development platforms. It is unlikely that developers will develop applications using raw sockets as seems to be required. This since it is either not supported, or the application are only allowed to be running as a "user" (not "root").
As part of the agreed KI#3 in TR 23.700-49, it is noted that “The application traffic may not be able to be routed directly between the EAS in the local DN and the Server in the central DN in case there is no direct connectivity between the local DN and central DN.” The application traffic can include non-UE related traffic. In other words, as there is no connectivity between the local and central parts of the DN, CAT-A solutions cannot enable the exchange of application-related traffic between EAS and AS before UE starts using the application.
Observation 3: CAT-A solutions assuming AF knows current state of both AS and EAS, cannot satisfy the aim of the agreed KI which is enabling connectivity between the local and central parts of the DN.
The current mechanism defined for PDU session establishment enables UE to communicate with the server, single server i.e. it allows to traverse N6 interface only once. The existing IP replacement mechanism in TS 23.548 enables the steering of traffic transparently to the UE in case the EAS is changed after PDU session establishment. However, the IP replacement mechanism proposed in CAT-A solutions breaks the existing logic as the UE traffic is sent to an L-EAS first and then the processed traffic is sent to another server, this time it is pretended as UE traffic again. Moreover, considering the L-EAS processed traffic as a UE traffic is not reasonable due to security reasons i.e., the L-EAS can inject any traffic as UE traffic to the network independent from what the UE sends.
Observation 4: CAT-A solutions proposing the processed traffic as UE traffic (i) creates vulnerability by means of security and charging as an EAS can inject any traffic as the UE traffic to the network; and (ii) breaks the logic of the existing PDU session establishment procedure. 
Due to these observations, it seems the use of any solution in CAT-A would be impossible if not cumbersome and complicated for both application owners and core network.
2	Proposal
It is proposed that none of the solutions in CAT-A is pursued. Therefore, the conclusions for KI#3 should be updated to clearly state that the solution principles for normative work do not include any CAT-A solution.   

***************** Start changes *****************
[bookmark: _Toc165010187]8.3	Conclusion for KI#3
Interim conclusion: Normative specifications related to KI#3 will be based on following principles:
-	The traffic routing rule between local DN and central DN should be controlled by SMF, which can be influenced by AF.
-	The requirement of establishing connectivity for traffic routing between local DN and central DN should be provided by AF.
-	The connectivity between the local and central parts of the DN shall be independent from the data path established per PDU session between the UE and the local part of the DN.
-	QoS should be supported for the traffic routed between local DN and central DN.
-	Charging should be supported for the traffic routed between local DN and central DN, any charging issue should be verified with SA WG5.
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