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Abstract: This contribution proposes interim conclusions for KI#6.
[bookmark: _Hlk162872854]1. Description of Key Issue #6
The following is described in TR 23.700-70 v0.4.0:
	[bookmark: _Toc161291262]5.6	Key Issue #6: L4S for non-3GPP access networks and intermediate 5GS nodes
[bookmark: _Toc161291263]5.6.1	Description
As the use-cases and applications for XRM are not limited to 3GPP access, XRM devices and applications may use non-3GPP access as a means of communication.
The objective of this Key Issue is to extend the L4S mechanism to non-3GPP access networks and the potential impacts of such extension on the non-3GPP access-specific intermediate nodes.
The following aspects should be studied:
-	How to support L4S for non-3GPP access networks and intermediate 5GS nodes (N3IWF, TNGF and W-AGF) to perform ECN marking for L4S:
-	Support L4S in untrusted/trusted access (e.g. N3IWF, TNGF).
-	Support L4S in wireline access (e.g. W-AGF).
NOTE:	It is limited to re-using existing control plane and user plane between 5GC and non-3GPP access networks. Assumptions on W-AGF functionality are to be verified with BBF and CableLabs.



2. Proposal
This contribution proposes conclusions for Key Issue #6 to be captured in TR 23.700-70.
Start of changes, all new text
8.X Conclusions for Key Issue #6	
The following aspects are concluded as principles for the normative work:
1. Dedicated 5G QoS Flow(s) and non-3GPP access resources (e.g., IPsec Child SAs) are used for carrying L4S enabled IP traffic.
2. For wireline access –
a. ECN marking for L4S is supported in W-AGF. It is controlled via N2 signaling (Indication of ECN marking for L4S for a corresponding QoS Flow(s)) and applies to proper mapping between L4S-enabled QoS profile(s) and L4S-enabled W-UP resource(s).
b. ECN marking for L4S is supported in 5G-RG in UL. It is controlled via N1 signaling (Indication of ECN marking for L4S for a corresponding QoS Flow(s)) and applies to proper mapping between L4S-enabled QoS rule(s) and L4S-enabled W-UP resource(s).
3. For untrusted/trusted access –
a. ECN marking for L4S is supported in N3IWF/TNGF. It is controlled via N2 signaling (Indication of ECN marking for L4S for a corresponding QoS Flow(s)) and applies to proper mapping between L4S-enabled QoS profile(s) and L4S-enabled IPsec Child SAs.
b. ECN marking for L4S is supported in UE.
c. N3IWF/TNGF in UL shall support and UE in DL can support the IP-in-IP tunnel behavior of copying ECN bits between outer and inner headers as per IETF RFC 6040 [x].
NOTE: To support this functionality, the UE needs to support L4S feedback as described in IETF RFC 9330 [14] which is not in the scope of 3GPP.
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