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Abstract of the contribution: This contribution proposes new solution to KI#2 
1 Introduction
This contribution proposes a new solution to the KI#2. 
2	Proposal
[bookmark: _Hlk513714389]It is proposed to add following proposed solution to the TR 23.700-49.
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* * * * Next change* * * * (ALL NEW TEXT)
6.X Solution #X: NWDAF based Solution on the Enhancement of EAS and local UPF (re)selection  
[bookmark: _Toc104216431][bookmark: _Toc125909267][bookmark: _Toc128752543]6.X.1	Description
6.X.1.1	Overall architecture of the solution
In case the Authoritative Domain Name Server (ADNS) is external to EASDF, the main approach related to how the EASDF can influence ADNS response is based on setting appropriate value of the EDNS Client Subnet (ECS) Option in the DNS query it forwards to(wards) the ADNS.  
Solutions where the EASDF manipulates the received DNS response from ADNS, for example by removing or reordering the EAS IP addresses are problematic from security perspective since such optimizations cannot be distinguished from malicious manipulation. Moreover, this does not work if DNSSEC (DNS Security Extension – IETF RFC 9364) is in use. DNSSEC does not allow for any manipulation (e.g. by EASDF) on the list of IP addresses in the DNS response, as that would invalidate the signature protecting the integrity of the response. 
The IP Subnet included in the ECS option can generally point to a specific PSA UPF or DNAI and can provide upon agreement more granular guidance on which EAS IP address(es) the ADNS should include in its response. 
The ECS Option value to be inserted in the DNS query by the EASDF can be based on e.g. N6 delay information/measurements known to the SMF or based on SMF interaction with the NWDAF. This interaction must be performed before the EASDF forwards the DNS query to the ADNS.  
The procedure for determining the ECS option value based on SMF interacting with the NWDAF is depicted below.
6.X.2	Procedures
6.x.2.1 Procedure for NWDAF based local UPF (re)selection  
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Figure 6.x.2.1-1: Procedure for NWDAF based Solution on the Enhancement of EAS and local UPF (re)selection
1.	Step 1-5 as in the Figure 4.3.6.2 in TS 23.502 are performed.
2.	The UE initiated PDU session establishment procedure as in Clause 4.3.2, TS 23.502 
3.	 The SMF sends Nnwdaf_AnalyticsInfo_Request or Nnwdaf_AnalyticsSubscription_Subscribe to requesting NWDAF to provide DN Performance Analytics. Accordingly, SMF receives Nnwdaf_AnalyticsInfo_Request response or Nnwdaf_AnalyticsSubscription_Notify which includes, among others, Average & maximum Packet delay, Average & maximum Traffic rate corresponding to DNN, S-NSSAI, DNAI.
4.	Same as steps 2-11 of figure 6.2.3.2.2-1 in TS 23.548. As described in Clause 6.2.3.2.2-1, TS 23.548, based on NWDAF provided analytics received in step 3b above, SMF determines the ECS option. The Analytics information is used as input information in narrowing down the candidate PSA UPF and/or DNAI. SMF instructs the EASDF to send DNS request with the determined ECS option value. The IP Subnet in the ECS option points to a specific PSA UPF or DNAI, and give more granular guidance to the ADNS on which EAS address(es) to include in its DNS response.
5.	EASDF takes below action, based on the received configuration from SMF:
the EASDF adds/replaces the EDNS Client Subnet option, based on the SMF provided configuration, in the DNS Query message as specified in RFC 7871 and sends it to the DNS server.
6.  Step 13 and onwards are same as in figure 6.2.3.2.2-1 in TS 23.548.

[bookmark: _Toc161389132]6.X.3	Impacts on services, entities and interfaces
SMF:
1.	SMF determines ECS option based on analytics from NWDAF.
* * * * End of changes * * * *
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1. Steps 1-5 of Figure 4.3.6.2 in TS 23.502 are performed

2. PDU Session Establishment Procedure ‘

3a. Nnwdaf Analyticsinfo_Request or

Nnwdaf_AnalyticsSubscription_Subscribe

3b. Nnwdaf_Analyticsinfo_Response or
Nnwdaf_AnalyticsSubscription_Notify

4.:Step 2-11 of Figure 6.2.3.2.2-1 of TS 23.548 is performed

where also SMF determines ECS option and

instructs the EASDF to send DNS request
with determined ECS option

5_EASDF adds/replaces the ECS option mm’

6. Steps 13 onwards in figure 6.2.322-1in TS 23548 ‘





