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1. Description of Key Issue#4
The followings are described in TR 23.700-70 v0.4.0.
	5.4
Key Issue #4: Traffic detection and QoS flow mapping for multiplexed data flows
5.4.1
Description

XR and interactive media services are likely to send data traffic of different media components and with different QoS requirements. Several media streams could be multiplexed on the same end-to-end transport layer connection.

For example, in XR service, several media streams could be multiplexed on a single IP 5-tuple with Transport protocol like IETF QUIC [11], using different QUIC connections or different QUIC streams.

In another example, video and audio RTP streams or different layers of media streams with different QoS requirements are multiplexed into a single transport layer connection with same IP 5-tuple.

Current 5GS QoS Framework does not fit well to support differentiated QoS for the multiplexed traffic flows when they share the same IP 5 tuple.

This key issue proposes study traffic detection and QoS Flow mapping in 5GS for different media streams multiplexed within a single end-to-end transport connection.

-
How to identify multiplexed traffic flows with different QoS requirements within a single transport connection.

-
How to do QoS Flow mapping for traffic flows with different QoS requirements.

-
Whether and what information needs to be provided from AF for traffic detection.

-
Whether and how AF provides QoS requirements of different traffic flows to the 5GS.


2. Solutions for KI#4
Currently the following solutions are mapped to KI#4: #8, #9, #12, #14, #15, #27, #28, #29. 
3. Summary on KI#4 view
1. Companies provided feedback: 15
2. Companies planning to submit a new solution: 3 companies

3. Support per solution:

Solution #29: LGE, Tencent, MediaTek, Interdigital?, Qualcomm, Huawei, China Telekom, China Mobile, Xiaomi, Nokia (10 companies)

Solution #15: Tencent, Qualcomm, China Telekom (3 companies)

Solution #28: Lenovo, MediaTek, Xiaomi (3 companies)

Solution #12, #14, #17: Ericsson (3 companies)

Solution #14: OPPO, Xiaomi (2 companies)
4. Way forward proposal for KI#4
Proposal 1: 
-
Many companies propose extension of the packet filters for identification of sub-streams and proper QoS handling if the AF requests so. It is not necessary that each sub-stream/protocol is mapped to a different QoS flow. It is possible that more than one sub-streams are mapped to the same QoS flow. Based on AF input lone PDUs in a sub-stream might require own QoS handling, too. A “subflow-ID” as metadata is needed for encrypted traffic. 
-
Solution #29 is used as basis for way forward. 
Proposal 2: As there are ENs in many solutions which are expected to be handled in SA2#162, and solution updates/new solutions are expected in SA2#162, re-evaluation should take place after SA2#162.
Annex. Companies’ view for KI#4
The following views were extracted from https://www.3gpp.org/ftp/tsg_sa/WG2_Arch/TSGS2_162_Changsha_2024-04/INBOX/DRAFTS/R19%20FS_XRM_Ph2
Key Issue #4

	(4): Traffic detection and QoS flow mapping for multiplexed data flows (Sol #8, #9, #12, #14, #15, #27, #28, #29)
	[Nokia]  - Support Solution #29 – including extension of traffic flow description information from AF and expansion of PDR PDI to detect unencrypted multiplexed sub-streams so they can be mapped to different QoS flows. Support mapping of PDUs within a media sub-stream that do not belong to PDU Sets (lone PDUs) to a separate QoS flow if requested by the AF. Also support encrypted multiplexed data flows by extending the flow description information so that the AF can target its QoS requirements to a specific encrypted sub-stream.

The above involves extending the PDR’s Packet Detection Information and Packet Filter Set to include Application Layer fields such as the first byte of UDP, SSRC, Payload Type.
[Lenovo] There’re mainly two types of traffic detection and QoS flow mapping for multiplexed data flows. Solution#28 proposes to perform QoS flow mapping based on existing parameters (e.g., PSI). Other solutions introduce new parameters for QoS flow mapping, e.g., track ID, OFC, stream info, media type, QSC-ID etc. 

Solutions proposing the AF to include protocol details (e.g. payload type, SSRC info) would require feedback from SA4 to clarify whether XR application server implementation would not alter these parameters regularly.

Solutions proposing to leverage UDP-Options field would require feedback from SA4 and SA3 as also clarified in solutions for KI#2.
It is also necessary to evaluation whether solutions described in KI#2 could also be applicable for this Key Issue as well.

Meta: 

The principle of carrying the “priority” signal as part of the metadata over N6 (based on Solution #27: Differentiated Handling for Transporting Encrypted XRM traffics Using Metadata over N6).

However, the transport mechanism to carry the “priority” signal can be defined as part of the solution selection for KI#2 (via Sol#26, #24/Connect-UDP.)

[MediaTek] #9, #12, #27 – Refer to previous comments

[MediaTek] #14 – A QUIC encrypted packet may not have a unique ID, since it is possible to have multiple stream IDs and multiple connection IDs for every source and destination.  

[MediaTek] #15 - Coarse granularity can be achieved with #28 / #29

[InterDigital] We support extending the PDR’s Packet Detection Information and Packet Filter Set to include Application Layer fields such as PSI, the first byte of UDP, SSRC, Payload Type or UDP options. 

Ericsson:

Agree to KI: applications may need to multiplex different types of streams on a single transport connections

CATT:

Based on the policy, multiple QoS Flow or one single QoS Flow is used for the multiplexed data flow

[Xiaomi]: 1) Identification and QoS flow mapping for both unencrypted and encrypted multiplexed SDFs. 2) Reusing the proposals of KI#2 for the identification of encrypted SDFs. 3) Enhanced Packet Filter Set to include the PSI(s) allocated based on codecs and media types, streams information.

	Do you plan to submit a new solution for this KI?
	[Nokia] - No. Solution updates should be sufficient.

[Tencent] No, plan to update solution and resolve ENs

[MediaTek] No

[InterDigital] No

[Qualcomm] No.

Ericsson: Yes. The need of extending the packet filter set has not been assessed. It is possible to multiplex streams in a single transport connection using MP-QUIC and steer the streams to QoS flows with the Rel-18 packet filters. In-band assistance can facilitate traffic differentiation and reduce the interactions needed between the 5GC and the AF

[Huawei] No

[vivo]Yes

[China Telecom] No. Solution updates should be sufficient.

CATT:Yes

[OPPO] No, solution updates should be sufficient.

[China Mobile]NO
[Xiaomi]: No.

[Samsung] No

	What is your preferred conclusion (e.g. solution#, agreeable principles) for this KI?
	[Nokia] - Solution #29 - For (S)RTP based traffic: Support extension of traffic flow description information from AF to PCF and onwards and Packet Detection Information (PDI) in PDRs and UE QoS rules so that individual sub-streams and other protocols (RTCP, data channel, ...) multiplexed into the same transport layer traffic flow can be detected and mapped to dedicated QoS flows as required. Each QoS flow can be provided either “ordinary” or PDU Set based QoS handling. Protocol Description (PD) and PDU Set detection logic can also be used to map lone PDUs in a sub-stream to a separate QoS flowif requested by the AF. (Update to Sol#29)
For end-to-end encrypted traffic (e.g., QUIC connections): Support identification of individual sub-streams  so that they can be mapped to dedicated QoS flows similarly to the (S)RTP case. (Update to Sol#29)

[LGE] - Solution #29, The AF to provide QoS requirements for the identified protocol/stream and the 5GS to identify multiplexed stream for transport protocols with existing fields are agreeable. The AF/AS providing additional information that is dependent to specific transport protocol or providing PSI is not preferred.
[Tencent] We plan to update and complete Sol#15 in April meeting to resolve ENs.  Meanwhile, we see that principle of Sol#15 is close to Sol#29.  There are still quite a lot of open issues remain for quite several solutions captured.  We propose to focus on resolving ENs in April meeting and carry out evaluation in May meeting.

[Lenovo] If the XR media are not fully e2e encrypted. It is preferred that flow mapping based on existing parameters (e.g., PSI) shall be considered (solution28). Besides, stream ID may be considered for QUIC transmission.
Meta: See Meta input above

[MediaTek] #28, PDR is based on the PSI field in RTP HE that aligns with SA4 TS 26.522

[MediaTek] #29, PDR rules extended to include protocol and payload type contained in the RTP HE

[InterDigital] We support extending the traffic flow description but want to clarify that it should be possible to the same OR different QoS Flows.

[Qualcomm] Solution 29 and solution 15 (QUIC connection ID option).
Ericsson: The solution should not be coupled or dependent on the solution for PDU Set handling for encrypted traffic (e.g. KI#2). Good if the same technology is used, but the solution should be valid for XRM applications and all type of multiplexing applications. Preferably one solution is  selected both for encrypted and unencrypted traffic.

To be agreeable, the solution shall not compromise the 5GS user plane performance. For that, any extension to the packet filters, should be very simple. If 5-tuple is determined not to be enough for media stream differentiation, we should consider adding to the packet filters the QUIC CID, which is also sent in clear. If needed, the packet filter could be extended instead with a simple additional filter e.g. a stream code. This added element is provided in the packet filter by the AF in the QoS request and in-band by the application to assist 5GC to differentiate the traffic. For example, solutions #12, #14, #17 are based on this principle. 

To reduce the AF-5GC interactions, the solution should not require that the AF requests are sent per multiplexed stream.  

The selection of the technology for in-band collaboration requires further discussion. There are still ENs that need to be solved and some solutions could not be discussed in last meeting.

[Huawei]

Applications could use different protocols. Thus flexibility of the solution should be considered. For QUIC multiplexing, sub-flow detection based on QUIC connection id, QUIC stream ID, track information from MoQ protocol is preferred but details need further discussion. 

For others, sub-flow detection based on the UDP payload including RTP/RTCP header field in Sol#29 is preferred. 

[vivo] Identify which stream info can be used for detection needs to coordination with SA4.

[China Telecom]

For unencrypted RTP streams, Sol#29 seems to be the most feasible solution. Payload Type field and/or SSCR field, M bit + PT corresponding to Packet Type, these are sufficient to distinguish multiplexed sub-streams. We think the first byte of UDP is not mandatory to provide, it can be optional.

For encrypted traffic, Sol#15 is preferred. We’d better separate this KI from KI#2 conclusions, and in a higher level, focus on using QUIC connection ID for encrypted sub-streams identification and QoS flow mapping.

For the usage of PSI value (Sol#28), it requires further feedback from SA4.

[CATT]

We need to provide two options : one is multiple QoS Flow for multiple media types, another one is one QoS flow with different QoS handling for different media type, e.g. using the Alternative QoS




[OPPO] support to leverage an extended Packet Filters including the stream info to identify the media streams within a single transport connection. (Sol#14)

[China Mobile]suggest to use solution 29 as baseline.
[Xiaomi]: 1) PDR enhancement (e.g. in Sol#14, Sol#28 and Sol#29) are proposed. 2) Sol#9, Sol#12 and Sol#27 addressed both KI#2 and KI#4 for encrypted multiplexed SDFs, the dependency with KI#2 conclusion should be considered.
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