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Abstract of the contribution: The contribution proposes a solution for KI#2, Registration Management for Ambient IoT devices behind intermediate node UE.
1. Discussion
The paper proposes a new solution for Key Issue #2: Identification, Subscription, Registration and Connection management and Key Issue #1: Architecture support of Ambient IoT Devices.
Regarding the registration procedure for the AIoT devices with the 5G network, the following should be considered with respect to the topology-2 (BS <--> intermediate node <--> Ambient IoT Device). 

· AIoT Devices have ultra-low complexity/power/cost and are resource-constrained, might not be able to register by themselves to the 5GS.

· The network needs to support a huge number of AIoT Devices.
2. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-13.

* * * * First Change – All New Text * * * *
6.X
Solution #X: Registration Management of Ambient IoT devices by intermediate node UE
6.X.1
Description
This solution is targeting KI#2 Identification, Subscription, Registration and Connection management and KI#1 Architecture support of Ambient IoT Devices.
Regarding the registration procedure for the AIoT devices with the 5G network, the following should be considered with respect to the topology-2 (BS <--> intermediate node <--> Ambient IoT Device). 

· AIoT Devices have ultra-low complexity/power/cost and are resource-constrained, might not be able to register by themselves to the 5GS.

· The network needs to support a huge number of AIoT Devices.

Taking the constraints for the AIoT devices into consideration, individual registration of each AIoT device that is connected to the intermediate node UE would create an unnecessary signalling (control plane) load and overhead for the network as well as for the intermediate node UE.

The solution proposes a group registration procedure for AIoT devices behind the Intermediate Node UE. 

The Intermediate Node UE aggregates the registration for all connected AIoT devices with the 5G network. The AMF or AmbientIoT function (a new network function) on reception of the registration request from the intermediate node UE, determines the AF serving the AIoT devices behind the Intermediate Node UE and validates the request with the respective AFs. 

After successful registration/validation, the AMF informs the Intermediate Node UE about successful registration, providing the registration status for each connected AIoT device e.g., device status (enabled, disabled/permanently disabled), validity information (time and location constraints), etc. 
The AMF/AIoTF/UDM now has the context of all the AIoT devices behind the Intermediate Node UE and the future communication from/to the AIoT devices does not need to undergo additional authentication/authorization/validation checks. 
6.X.2
Procedures
Group Registration by Intermediate Node UE procedure for Ambient IoT devices is depicted in Figure 6.X.2-1.


[image: image1.emf]6. Group Registration Accept

(List (AIoT Device ID, Device Status (enabled/disabled/permanently disabled), 

Status validity information (time & location)))

4. Group Registration Response

(list of (AIoT device profile information i.e. device ID, AF ID, device 

status (enabled/disabled/permanently disabled), Status validity 

information (time & location)))

3. Group Registration Request

(list of AIoT Device ID¶s, AF ID¶s, IN-UE-ID)

2. Group Registration Request

(Group-AIoT Reg Type, list of AIoT Device 

ID¶s, AF ID¶s)

AIoT Devices NEF/AF UDM/UDR

1. AIoT Devices interacts with

 Intermediate Node UE

IN –�UE

(Reader)

AMF / AIotF

0. Capability negotiations (IN-UE <-> NW)

7. Connection updated with AIoT devices as 

per the received information (allowed /not 

allowed for communication)

5. UDM/UDR update with AIoT device information


Figure 6.X.2-1: Group Registration by Intermediate Node UE for AIoT devices
0.
The IN-UE and AMF/AIoTF both support group AIoT registration feature.
1. 
Intermediate node UE (IN-UE) detects an Ambient IoT device. The IN-UE may aggregate AIoT devices behind it before triggering the group registration for AIoT devices. For example, when the IN-UE detects the first AIoT device, the IN-UE could start the aggregation timer. At the expiry of the aggregation timer, the IN-UE will include all detected AIoT devices as candidates for group AIoT registration. Similarly, if the IN-UE has limits with respect to the number of devices it can support for the group registration, it will take into consideration and ensure that the number of AIoT devices detected behind the IN-UE does not violate the limit value. The aggregation timer and limit value with respect to the number of AIoT devices that can be supported for group registration by the IN-UE could be provided to the IN-UE by the 5G network during the previous step i.e. IN-UE registration and capability negotiations with the 5G network. 
2. 
The IN-UE sends the group registration request message to the AMF/AIoTF. The group registration message includes a new group AIoT registration type, a list of AIoT devices including the devices IDs along with the AF IDs, IN-UE identifier (e.g., GPSI). 
3. 
The AMF/AIoTF will determine the application function (AF) for the AIoT devices which are part of the group registration message received from the IN-UE, and will send a group registration request to the respective AFs via NEF. The group registration request includes the list of AIoT device IDs, along with the identity of the IN-UE.
4. 
The AF responsible for the AIoT devices checks the provided list of AIoT devices against its internal database. The AF responds with the group registration response message, which includes a list of AIoT device profiles. The AIoT device profile information includes AIoT ID, AF ID, device status (enabled/disabled/permanently disabled), and validity information (time and location validity). 
5. 
The AMF/AIoTF updates the UDM with the received list of AIoT device profile information along with the location information of the intermediate node UE (IN-UE).

6. 
The AMF responds to the IN-UE with the group registration accept message. The group registration accept message contains profile information for the requested AIoT devices. The AIoT device profile information includes AIoT ID, AF ID, device status (enabled/disabled/permanently disabled), and validity information (time and location validity). The group registration accept message indicates the registration status of each AIoT Device connected behind the IN-UE.
7. 
The connection between the AIoT devices and IN-UE is updated as per the received information back from the AMF/AIoTF. This may result in some AIoT devices connected behind the IN-UE being not allowed to send or receive AIoT traffic.
6.X.3
Impacts on services, entities and interfaces
IN-UE:

- 
Supports group registration for AIoT devices.
-
Supports reception of the AIoT device profile information from the AF via 5G network functions.
NEF:

- 
Supports signalling for Group Registration between AF and AMF/AIoTF.
- 
Supports delivery of the AIoT device profile information from AF to AMF/AIoTF

AMF/AIoTF:

- 
Supports group registration for AIoT devices.

-
Supports group registration/validation for AIoT devices with the AF via NEF. 
-
Supports reception of AIoT device profile information from AF and updating the UDM with the same. 

UDM:

-
Supports storage of the AIoT device profile information.
* * * * End of change * * * *
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