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[bookmark: _Hlk514274591]1		Discussion
Solutions 24-26 introduce a tunnelled connection between the UPF and Application Server to support the UPF identifying PDU-set information when the end-to-end XR session is fully encrypted.
The same procedure can be leveraged to assist the UPF (and PCF) in determining multiplexed media streams with the same transport connection.
As an example, if Connect-UDP is used between the UPF and Application Server where the XR Application Server for each downlinkg packet adds PDU Set Information within HTTP Datagrams. If HTTP/3 is used as per RFC 9297[39], then each HTTP Datagram includes a Quarter Stream ID. According to [39], the Quarter Stream ID is a variable-length integer that contains the value of the client-initiated bidirectional flow that this datagram is associated with divided by four.
HTTP/3 Datagram {
     Quarter Stream ID (i),
     HTTP Datagram Payload (..),
   }

The Quarter Stream ID can be leveraged to allow the UPF and PCF to identify different media streams amongst the same transport connection.  The following procedure need to take place to support such functionality:
-	XR Application Server: Separate each media stream by allocating a unique Quarter Stream ID
-	AF: Includes within the AF session request a mapping of Quarter Stream ID to a media stream containing protocol information of the media stream (e.g. H264).
-	PCF: Determines PCC rules based on the type of multiplexed media within the same transport connection
-	UPF: Receives from SMF/PCF N4 rules associating a Quarter Stream ID to a media stream.

As an example, assuming the end-2-end transport connection have 3 different multiplexed data flows:
-	Flow 1: RTP stream carries video payload type (e.g., H.264, H.265, H.266 or alike)
-	Flow 2: RTP stream carries audio payload type (e.g., OPUS, HE-AAC, 3GPP EVS/IVAS etc.) 
-	Flow 3: An RTCP stream carries RTCP control messages related to the other two RTP streams multiplexed.
Each of the above flows can be identified by Quarter Stream IDs, e.g., QSI = 1 for video, QSI = 2 for audio and QSI = 3 for RTCP control messages and included within HTTP Datagram information to the downlink packet towards the UPF. For video related traffic PDU-Set Information can also be included as described in Solutions 24 and 26 as the Context ID included within the HTTP Datagram can also indicate that the HTTP datagrams carries additionally PDU Set information.
Figure 1 shows an overview of the solution.


Figure 1 - Identifying media type via tunneled N6 connection.

Further details of the solutions are described below:

2		Proposal
The following updates are proposed.
***************************************** First change *************************************
[bookmark: _Toc22192650][bookmark: _Toc23402388][bookmark: _Toc23402418][bookmark: _Toc26386423][bookmark: _Toc26431229][bookmark: _Toc30694627][bookmark: _Toc43906649][bookmark: _Toc43906765][bookmark: _Toc44311891][bookmark: _Toc50536533][bookmark: _Toc54930305][bookmark: _Toc54968110][bookmark: _Toc57236432][bookmark: _Toc57236595][bookmark: _Toc57530236][bookmark: _Toc57532437][bookmark: _Toc161291271][bookmark: _Toc16839382]6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
	Solutions
	Key Issue #

	
	<KI #1>
	<KI#2>
	<KI#3>
	<KI#4>
	<KI#5>
	<KI#6>
	<KI#7>
	<KI#8>
	<KI#9>

	#1: PDU Set content ratio awareness at RAN
	X
	
	
	
	
	
	
	
	

	#2: Discarding of redundant PDUs (FEC) and reporting
	X
	
	
	
	
	
	
	
	

	#3: FEC mechanism and PSI based PDU Set QoS Handling Enhancement
	X
	
	
	
	
	
	
	
	

	#4: PDU Set FEC-based PDU Set QoS Handling
	X
	
	
	
	
	
	
	
	

	#5: PDU Set Handling and Information marking …for PSDB/PSER/PSIHI
	X
	
	
	
	
	
	
	
	

	#6: Enhanced Alternative QoS Profiles for PDU set based QoS handling
	X
	
	
	
	
	
	
	
	

	#7: Enhancing alternative QoS profile …PDU set QoS parameters
	X
	
	
	
	
	
	
	
	

	#8: Consistent PDU Set Handling between AF and 5GS
	X
	
	
	X
	
	
	
	
	

	#9: PDU Set information identification for encrypted traffic
	
	X
	
	X
	
	
	
	
	

	#10: PDU Set information identification based on MoQ
	
	X
	
	
	
	
	
	
	

	#11: RTP over QUIC based Encrypted Traffic …QoS flows mapping
	
	X
	
	
	
	
	
	
	

	#12: Obfuscated Metadata to Classify Payload in Encrypted Media Packets
	
	X
	
	X
	X
	
	
	
	

	#13: Multiple DSCP markings per QoS Flow
	
	
	X
	
	
	
	
	
	

	#14: Extending Packet Filter … within a single transport connection
	
	
	
	X
	
	
	
	
	

	#15: Traffic Detection and QoS mapping for XR and Media services
	
	
	
	X
	
	
	
	
	

	#16: AS based trigger of data boost handling with reflective QoS
	
	
	
	
	X
	
	
	
	

	#17: L4S in non-3GPP access networks
	
	
	
	
	
	X
	
	
	

	#18: PDU Set handling in wireline/wireless non-3GPP access
	
	
	
	
	
	
	X
	
	

	#19: Alternative PDU Set QoS parameters to support differentiated QoS handling and ... Exposure
	X
	
	
	
	
	
	
	
	X

	#20: Nominal PSDB
	X
	
	
	
	
	
	
	
	

	#21: Enhancing PDU Set QoS Handling with Dynamic FEC Related Information Marking in GTP-U
	X
	
	
	
	
	
	
	
	

	#22: The handling UL PDU Set QoS parameters
	X
	
	
	
	
	
	
	
	

	#23: PDU set discard based on PDU sets correlation info from AS/AF
	X
	
	
	
	
	
	
	
	

	#24: PDU set identification ...fully encrypted using a tunneled connection over N6
	
	X
	
	
	
	
	
	
	

	#25: Preconfigured N6 tunnelling and GTP-U header extension for ... PDU Set-related information
	
	X
	
	
	
	
	
	
	

	#26: PDU Set identification for end-to-end encrypted traffic
	
	X
	
	
	
	
	
	
	

	#27: Differentiated Handling for Transporting Encrypted XRM traffics Using Metadata over N6
	
	X
	X
	X
	
	
	
	
	

	#28: QoS Flow Mapping Considering the PSI for Multiplexed Data Flows
	
	
	
	X
	
	
	
	
	

	#29: Support for multiplexed media traffic using RTP header inspection
	
	
	
	X
	
	
	
	
	

	#30: Support of dynamic change of traffic burst size
	
	
	
	
	X
	
	
	
	

	#x: Media identification leveraging tunneled connection between UPF and AS over N6
	
	
	
	X
	
	
	
	
	





***************************************** Second change (all new text)*************************************
[bookmark: _Toc101366209][bookmark: _Toc104799229][bookmark: _Toc161291418][bookmark: _Toc97269608][bookmark: _Toc50536656][bookmark: _Toc50575409]6.x	Solution #x: Media identification leveraging tunneled connection between UPF and AS over N6
[bookmark: _Toc161291419]6.x.1	Key Issue mapping
This solution addresses key issue #4.
[bookmark: _Toc161291420]6.x.2	Description
[bookmark: _Toc101366211][bookmark: _Toc104799231]Solutions 24-26 introduce a tunnelled connection between the UPF and Application Server to support the UPF identifying PDU-set information when the end-to-end XR session is fully encrypted.
The same procedure can be leveraged to assist the UPF (and PCF) in determining multiplexed media streams with the same transport connection.
As an example, if Connect-UDP is used between the UPF and Application Server where the XR Application Server for each downlinkg packet adds PDU Set Information within HTTP Datagrams. If HTTP/3 is used as per RFC 9297[39], then each HTTP Datagram includes a Quarter Stream ID. According to [39], the Quarter Stream ID is a variable-length integer that contains the value of the client-initiated bidirectional flow that this datagram is associated with divided by four.
HTTP/3 Datagram {
     Quarter Stream ID (i),
     HTTP Datagram Payload (..),
   }

The Quarter Stream ID can be leveraged to allow the UPF and PCF to identify different media streams amongst the same transport connection.  The following procedure need to take place to support such functionality:
-	XR Application Server: Separate each media stream by allocating a unique Quarter Stream ID
-	AF: Includes within the AF session request a mapping of Quarter Stream ID to a media stream containing protocol information of the media stream (e.g. H264).
-	PCF: Determines PCC rules based on the type of multiplexed media within the same transport connection
-	UPF: Receives from SMF/PCF N4 rules associating a Quarter Stream ID to a media stream.

As an example, assuming the end-2-end transport connection have 3 different multiplexed data flows:
-	Flow 1: RTP stream carries video payload type (e.g., H.264, H.265, H.266 or alike)
-	Flow 2: RTP stream carries audio payload type (e.g., OPUS, HE-AAC, 3GPP EVS/IVAS etc.) 
-	Flow 3: An RTCP stream carries RTCP control messages related to the other two RTP streams multiplexed.
Each of the above flows can be identified by Quarter Stream IDs, e.g., QSI = 0 for video, QSI = 1 for audio and QSI = 2 for RTCP control messages and included within HTTP Datagram information to the downlink packet towards the UPF. For video related traffic PDU-Set Information can also be included as described in Solutions 24 and 26 as the Context ID included within the HTTP Datagram can also indicate that the HTTP datagrams carries additionally PDU Set information. Figure below shows an overview of the solution.



Figure 6.x.2-1 - Identifying media type via tunneled N6 connection.

[bookmark: _Toc161291421]6.x.3	Procedures
[bookmark: _Toc161291422]6.x.3.1	Procedure when tunneled connection is based on Connect-UDP as per Solutions 24, 26
Details steps of the procedure are shown in the figure below:


Figure 6.x.3.1-1: Using Connect-UDP for identifying multiplexed media flows.
[bookmark: _Toc101366212][bookmark: _Toc104799232][bookmark: MCCTEMPBM_00000032]1.	An AF requests to establish an AF session with QoS by invoking the Nnef_AFSessionWithQoS Create service operation as described in clause 4.15.6.6 of TS 23.502 [3] including a mapping of Quarter Stream ID to media type (i.e. protocol description) for each multiplexed media flow. PDU Set QoS parameters for the video flow may also be included. The AF additionally includes information to enable HTTP/3 proxy connect-UDP session between the UPF and AS and the address (IP address and port) of the HTTP/3 server where the UPF can establish the HTTP/3 session. Not shown in the Figure the NEF authorizes the request and forwards the request to the PCF by invoking an Npcf_PolicyAuthorization_Create request including the information provided by the AF. The AF is aware of the address of the UE via previous interaction between the UE and AF/AS.
2.	The PCF creates PCC rules taking into account the mapping of quarter stream ID to media type.
3.	The SMF creates Packet Detection Rules (N4 rules) for the UPF.
4.	The N4 rules are sent to the UPF.
5.	Steps 5-12 as per Figure 6.24.3.2-2. Step 12 is not required if the end-to-end session (between UE and AS) is not fully encrypted.
6.	The content server/HTTP/3 proxy identifies multiplexed media flows and PDU Set information for the video flow.
7.	For each multiplexed media flows adds in the downlink packet an HTTP datagram that includes a unique Quarter Stream ID. PDU Set information may also be included as described in Solution 24.
8.	The UPF identifies each multiplexed media flow based on the quarter stream ID and applies corresponding N4 rules provided by the SMF.

[bookmark: _Toc161291424]6.x.4	Impacts on services, entities and interfaces
UPF:
-	UPF supporting an encapsulation protocol, e.g. Connect-UDP.



******************************** End of change *******************************
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