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Abstract of the contribution: This contribution proposes to update the solution #17 to fix UE aspects.
1 Introduction
In the previous meeting solution #17 was agreed for L4S in non-3GPP access. 
Per the solution, UE/5G-RG is considered as it can be an ECN marker also. However, for DL situation in the ECN mechanism UE works as a congestion situation feedback, which is detected based on received ECN bits, to DL source(i.e. application server). In that sense, UE becoming ECN marker for DL is un-reasonable. 
For UL situation in the ECN mechanism UE works as UL source. So if UL congestion is detected at UE, UE can consider directly the UL congestion situation. i.e. there is no reason to mark ECN bit for UL at UE and consider any UL congestion situation feedback from application server. In that sense, UE becoming ECN marker for UL is un-reasonable. 
2 Proposal
[bookmark: _Hlk513714389]It is proposed to add the following contents to TR 23.700-70.
[bookmark: _Toc22214904][bookmark: _Toc509905226][bookmark: _Toc23254037][bookmark: _Toc436124703][bookmark: _Toc435670433][bookmark: _Toc510604403][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc157745656]6.17	Solution #17: L4S in non-3GPP access networks
[bookmark: _Toc157745657]6.17.1	Key Issue mapping
This solution proposes a solution for KI #6.
[bookmark: _Toc157745658]6.17.2	Description
[bookmark: _Toc157745659]6.17.2.1	General
L4S (Low Latency, Low Loss and Scalable Throughput) is described in IETF RFC 9330 [14], IETF RFC 9331 [15] and IETF RFC 9332 [19]. It exposes congestion information by marking ECN bits in the IP header of the user IP packets between the UE and the application server to trigger application layer rate adaptation. In 5G System ECN marking for L4S in the IP header is supported in either the NG-RAN (see clause 5.37.3.2 of TS 23.501 [2]), or in the PSA UPF (see clause 5.37.3.3 of TS 23.501 [2]) via NG-RAN. ECN marking for L4S is enabled on a per QoS Flow basis in the uplink and/or downlink direction and may be used for GBR and non-GBR QoS Flows.
In extending ECN marking for L4S via non-3GPP access the same principles as above for NG-RAN are proposed in the current solution. Namely, ECN marking for L4S is enabled on a per QoS Flow basis. Dedicated non-3GPP access resources are used for carrying L4S-enabled IP traffic. For DL, intermediate non-3GPP access nodes (N3IWF, TNGF, W-AGF) map the L4S-enabled QoS Flows to the proper non-3GPP access resources. For UL UE/5G-RG maps the L4S enabled QoS Flows to proper non-3GPP access resources. An AF might request enabling ECN marking for L4S via the Nnef_AFsessionWithQoS service operation. Alternatively, ECN marking for L4S may be enabled by the SMF based on dynamic or static policies for the DNN/S-NSSAI of the PDU session. The SMF provides an indication for ECN marking for L4S for a corresponding QoS Flow in N2, N1 signalling. ECN marking for L4S might apply to GBR flows or non-GBR flows. It might also apply to uplink and/or downlink direction. QoS rules in the UE/5G-RG and PDRs in the PSA UPF determine the PDUs bound to the L4S enabled QoS Flow.
The criteria based on which non-3GPP access elements including intermediate non-3GPP access nodes (N3IWF, TNGF, W-AGF) decide to mark ECN bits when congestion occurs are implementation specific.
The following shows components in the route of an IP packet via non-3GPP access, where ECN marking could be supported:
-	Non-3GPP access: Non-3GPP access node(s) perform ECN marking for downlink/uplink
-	UE/5G-RG: UE/5G-RG performs ECN marking for downlink/uplink.
For an IP packet via non-3GPP access, ECN marking could occur in one of the above components. Based on L4S behaviour as described in IETF RFC 9331 [15], congestion indication/marking by a component is performed only when congestion indication has not been set by previous component in a route. Depending on capabilities of each component, ECN marking on a route may be supported by a subset of the above, none of the above, or all the above.


Figure 6.17.2.1-1: L4S support in wireline access
For wireline cable access network e.g. DOCSIS, provides support for low-latency services through the dual-queue approach, by separating queue-building and non-queue-building traffic [18]. DOCSIS, such as Low Latency DOCSIS (LLD), also supports ECN marking for L4S, where L4S traffic would be managed separately from other class traffic (e.g. separate low latency service flow from other classic service flow(s)).
[bookmark: _Toc157745660]6.17.2.2	Support of ECN marking for L4S in wireline node(s)
In case of DL direction, when the W-AGF receives N2 requests related with PDU Session resources, the W-AGF maps the QoS profile(s) received from the 5GC to W-UP level QoS. The SMF may be instructed, based on either dynamic or predefined PCC rule, to provide an indication for L4S for a corresponding QoS Flow(s) to W-AGF. W-AGF maps the L4S-enabled QoS Flow(s) to L4S-enabled wireline QoS resource(s).
When the W-AGF receives a DL PDU via N3, it identifies the QFI from the GTP-U header, and if the QFI corresponds to a QoS Flow with L4S enabled, it determines the corresponding L4S-enabled wireline QoS resource to use for sending the DL PDU to the 5G-RG.
Details on ECN marking for L4S by wireline nodes (such as a CMTS) are outside of 3GPP scope.
In case of UL, when the 5G-RG receives NAS message related with PDU Session QoS, the 5G-RG maps the QoS rule(s) received in NAS to W-UP level QoS. The SMF may be instructed, based on either dynamic or predefined PCC rule, to provide an indication for ECN marking for L4S for a corresponding QoS Flow(s) to the 5G-RG. 5G-RG maps the L4S-enabled QoS Flow(s) to L4S-enabled wireline QoS resources(s).
When the 5G-RG transmits an UL PDU, if it determines (by using the QoS rules of the PDU Session) that the QFI corresponds to a QoS Flow with L4S enabled, it determines the corresponding L4S-enabled wireline QoS resource to use for sending the UL PDU to the W-AGF.
[bookmark: _Toc157745661]6.17.2.2.13	Support of ECN marking for L4S in UE/5G-RG	Comment by 백영교/통신표준연구팀(SR)/삼성전자: To be aligned with the description structure of wireless case. 
UE/5G-RG may be requested by SMF to perform ECN marking for L4S in the IP header of the user IP packets, based on its local congestion conditions, for those QoS flows for which it received an indication for L4S in the QoS rule(s) via the NAS message. The criteria based on which UE/5G-RG decides to mark ECN bits for L4S is UE/5G-RG implementation specific.
6.17.2.3	void
[bookmark: _Toc157745662]6.17.2.4	Support of ECN marking for L4S in trusted/untrusted wireless node(s)
Untrusted and trusted wireless non-3GPP accesses are able to connect 3GPP UEs to the 5GC via a N3IWF (in the case of un-trusted access) or a TNGF (in the case of trusted access) which interfaces directly to the 5GC's CP and UP functions via N2 and N3 reference points, respectively. The N3IWF and TNGF support similar functionality and reference points as an NG-RAN towards the 5GC, specifically communicating to 5GC CP and UP functions over N2 and N3 interfaces.


Figure 6.17.2.4-1: L4S support in wireless non-3GPP (i.e. w/ WiFi AP+N3IWF or w/ TNAP+TNGF) accesses
Figure 6.17.2.4-1 above is a high-level illustration of 3GPP devices (i.e. UEs) connecting to a 3GPP 5GS via wireless non-3GPP accesses and where support for L4S is investigated. 3GPP R18 specifies dedicated user plan resources for carrying L4S-enabled IP traffic, which is realized in 3GPP access via QoS flows.
Figure 6.17.2.4-2 below illustrates how 3GPP QoS flow is carried over wireless non-3GPP accesses.


Figure 6.17.2.4-2: Non-3GPP (i.e. w/ WLAN+N3IWF or TNAP+TNGF) QoS Architecture (i.e. Rules, Profiles, SDF Template, & Flows, etc.)
If congestion in a wireless non-3GPP access (i.e. un-trusted and trusted) is experienced it will most probably occur at the wireless access point (i.e. AP), which is not in scope of 3GPP specifications, although the N3IWF and TNGF could also experience congestion independently within its internal managed traffic queues as well as the UE.
The solutions provided propose that 3GPP-defined non-3GPP access nodes (i.e. N3IWF and TNGF) provide mechanisms to extend support for L4S in non-3GPP untrusted and trusted accesses.
The proposed solutions have the following principles:
-	Dedicated UP resources are used for carrying L4S-enabled IP traffic.
-	N3IWF and/or TNGF maps the L4S-enabled QoS Flows to UP resources.
-	N3IWF and/or TNGF relays ECN marking up the stack to the Inner most IP header, so the end-to-end applications are aware of the ECN marking.
-	Option for the UE to perform ECN marking when UL congestion is experienced at the UE.
[bookmark: _Toc157745663]6.17.2.4.1	Supporting L4S in N3IWF
It is most probable that if congestion is experienced in the uplink, it is related to the wireless link (i.e. WiFi AP). 3GPP does not have responsibility for the AP specification but can relay any congestion notification that the WiFi AP provides to the inner most IP layer at the N3IWF. This is accomplished by leveraging IETF draft RFC, draft-ietf-tsvwg-ecn-encap-guidelines-22 [16], which provides Guidelines for Adding Congestion Notification to Protocols that Encapsulate IP.


Figure 6.17.2.4.1-1: Congestion in uplink detected at WLAN AP of non-3GPP untrusted access
Figure 6.17.2.4.1-1 illustrates how support for L4S is accomplished when congestion is detected at the WLAN AP in the uplink.
1.	WLAN AP indicates via IP Header ECN field that congestion was experienced, assuming that the ECN field was set to ECT(1).
2.	N3IWF detects outer IP header ECN field is set indicating congestion.
3.	N3IWF relays information to inner-most IP header as specified in draft RFC draft-ietf-tsvwg-ecn-encap-guidelines-22 [16].
4.	N3IWF relays information to outer IP header to UPF as specified in draft RFC draft-ietf-tsvwg-ecn-encap-guidelines-22 [16] and if the PSA UPF is responsible for performing the ECN marking in the UL, the N3IWF can provide congestion information related to congestion experienced by the N3IWF but may not be able to provide congestion information experienced by the WiFi AP. Based on implementation it may be possible for the N3IWF to estimate congestion information relative to the access point (i.e. level of congestion of WLAN AP) and provide via GTP-U header.
5.	N3IWF provides GTP-U header with congestion information to UPF and UPF marks ECN field indicating congestion was experienced.
6.	N3IWF relays information to UPF inner IP header as specified in draft RFC draft-ietf-tsvwg-ecn-encap-guidelines-22 [16] and UPF marks ECN field as specified in draft RFC draft-ietf-tsvwg-ecn-encap-guidelines-22 [16] indicating congestion was experienced.
If congestion is experienced in the uplink by the N3IWF, not illustrated, it is capable of setting the IP header ECN field of the inner IP as well as providing congestion information via GTP-U to PSA UPF in the case the PSA UPF is instructed to perform the ECN marking.
If congestion is experienced in the uplink by the N3IWF and the WiFi AP, the ECN marking provided by the WiFi AP (if supported) would take precedent and relayed to the inner most IP layer for use by the receiving application. If the congestion in the uplink at the N3IWF persists, it will eventually perform the ECN marking once the congestion from the WiFi AP is removed.
Like uplink, it is most probably if congestion is experienced in the downlink it is related to the wireless link (i.e. WiFi AP) and 3GPP does not have responsibility for the AP specification but can relay any congestion notification that the WiFi AP provides to the inner most IP layer at the UE. This is accomplished by leveraging IETF draft RFC, draft-ietf-tsvwg-ecn-encap-guidelines-22 [16], which provides Guidelines for Adding Congestion Notification to Protocols that Encapsulate IP.


Figure 6.17.2.4.1-2: Congestion in downlink detected at WLAN AP of non-3GPP untrusted access
Figure 6.17.2.4.1-2 illustrates how support for L4S is accomplished when congestion is detected at the WLAN AP in the downlink.
0.	WLAN AP indicates via IP Header ECN field that congestion was experienced, assuming that the ECN field was set to ECT(1).
1.	UE detects outer IP header ECN field is set indicating congestion. UE relays information to inner IP header as specified in draft RFC draft-ietf-tsvwg-ecn-encap-guidelines-22 [16].
2.	N3IWF detects outer IP header ECN field is set indicating congestion.
3.	N3IWF relays information to inner-most IP header as specified in draft RFC draft-ietf-tsvwg-ecn-encap-guidelines-22 [16].
4.	N3IWF relays information to outer IP header to UPF as specified in draft RFC draft-ietf-tsvwg-ecn-encap-guidelines-22 [16] and if the PSA UPF is responsible for performing the ECN marking in the UL, the N3IWF can provide congestion information related to congestion experienced by the N3IWF but it may not be able to provide congestion information experienced at the WiFi AP. Based on implementation it may be possible for the N3IWF to estimate congestion information relative to the access point (i.e. level of congestion of WLAN AP) and provide via GTP-U header.
Editor's note:	How this may be possible for an N3IWF is FFS.
1.	N3IWF provides GTP-U header with congestion information to UPF and UPF marks ECN field in the inner-most header indicating congestion was experienced.
2.	N3IWF relays information to UPF outer IP header as specified in draft RFC draft-ietf-tsvwg-ecn-encap-guidelines-22 [16] and UPF marks ECN field of the inner-most IP header as specified in draft RFC draft-ietf-tsvwg-ecn-encap-guidelines-22 [16] indicating congestion was experienced.
In summary, Figures 6.17.2.4.1-1 and 6.17.2.4.1-2 illustrates the following options for ECN marking when congestion is detected in the WLAN AP in an untrusted deployment:
1.	UL
a.	option 1 (Fig 6.17.2.4.1-1) N3IWF performs marking: steps 1, 2, 3.
b.	option 2 (Fig 6.17.2.4.1-1) UPF performs marking: steps 1, 2, 4, 5 and/or 1, 2, 4, 6.
i.	Note that if UPF is doing marking, it also provides config info.
2.	DL
a.	voidoption 1 (Fig 6.17.2.4.1-2) UE performs marking: steps 1, 2.	Comment by 백영교/통신표준연구팀(SR)/삼성전자: For DL, UE provides congestion feedback to application sever. So, UE performing ECN marking is un-reasonable.
b.	option 2 (Fig 6.17.2.4.1-2) N3IWF performs marking: steps 1, 3, 4.
c.	option 3 (Fig 6.17.2.4.1-2) UPF performs marking: steps 1, 3, 5, 6 and/or 1, 3, 5, 7.
i.	Note that if UPF is doing marking, it also provides config info.
In the downlink the N3IWF supports the same reference point N3, as the NG-RAN and should be able to support similar L4S functionality as the NG-RAN. Such as:
-	Method 1: Performing ECN marking according to IETF RFC 9330 [14]and RFC 9331 [15] for downlink in IP layer of the received packets. Also, dedicated QoS flow(s) can be used for carrying L4S enabled IP traffic.
-	Method 2: If the PSA UPF performs the ECN marking in the downlink, the N3IWF can provide the congestion information via the GTP-U header. The N3IWF shall also be able to receive an indication from the SMF to report congestion information (i.e. a percentage of packets that UPF uses for ECN marking for L4S) of the QoS flow on DL direction via GTP-U header extension to PSA UPF. If there is no UL packet when report for DL needs to be provided the N3IWF may generate an UL Dummy GTP-U packet for such reporting. That is, if congestion is experienced in the downlink by the N3IWF, it can set the IP header ECN field of the inner IP as well as providing congestion information via GTP-U to PSA UPF in the case the PSA UPF is instructed to perform the ECN marking.


Figure 6.17.2.4.1-3: Congestion in downlink detected at N3IWF of non-3GPP untrusted access
Figure 6.17.2.4.1-3 illustrates how support for L4S is accomplished when congestion is detected at the N3IWF in the downlink.
1.	N3IWF indicates via IP Header ECN field that congestion was experienced, assuming that the ECN field was set to ECT(1).
2.	If the PSA UPF is responsible for performing the ECN marking in the DL, the N3IWF can provide congestion information related to congestion experienced by the N3IWF via GTP-U header.
3.	UPF receives congestion information from the GTP-U header and set the ECN field accordingly.
In summary, Figure 6.17.2.4.1-3 illustrates the following options for ECN marking when congestion is detected in the N3IWF in an untrusted deployment:
1.	DL
a.	option 1 (Fig 6.17.2.4.1-3) N3IWF performs marking: steps 1.
b.	option 2 (Fig 6.17.2.4.1-3) UPF performs marking: steps 1, 2, 3.
i.	Note that if UPF is doing marking, it also provides config info.
[bookmark: _Toc157745664]6.17.2.4.2	Supporting L4S in TNAN
Trusted (i.e. TNAN) access support for L4S is similar to un-trusted, although 3GPP has responsibility for specifying NWt with can leverage the draft RFC draft-ietf-tsvwg-ecn-encap-guidelines-22 [16] as described in clause 6.17+1.2.2 Supporting L4S in N3IWF.


Figure 6.17.2.4.2-1: Congestion in uplink detected at TNAP of non-3GPP trusted access
Figure 6.17.2.4.2-1 illustrates how support for L4S is accomplished when congestion is detected in the uplink at the TNAP.
1.	TNAP indicates via IP Header ECN field that congestion was experienced, assuming that the ECN field was set to ECT(1).
2.	TNGF detects outer IP header ECN field is set indicating congestion.
3.	TNGF relays information to inner IP header as specified in draft RFC draft-ietf-tsvwg-ecn-encap-guidelines-22 [16].
4.	TNGF relays information to outer IP header to UPF as specified in draft RFC draft-ietf-tsvwg-ecn-encap-guidelines-22 [16] and if the PSA UPF is responsible for performing the ECN marking in the UL, the TNGF can provide congestion information related to congestion experienced by the TNGF but may not be able to provide congestion information experienced by the TNAP. Based on implementation it may be possible for the TNGF to estimate congestion information relative to the access point (i.e. level of congestion of TNAP) and provide via GTP-U header.
5.	TNGF provides GTP-U header with congestion information to UPF and UPF marks ECN field indicating congestion was experienced.
6.	TNGF relays information to UPF inner IP header as specified in draft RFC draft-ietf-tsvwg-ecn-encap-guidelines-22 [16] and UPF marks ECN field as specified in draft RFC draft-ietf-tsvwg-ecn-encap-guidelines-22 [16] indicating congestion was experienced.
If congestion is experienced in the uplink by the TNGF, not illustrated, it is capable of setting the IP header ECN field of the inner IP as well as providing congestion information via GTP-U to PSA UPF in the case the PSA UPF is instructed to perform the ECN marking.
If congestion is experienced in the uplink by the TNGF and the WiFi AP, the ECN marking provided by the WiFi AP (if supported) would take precedent and relayed to the inner most IP layer for use by the receiving application. If the congestion in the uplink at the TNGF persists, it will eventually perform the ECN marking once the congestion from the TNAP is removed.
Like uplink, it is most probably if congestion is experienced in the downlink it is related to the wireless link (i.e. TNAP) and 3GPP does not have responsibility for the AP specification but can relay any congestion notification that the TNAP provides to the inner most IP layer at the UE. This is accomplished by leveraging IETF draft RFC, draft-ietf-tsvwg-ecn-encap-guidelines-22 [16], which provides Guidelines for Adding Congestion Notification to Protocols that Encapsulate IP.


Figure 6.17.2.4.2-2: Congestion in downlink detected at TNAP of non-3GPP trusted access
Figure 6.17.2.4.2-2 illustrates how support for L4S is accomplished when congestion is detected at the TNAP in the downlink.
1.	TNAP indicates via IP Header ECN field that congestion was experienced, assuming that the ECN field was set to ECT(1).
2.	UE detects outer IP header ECN field is set indicating congestion. UE relays information to inner IP header as specified in draft RFC draft-ietf-tsvwg-ecn-encap-guidelines-22 [16].
3.	TNGF detects outer IP header ECN field is set indicating congestion.
4.	TNGF relays information to inner IP header as specified in draft RFC draft-ietf-tsvwg-ecn-encap-guidelines-22 [16].
5.	TNGF relays information to outer IP header towards UPF as specified in draft RFC draft-ietf-tsvwg-ecn-encap-guidelines-22 [16] and if the PSA UPF is responsible for performing the ECN marking in the DL, the TNGF can provide congestion information related to congestion experienced by the TNGF but may not be able to provide congestion information experienced by the TNAP. Based on implementation it may be possible for the TNGF to estimate congestion information relative to the access point (i.e. level of congestion of TNAP) and provide via GTP-U header.
6.	TNGF provides GTP-U header with congestion information to UPF and UPF marks ECN field indicating congestion was experienced.
7.	TNGF relays information to UPF outer IP header as specified in draft RFC draft-ietf-tsvwg-ecn-encap-guidelines-22 [16] and UPF marks ECN field of inner-most IP header as specified in draft RFC draft-ietf-tsvwg-ecn-encap-guidelines-22 [16] indicating congestion was experienced.
In summary, Figures 6.17.2.4.2-1 and 6.17.2.4.2-2 illustrates the following options for ECN marking when congestion is detected in the TNAP in a trusted deployment:
1.	UL
a.	option 1 (Fig 6.17.2.4.2-1) TNGF performs marking: steps 1, 2, 3.
b.	option 2 (Fig 6.17.2.4.2-1) UPF performs marking: steps 1, 2, 4, 5 and/or 1, 2, 4, 6.
i.	Note that if UPF is doing marking, it also provides config info.
2.	DL
a.	voidoption 1 (Fig 6.17.2.4.2-2) UE performs marking: steps 1, 2.	Comment by 백영교/통신표준연구팀(SR)/삼성전자: For DL, UE provides congestion feedback to application sever. So, UE performing ECN marking is un-reasonable.
b.	option 2 (Fig 6.17.2.4.2-2) TNGF performs marking: steps 1, 3, 4.
c.	option 3 (Fig 6.17.2.4.2-2) UPF performs marking: steps 1, 3, 5, 6 and/or 1, 3, 5, 7.
i.	Note that if UPF is doing marking, it also provides config info.
In the downlink the TNGF supports the same reference point N3, as the NG-RAN and should be able to support similar L4S functionality as the NG-RAN. Such as:
-	Method 1: Performing ECN marking according to IETF RFC 9330 [14] and RFC 9331 [15] for downlink in IP layer of the received packets. Also, dedicated QoS flow(s) can be used for carrying L4S enabled IP traffic.
-	Method 2: If the PSA UPF performs the ECN marking in the downlink, the N3IWF can provide the congestion information via the GTP-U header. The TNGF shall also be able to receive an indication from the SMF to report congestion information (i.e. a percentage of packets that UPF uses for ECN marking for L4S) of the QoS flow on DL direction via GTP-U header extension to PSA UPF. If there is no UL packet when report for DL needs to be provided the TNGF may generate an UL Dummy GTP-U packet for such reporting. That is, if congestion is experienced in the downlink by the TNGF, it can set the IP header ECN field of the inner IP as well as providing congestion information via GTP-U to PSA UPF in the case the PSA UPF is instructed to perform the ECN marking.


Figure 6.17.2.4.2-3: Congestion in downlink detected at TNGF of non-3GPP trusted access
Figure 6.17.2.4.2-3 illustrates how support for L4S is accomplished when congestion is detected at the TNGF in the downlink.
1.	TNGF indicates via IP Header ECN field that congestion was experienced, assuming that the ECN field was set to ECT(1).
2.	If the PSA UPF is responsible for performing the ECN marking in the DL, the TNGF can provide congestion information related to congestion experienced by the TNWF via GTP-U header.
3.	UPF receives congestion information from the GTP-U header and set the ECN field accordingly.
In summary, Figure 6.17.2.4.2-3 illustrates the following option for ECN marking when congestion is detected in the TNGF in a trusted deployment:
1.	DL
a.	option 1 (Fig 6.17.2.4.2-3) TNGF performs marking: steps 1.
b.	option 2 (Fig 6.17.2.4.2-3) UPF performs marking: steps 1, 2, 3.
i.	Note that if UPF is doing marking, it also provides config info.
[bookmark: _Toc157745665]6.17.2.4.3	Supporting L4S in UE
A 3GPP UE may also provide uplink support for L4S when connecting to a 5GS via a non-3GPP access.


Figure 6.17.2.4.3-1: Congestion in uplink detected at UE via non-3GPP un-trusted access
Figure 6.17.2.4.3-1 illustrates how support for L4S is accomplished when congestion is detected in the uplink at the UE when accessing a 5GS via a non-3GPP un-trusted access (i.e. WLAN AP + N3IWF).
1.	UE indicates via inner-most IP Header ECN field that congestion was experienced, assuming that the ECN field was set to ECT(1).
2.	If the PSA UPF is responsible for performing the ECN marking in the UL, the UE can provide congestion information related to congestion experienced by the UE via GRE to the N3IWF.
Editor's note:	How the UE knows that it needs to provide congestion info and how UEs know the GRE configuration is FFS.
3.	N3IWF detects GRE message and provides the UE's congestion information on the GTP-U header to UPF.
4.	N3IWF sends GTP-U message containing congestion information to UPF.
5.	UPF receives congestion information from the GTP-U header and set the ECN field in the inner-most IP header accordingly.
In summary, Figure 6.2.2.4.3-1 illustrates the following option for ECN marking when congestion is detected in the UE in an untrusted deployment:
1.	UL
a.	option 1 (Figure 6.2.2.4.3-1) UE performs marking: step 1.
b.	option 2 (Figure 6.2.2.4.3-1) UPF performs marking: steps 2, 3, 4, 5.
i.	Note that if UPF is doing marking, it also provides config info.
[bookmark: _Toc157745666]6.17.3	Procedures
[bookmark: _Toc157745667]6.17.3.1	Procedures in wireline 5G access network


Figure 6.17.3.1-1: High-level procedure of the solution
1.	Steps 1-2a specified in clause 7.3.1.1 of TS 23.316 [17], with the difference that the UE/5G-RG 5GSM Core Network Capability included in the PDU Session Establishment Request within the N1 SM container indicates whether the UE/5G-RG supports ECN marking for L4S.
2a. The N2 SM information carries information that the AMF shall forward to the W-AGF which includes: For each QoS Flow, an ECN marking for L4S indicator to W-5GAN in the case of ECN marking for L4S in W-5GAN.
	The N1 SM container that the AMF shall provide to the UE/5G-RG contains the: For each QoS Flow, an ECN marking for L4S indicator to UE/5G-RG in the case of ECN marking for L4S in the UE/5G-RG, if the UE/5G-RG indicated support for ECN marking for L4S.
2b. The AMF shall under request of the SMF send a N2 PDU Session Resource Setup Request message, which includes the ECN marking for L4S indicator, to W-AGF to establish the access resources for this PDU Session.
3.	Based on the QoS flows and QoS parameters received in the previous step, W-AGF determines the corresponding L4S-enabled wireline QoS resource needed for the PDU session.
4.	The W-AGF sets up the W-UP resources for the PDU session.
5.	After all W-UP resources are established, the W-AGF shall forward to UE/5G-RG via the W-CP signalling connection the PDU Session Establishment Accept message (including the ECN marking for L4S indicator) received in step 2b.
6.	The W-AGF shall send to AMF an N2 PDU Session Resource Setup Response including: established QoS Flows status (active/not active) for ECN marking for L4S in wireline access.
7.	All steps specified after step 14 in clause 4.3.2.2.1 of TS 23.502 [3] are executed according to the PDU Session Establishment procedure over 3GPP access.
[bookmark: _Toc157745668]6.17.4	Impacts on services, entities and interfaces
[bookmark: _Toc157745669]6.17.4.1	Wireline 5G access network
SMF:
-	Indication of ECN marking for L4S to 5G-RG over N1.
-	Configuration of QoS profiles to W-AGF including L4S handling.
W-AGF:
-	Mapping of L4S-enabled QoS profile to L4S-enabled W-UP resource.
-	Supports ECN marking for L4S like NG-RAN node as specified in TS 23.501 [2].
UE/5G-RG:
-	Mapping of L4S-enabled QoS rule to L4S-enabled W-UP resource.
-	ECN marking for L4S in the IP header of the user IP packets.
-	Indication of support for ECN marking for L4S during PDU Session Establishment Request.
Editor's note:	The necessaries of negotiation between SMF and 5G-RG for ECN marking for L4S is FFS.
Editor's note:	The impacts on SMF and 5G-RG is FFS.
[bookmark: _Toc157745670]6.17.4.2	Wireless 5G access network
SMF:
-	Configures QoS profiles to N3IWF/TNGF as to NG-RAN for L4S handling.
UPF:
-	Same functions as L4S mechanisms from NG-RAN case.
-	Supports draft RFC draft-ietf-tsvwg-ecn-encap-guidelines-22 [16].
AF:
-	Same functions as L4S mechanisms from NG-RAN case.
N3IWF:
-	N3IWF supports L4S handling like NG-RAN/gNB as N2/N3 termination point including ECN marking for L4S.
-	Supports draft RFC draft-ietf-tsvwg-ecn-encap-guidelines-22 [16].
TNGF:
-	TNGF supports L4S handling like NG-RAN/gNB as N2/N3 termination point and support ECN marking for L4S.
-	Supports draft RFC draft-ietf-tsvwg-ecn-encap-guidelines-22 [16].
UE:
-	Same functions as L4S mechanisms.
-	Supports draft RFC draft-ietf-tsvwg-ecn-encap-guidelines-22 [16].
NOTE:	Clauses 6.17.4.1 and 6.17.4.2 include impact for several alternatives together and it is assumed only one alternative will be supported.
Editor's note:	The detailed impacts caused by draft-ietf-tsvwg-ecn-encap-guidelines-22 [16] are FFS, as well as the impacts of feature parity with 3GPP access. The impact for different alternatives will be further separated and clearly clarified.
* * * * End of changes * * * *
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