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	Reason for change:
	The URSP rule in UE can instruct the UE to match the traffic from application to certain PDU session. The HPLMN can configure some of the traffic to directly routing to local PDU session to EAS in VPLMN. 

For example, the UE has established a PDU session to local part of DN in VPLMN (DNN = local.DN1). And one EAS with IP address of 1.2.3.4 located in the local part of DN in VPLMN. The HPLMN can configure the URSP rule with IP descriptor = 1.2.3.4 and RSD with DNN = local.DN1. So, if the application in UE requests the to establish the user plane connection to IP address of 1.2.3.4, the UE evaluates the URSP rule and associating applications to this PDU Session to local part of DN.

But, as indicated in section 6.7, the VPLMN Specific Offload Information contains the IP range and/or FQDNs that allowed or not allowed to be routed to local part of DN. 

	Once the HR-SBO is authorized, the H-SMF requests and retrieves the optional VPLMN Specific Offloading Policy from H-PCF. The H-SMF generates VPLMN Specific Offloading Information (i.e. IP range(s) and/or FQDN(s) allowed to be routed to the local part of DN in VPLMN, and/or Authorized DL Session AMBR for Offloading) based on the VPLMN Specific Offloading Policy. Each VPLMN Specific Offloading Policy may be provided with an Offload Identifier. The Offload Identifier is assigned by H-PCF, and is unique in the HPLMN.
And the PCF for UE which generates the URSP rule, doesn’t know whether an EAS IP address or FQDN can be locally routed or not. For example, if the IP descriptor = 1.2.3.4 is not allowed to be locally routed, it means that the established PDU session to local part of DN in VPLMN (DNN = local.DN1) is not allowed for the UE to match the traffic. But the PCF for UE doesn’t aware this and may also generate the URSP rule to indicate the UE to match the application traffic to the established PDU session to local part of DN in VPLMN (DNN = local.DN1). 

One possible way is, during the URSP rule generation procedure, the PCF for UE may request the VPLMN Specific Offloading Policy from the PCF for session and know which IP range or FQDN is not allowed to be routed to local part of DN in VPLMN. And the PCF for UE may avoid to generate the URSP rule that guiding the UE to route the non-allowed traffic towards IP address/FQDN to local part of DN. 


	
	

	Summary of change:
	The PCF for UE may request the VPLMN Specific Offloading Policy from the PCF for session and know which IP range or FQDN is not allowed to be routed to local part of DN in VPLMN. And the PCF for UE may avoid to generate the URSP rule that guiding the UE to route the non-allowed traffic towards IP address/FQDN to local part of DN.


	
	

	Consequences if not approved:
	The wrong URSP rule may cause the UE to match the application traffic which is not allowed to be routed to local in VPLMN to the PDU session which accesses to the local part of DN.
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* * * Start of Change 1 * * *

[bookmark: _Toc162425621]6.7.2.2	PDU Session establishment for supporting HR-SBO in VPLMN


[bookmark: _CRFigure6_7_2_21]Figure 6.7.2.2-1: Procedure for PDU Session establishment supporting HR-SBO in VPLMN
1.	During the Registration procedure, the AMF receives the HR-SBO allowed indication per DNN/S-NSNAI from the UDM in the step 14b of the procedure in the clause 4.2.2.2.2 of TS 23.502 [3].
	The PCF for UE may request the VPLMN Specific Offloading Policy from the PCF for session to receive which IP range or FQDN is not allowed to be routed to local part of DN in VPLMN. And the PCF for UE may avoid to generate the URSP rule that guiding the UE to route the non-allowed traffic towards IP address/FQDN to the PDU session that accesses to local part of DN in VPLMN. 
	The PCF for UE may aovid to generate the URSP rule listed below: which the 
-	Traffic Descriptor: IP descriptor is the IP address that not allowed to be routed to the local part of DN in VPLMN; Domain descriptor is the FQDN that not allowed to be routed to the local part of DN in VPLMN.
-	The Route Selection Descriptors under the Traffic Descriptor doesn’t contain the DNN of local part of DN in VPLMN. The Route Selection Descriptors under the Traffic Descriptor doesn’t contain the S-NSSAI which the PDU session belongs to. The PDU session is accessed to local part of DN in VPLMN.
2.	During the PDU Session Establishment procedure for Home-routed roaming as in clause 4.3.2.2.2 of TS 23.502 [3], if the UE is roaming and if the AMF had received in SMF Selection Subscription data from UDM the HR-SBO allowed indication for the DNN/S-NSSAI in the step 1, the AMF selects a V-SMF supporting HR-SBO and sends an HR-SBO allowed indication to the V-SMF in the step 2 and the step3a of the procedure in figure 4.3.2.2.2-1 in clause 4.3.2.2.2 of TS 23.502 [3].
	If the V-SMF supporting the HR-SBO receives the HR-SBO allowed indication from AMF, the V-SMF may:
-	select UL CL/BP UPF and L-PSA UPF based on UE location information and this indication in the step 4 of the Figure 4.3.2.2.2-1 of TS 23.502 [3].
NOTE 1:	The UL CL/BP UPF and L-PSA UPF can be co-located in the single V-UPF.
-	select a V-EASDF;
-	obtain the V-EASDF IP address based on local configuration, or invoke Neasdf_DNSContext_Create Request including the DNN, S-NSSAI, HPLMN ID and the UE IP address set to unspecified address or to a mapped address as specified in clause 7.1.2.2 to obtain the V-EASDF IP address; and
NOTE 2:	The network needs to ensure that EASDF can disambiguate the DNS traffic of different UEs that would be allocated with same private UE IP address. This can be done by implementation and/or deployment specific means, e.g. tunnelling on N6, network instance or UE source IP address mapping. To disambiguate the DNS traffic of different UEs allocated with same private UE IP address, the V-SMF can update the Local PSA-UPF with N4 PDR and FAR including either N6 traffic routing information or network instance (as described in clause 5.6.12 of 23.501 [2]) to forward the DNS traffic to the V-EASDF. When N6 traffic routing tunnel is used, the V-SMF can configure V-EASDF with the N6 traffic routing information towards the Local PSA-UPF. Alternatively, the V-SMF can update the local UPF to translate the UE source IP address with the replaced IP address in the IP pool of the Local PSA UPF.
-	send the request for the establishment of the PDU Session supporting HR-SBO in VPLMN and optionally send the V-EASDF IP address to the H-SMF in the Nsmf_PDUSession_Create Request in the step 6 of the procedure in figure 4.3.2.2.2-1 in clause 4.3.2.2.2 of TS 23.502 [3].
	The H-SMF authorizes the request for HR-SBO based on SM subscription data (i.e. HR-SBO authorization indication) in the step 7 of the procedure in the clause 4.3.2.2.2-1 of TS 23.502 [3].
	Once the HR-SBO is authorized, the H-SMF requests and retrieves the optional VPLMN Specific Offloading Policy from H-PCF. The H-SMF generates VPLMN Specific Offloading Information (i.e. IP range(s) and/or FQDN(s) allowed to be routed to the local part of DN in VPLMN, and/or Authorized DL Session AMBR for Offloading) based on the VPLMN Specific Offloading Policy. Each VPLMN Specific Offloading Policy may be provided with an Offload Identifier. The Offload Identifier is assigned by H-PCF, and is unique in the HPLMN.
NOTE 3:	To ensure that the Offload Identifier is unique within the HPLMN, PCF instances can be configured to assign Offload Identifier with different ranges.
	If HR-SBO is authorized for the PDU session, the H-SMF provides in the Nsmf_PDUSession_Create Response in the step 13 of the procedure in figure 4.3.2.2.2-1 in clause 4.3.2.2.2 of TS 23.502 [3] with the following information:
-	optionally, VPLMN Specific Offloading Information that may include FQDN range, IP range, session AMBR for the local part of DN and charging policy.
	The VPLMN specific Offloading Information may refer to either allowed or not allowed traffic for HR-SBO (the latter is being used when the HPLMN would like to ensure that certain traffic are not allowed for HR-SBO). The VPLMN Specific Offloading Information for the allowed and not allowed traffic should be mutually exclusive, i.e., either a list of allowed or a list of not allowed traffic descriptors should be sent, but not both. The VPLMN Specific Offloading Policy can be configured in the H-SMF and tagged with Offload Identifier(s), and which VPLMN Specific Offloading Information to be sent to V-SMF can be indicated by these Offload Identifier(s) received from H-PCF.
	H-SMF may send the Offload Identifier(s) alone or together with the VPLMN Specific Offloading Information:
-	If the given V-SMF has already received the VPLMN Specific Offloading Information corresponding to certain Offload Identifier(s), this could be indicated to the H-SMF in any subsequent request to another HR-PDU Session from the same V-SMF, and the H-SMF will in this case send only the Offload Identifier(s) as a response;
-	If the VPLMN Specific Offloading Information for a given Offload Identifier is changed, for each V-SMF using the Offload Identifier, the H-SMF chooses one existing HR-SBO PDU Session using the Offload Identifier to update VPLMN Specific Offloading Information and corresponding Offload Identifier to the V-SMF via PDU Session Modification procedure as described in clause 4.3.3.3 of TS 23.502 [3];
NOTE 4:	V-SMF keeps track for which HPLMN each Offload indicator is related to since the Offload Indicators are unique per HPLMN.
NOTE 5:	An Offload identifier can include a version number. In this case, a VPLMN Specific Offloading Information provided by H-SMF with a higher version number will overwrite the one with lower version number.
-	During PDU Session Release procedure as described in clause 4.3.4.3 of TS 23.502 [3], if the PDU Session is the last HR-SBO PDU Session using a given Offload Identifier on the V-SMF, the V-SMF may remove the Offload Identifier and corresponding VPLMN Specific Offloading Information based on roaming agreements.
NOTE 6:	In this Release, the HPLMN allows HR-SBO for a PDU session only if the UE IP address of the PDU Session has not been allocated in a range that may overlap with other PDU sessions to the same DNN and S-NSSAI of that HPLMN.
-	the V-EASDF IP address (corresponding to clause 6.7.2.3) or DNS server IP address of HPLMN (corresponding to clause 6.7.2.5) as DNS server address to be sent to the UE via PCO; and
-	optionally, the DNS server address provided by HPLMN to be used for DNS requests related with traffic not to be subject to HR-SBO, including to configure V-EASDF corresponding to clause 6.7.2.3, or configure the UPF in VPLMN to perform IP replacement as described in clause 6.7.2.5;
NOTE 7:	In this Release, only public IP address can be used as the DNS server address provided by HPLMN.
-	optionally, the HPLMN address information (e.g. H-UPF IP address on N6) to be used by V-EASDF to build EDNS Client Subnet option for target FQDN of the DNS query which is not authorized for HR-SBO as described in clause 6.7.2.3;
-	the HR-SBO authorization result (i.e. whether HR-SBO request is authorized or not).
	The H-SMF may indicate to the UE either that for the PDU Session the use of the EDC functionality is allowed or that for the PDU Session the use of the EDC functionality is required.
	If the request for HR-SBO is not authorized and DNS context has been created, the V-SMF delete the DNS context from the selected V-EASDF, and the subsequent steps related to the EASDF in this procedure are skipped.
	If the request for HR-SBO is not authorized, the DNS server address provided by HPLMN is configured to UE as DNS server address. Step 3 to step 4 are skipped.
	The detailed information of VPLMN Specific Offloading Policy is described in clause 6.4 of TS 23.503 [4].
NOTE 8:	The VPLMN Specific Offloading Policy can be prior configured in HPLMN based on the service level agreement between the VPLMN and HPLMN.
3.	The V-SMF configures the V-EASDF with the DNS handling rules using the VPLMN Specific Offloading Information received from H-SMF or corresponding to Offload Identifier(s) received from H-SMF.
	The V-SMF optionally configures the V-EASDF with the DNS server address provided by the HPLMN as default DNS server (corresponding to clause 6.7.2.3), after the step 13 of the procedure in figure 4.3.2.2.2-1 in clause 4.3.2.2.2 of TS 23.502 [3] if they are received from H-SMF in the step 2. If V-SMF has not received the DNS server address provided by HPLMN from H-SMF in step 2, a default DNS server may be configured to V-EASDF.
	If HPLMN address information is received, the V-SMF may also configure the V-EASDF to build EDNS Client Subnet option based on this HPLMN address information for target FQDN of DNS query which is not authorized for HR-SBO.
	If the V-SMF has interacted with the V-EASDF in step 2, then the V-SMF invokes Neasdf_DNSContext_Update Request including UE IP address to complete the configuration of the context in the V-EASDF.
	The V-SMF configures the UL CL UPF and PSA UPF selected in the step 2 to forward DNS messages to V-EASDF.
	If the Authorized DL Session AMBR for Offloading is provided from the H-SMF, the V-SMF configures the Authorized DL Session AMBR for Offloading on the UL CL UPF in the VPLMN and additionally local PSA(s) terminating the N6 interface toward the local part of DN in the VPLMN.
	At N4 session establishment for a PDU Session working in HR SBO mode, the SMF in VPLMN provides to any UPF in VPLMN acting as (local) PSA for that PDU Session and capable of enforcing NAT on N6 traffic: the HPLMN ID of UE, andthe DNN/S-NSSAI of the PDU Session in HPLMN for the PDU Session.
4A. 	EAS Discovery procedure with V-EASDF is performed as described in clause 6.7.2.3.
4B. 	EAS Discovery procedure with Local DNS Server/Resolver is performed as described in clause 6.7.2.4.
4C. 	EAS discovery procedure with V-EASDF using IP replacement mechanism as described in clause 6.7.2.5.


* * * End of Change * * *
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