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Abstract of the contribution: This contribution proposes an evaluation and conclusion for KI#2.1. 
Discussion 
All solutions proposed for KI#2.1 are based on the principle that additional CONNECT methods are supported to enable MPQUIC proxying of non-UDP traffic. The solutions however differ in a few aspects:
[bookmark: _Hlk162358625]- 	Whether the additional CONNECT methods are defined as separate Steering Functionalities, or whether they are considered extensions to the existing MPQUIC Steering Functionality
- 	What CONNECT methods to support: CONNECT-IP, CONNECT-TCP and/or CONNECT-Ethernet
- 	Whether the PCF or the SMF determines what CONNECT methods are supported for a MA PDU Session
Below we propose an evaluation of the solutions for KI#2.1 and an initial set of conclusions. 
Proposal
It is proposed to update TR 23.700-54 as follows:

**** First Change ****
[bookmark: _Toc160552502][bookmark: _Toc161061177]7.2	Overall Evaluation for ATSSS_Ph4
Editor's note:	This clause will provide evaluation of different solutions for ATSSS_Ph4.
7.2.X 	Evaluation for KI#2.1
7.2.X.1 	General
All solutions proposed for KI#2.1 are based on supporting additional HTTP CONNECT methods to support proxying of non-UDP traffic (IP, TCP, Ethernet etc). Solutions #2.1 and #2.3 provide overall solutions for the enhancement to support additional CONNECT methods, while Solutions #2.4 and #2.5 provide solutions for CONNECT-IP and CONNECT-Ethernet, respectively. 
7.2.X.2 	Evaluation of individual CONNECT methods
Below each proposed CONNECT method is evaluated:
Ethernet traffic: 
For Ethernet datagrams, only CONNECT-Ethernet has been proposed. Connect-Ethernet is an adopted WG draft in the IETF Masque working group [8]. The design of Connect-Ethernet largely reflects that of connect IP which is already an RFC. 
General IP traffic:
For IP datagrams, only CONNECT-IP has been proposed. Connect-IP is described in RFC 9484 [7].
TCP traffic: 
For TCP traffic, connect-TCP has been proposed. Connect-TCP is current WG draft in the IETF http working group [10]. 
It is also possible to proxy TCP traffic using connect-IP and it should be evaluated whether the support of connect-TCP is justified or whether connect-IP is sufficient. In addition, rel-18 ATSSS supports MPTCP that allows traffic steering, switching, splitting of TCP traffic. 
Connect-IP or Connect-TCP for proxying of TCP?
It is possible to proxy TCP traffic using either connect-TCP or connect-IP. There are various trade-offs to consider: 
- 	Buffering: Connect-tcp requires buffering in the UPF/proxy to ensure that TCP payload is forwarded in-order. This adds cost and complexity to the proxy node, especially if large traffic volumes are to be handled.
- 	Control loops: With connect-tcp, the TCP control loop is split between UE-UPF (MPQUIC control) and UPF-server (TCP control). This simplifies congestion control and loss recovery. A Connect-IP proxy should be careful with applying QUIC congestion control and should use QUIC datagram transport in order to minimize issues with nested control loops.
- 	Overhead: Connect-IP requires that the full IP packet is proxied. Compared to connect-tcp this results in more overhead since IP and TCP headers need to be carried between UE and UPF, while with connect-tcp only the TCP payload is proxied (without the inner IP and TCP headers).
(MP)TCP or (MP)QUIC?
The protocol used to proxy TCP payloads between UE and UPF can be either MPQUIC or MPTCP, and the fundamental properties will remain unchanged. In both cases, there will be split control loops and the TCP payload will be forwarded in-order. There are however still differences:
- 	QUIC's ability to distinguish pure network delay from delay incurred locally at the peer is beneficial, as it can improve the precision of both scheduling and congestion algorithms that factor in delay, see section 13.2.5 in RFC 9000 [12]. 
- 	QUIC has improved multiplexing capabilities which allows for proxying of multiple end-to-end flows in a single QUIC connection without the risk of causing head-of-line blocking across the flows due to packet loss or reordering. The same effect can be achieved for MPTCP by establishing new MPTCP connection for each new proxied end-to-end flow; this however, leads to more complex congestion control and packet scheduling considerations.  
- 	MPQUIC has the potential to carry any type of payload (UDP, IP, TCP, Ethernet) while MPTCP is limited to TCP payload. This would simplify for implementations that only support MPQUIC. 
7.2.X.3 	Negotiation of what CONNECT methods to use
Solutions #2.1 and #2.3 propose different alternatives for determining what CONNECT methods to use in a MA PDU Session (based on UE and network capabilities):
- 	Solution #2.1 proposes that PCF decides what CONNECT method(s) are allowed on a traffic flow granularity.
o 	The PCF includes the allowed CONNECT method(s) in the PCC rule. The SMF forwards the allowed CONNECT method(s) to the UE and UPF. If multiple CONNECT protocols are allowed, the UE determines which protocol to use in the request. For example, the UE may select the connect-udp or connect-ip protocol if they are both allowed by the network for that traffic flow.
- 	Solution #2.3 proposes that the SMF decides what CONNECT method(s) are allowed on a MA PDU Session granularity. 
o 	The SMF forwards the allowed CONNECT method(s) to the UE and UPF during MA PDU Session Establishment. There is no need for the network to select a CONNECT method per traffic flow. If multiple CONNECT protocols are allowed for a MA PDU Session, the UE determines which protocol to use in the request for a traffic flow based on the traffic type and the allowed CONNECT methods. For example, the UE may select the connect-udp or connect-ip protocol if they are both allowed by the network for that MA PDU Session.
In most cases there is no need to select a CONNECT method on a per traffic flow basis, since there will only be one choice. For Ethernet PDU Sessions, CONNECT-Ethernet is the only choice. There is only a choice if both CONNECT-IP and CONNECT-UDP, or CONNECT-IP and CONNECT-TCP are supported in both the UE and the network. 
The simplest option is to select allowed CONNECT methods per PDU Session, as per Sol#2.3, avoiding impacts to PCF.

7.2.X.4 	Relation between CONNECT methods and Steering Functionalities
Solution #2.1 and to a certain degree also Sol#2.3 assume that the new CONNECT methods are enhancements to the existing MPQUIC Steering Functionality. Solution #2.4 and #2.5 on the other hand propose to define new Steering Functionalities for CONNEC-IP (MPQUIC-IP Steering Functionality) and CONNECT-Ethernet (CONNECT-E Steering Functionality).
Properties of solution with separate Steering Functionality per CONNECT method:
- 	UE indicates its supported Steering Functionalities (i.e. ATSSS-LL, MPTCP, MPQUIC, MPQUIC-IP, MPQUIC-E and/or MPQUIC-TCP)
- 	SMF decides what Steering Functionalities are supported for a MA PDU Session based on UE capabilities and NW capabilities. 
- 	PCF decides which Steering Functionality applies for each traffic. This is included in the PCC rule. For example, PCF would decide whether to use MPQUIC (connect-udp) or MPQUIC-IP (connect-ip) for a traffic flow. Currently not possible to include multiple Steering Functionalities per traffic flow in the PCC rule, ATSSS rule or N4 rule.  
Properties of solution where CONNECT methods are part of the existing MPQUIC steering functionality:
- 	UE indicates its supported Steering Functionalities (e.g. ATSSS-LL, MPTCP and /or MPQUIC). In case of MPQUIC Steering Functionality, UE also indicates its CONNECT protocol capabilities.
- 	SMF decides what CONNECT methods are supported for a MA PDU Session based on UE capabilities and NW capabilities.
- 	PCF decides which Steering Functionality applies for each traffic, e.g. whether to use MPQUIC or not. PCF, SMF or UE may decide what connect method to use for a traffic flow, depending on solution. Multiple CONNECT methods may be allowed for a traffic flow. 
Since there is no reason to select CONNECT method by the PCF for each traffic flow, the solution where CONNECT methods are part of the existing MPQUIC steering functionality is the simplest option.  
**** Next Change ****

[bookmark: _Toc160552505][bookmark: _Toc161061180]8.2	Conclusions for ATSSS_Ph4
Editor's note:	This clause will list conclusions that have been agreed during the course of the study item activities for ATSSS_Ph4.
8.2.X 	Conclusions for KI#2.1
The MPQUIC steering functionality is enhanced to steer, switch, and split non-UDP traffic based on the following principles:
- 	CONNECT-IP and CONNECT-Ethernet are supported in addition to CONNECT-UDP.
Editor's note: Whether CONNECT-TCP is supported is FFS.
- 	During MA PDU Session Establishment with an IP-based PDU Session type, the UE indicates to SMF what CONNECT methods it supports (CONNECT-UDP or CONNECT-IP or both).
- 	SMF determines what CONNECT methods are supported for a MA PDU Session, considering UE capabilities and network capabilities. 

**** End of Changes ****
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