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1. Discussion
1.1 Background and problem statements
For the support of Positioning over user plane connection between UE and LMF, LMF and UE may utilize a user plane connection to transfer supplementary services messages and LPP messages, i.e., User Plane protocol (LCS-UPP) as defined in TS 24.572. 
As shown in Figure below, there may be multiple UE-LMF user plane connections (i.e., TLS connection) for one or multiple target UEs at the same time. Additionally, there may be multiple LCS service requests for obtaining the location of the target UE for which the related LCS-UPP is transmitted over the user plane connection(s).


Hence, the following associations need to be known to the LMF:
· [bookmark: _Hlk163237424]the association between the user plane connection (identified by the LMF IP address, Target UE IP address and port number) and the target UE (identified by UE ID)
· the association between the user plane connection (identified by the LMF IP address, Target UE IP address and port number) and the LCS service request (identified by Correlation ID)
Some problems have been identified based on the existing stage 2 and stage 3 solutions, which are stated in clause 1.1.1 and clause 1.1.2. The issues are also identified by CT1 as stated in the LS (S2-2403871/C1-241722).
[bookmark: _Hlk163063289]1.1.1 LMF cannot associate the TLS connection to the target UE
In stage 2 3GPP TS 23.273, the service flows of user plane connection establishment procedure include the following steps:
1. LMF -> AMF -> UE: user plane information (i.e., user plane positioning address of the LMF);
2. UE establishes a PDU session for user plane positioning;
3. UE -> AMF-> LMF: user plane positioning acknowledgement;
4. UE establishes a TLS connection with LMF using received user plane information; LMF obtains the IP address of the client, but cannot identify the client.
In step 3, the UE only confirms the PDU connectivity to the LMF using the acknowledge message.
In step 4, the UE establishes a TLS connection with the LMF. There is no confirmation of the TLS connection from the UE. In this step, the LMF obtains the IP address of the client UE, but the LMF cannot identify the client UE. The LMF cannot bind the IP address to the UE, i.e., the LMF cannot associate the TLS connection to the UE.
However, in stage 3 3GPP TS 24.572 clause 6.2.1.1.1, the service flows of user plane connection establishment procedure are a bit different:
1. LMF -> AMF -> UE: user plane connection establishment command (LMF LCS-UP address (i.e., user plane positioning address of the LMF));
2. UE establishes a PDU session for user plane positioning;
3. UE establishes TLS connection with LMF using received user plane information; LMF obtains the IP address of the client, but cannot identify the client;
4. UE -> AMF-> LMF: user plane connection establishment complete, LMF knows the TLS connection established successfully, but cannot get the IP address of the UE.
In step 3, the UE establishes a TLS connection with the LMF. The LMF obtains the IP address of the client, but the LMF cannot identify the client as well. 
In step 4, the UE not only confirms the PDU connectivity but also confirms the TLS connection connectivity to the LMF using the complete message. The LMF can get the information that the TLS connection of this UE has been established, but cannot bind the IP address obtained in step 3 to the UE in step 4 as there may be multiple UEs establishing TLS connections with the LMF at the same time. Thus, the LMF cannot associate  the TLS connection to the UE as well.
Observation 1: In both stage 2 and stage 3 procedures, though slightly different, the LMF doesn't get the UE IP address and the UE ID at the same time, because the LMF gets the UE IP address and the UE ID in different steps, resulting in the issue that the LMF cannot associate the TLS connection to the UE.:
· In the control plane message, AMF can include the UE ID to the LMF, so that the LMF can identify the UE using the UE ID. 
· In the TLS connection establishment step, the LMF can only get the IP address of the client. 
1.1.2 LMF cannot associate the LCS service request to the TLS connection of the target UE
Once the LMF establishes a TLS connection with the UE, the LMF needs to associate the LCS service with the TLS connection of the UE. Besides, the LMF establishes one TLS connection with one UE, and there may be multiple LCS services transferred in one TLS connection of the UE.
In the control plane procedures, the LCS supplementary service messages and LPP messages are transferred with the correlation ID or routing ID. In the user plane, to identify different LCS services transferred in one TLS connection, stage 3 has defined LCS session identity in 3GPP TS 24.572. The value of the LCS session identity is set to the routing ID or correlation ID as if transferred in the control plane.
For example, we can consider a situation that there are event report service and MO-LR service simultaneously performed between the LMF and the UE. If the event report service and MO-LR service are performed in the control plane, the LCS supplementary service messages of the event report procedure will be transferred with deferred routing ID 1, and the LPP messages of MO-LR procedure will be transferred with routing ID 2. If above messages are transferred in the user plane, as defined in 3GPP TS 24.572, the LCS supplementary service messages of the event report procedure will be transferred with LCS session ID 1, and the LPP message for MO-LR procedure will be transferred with LCS session ID 2. The value of the LCS session ID 1 will equal to the value of the routing ID1, and the value of the LCS session ID2 equal to the Routing ID2.
[image: ] 
In the control plane, the LMF can associate the LCS service request to the UE. The AMF includes UE ID in the Nlmf_location_determinelocation message and sends it to the LMF (as defined in CT4, AMF will include at least one of the SUPI, PEI, and GPSI in the message), so the LMF can associate the LCS service request to the UE in control plane.
The LMF associates the LCS service in the control plane and user plane. In the user plane, the value of the LCS session ID in the user plane is set to the value of the corresponding correlation ID/routing ID in the control plane. The LMF can associate LCS service request to the UE in the user plane.
Observation 2:  The LMF can associate the LCS service request to the UE in both control plane and user plane, but LMF cannot associate the UE with the TLS connection. If the LMF can bind the TLS connection to the UE (i.e., the first question in the LS), the LMF can associate the LCS service request with the TLS connection of the UE as well.
1.2 Solution Options
To link the association between the TLS connection and the UE in LMF, the LMF needs to get the UE IP address and the UE ID simultaneously. Possible options are:
1. LMF retrieves UE ID using UE IP address.
2. Add UE IP address in the control plane message. 
3. Add mapping ID (mapping between UE IP address and UE ID) in both user plane message and control plane message.
4. Service level association instead of connection level association.
Option 1: LMF retrieves UE ID using UE IP address
In AF specific UE ID retrieval procedure, as defined in clause 4.15.10 of 3GPP TS 23.502, AF can request to retrieve UE ID using the UE IP address. In user plane procedure, the LMF can be treated as an AF. This option proposes LMF reuses the existing AF specific UE ID retrieval procedure to retrieve the UE ID (i.e., SUPI or GPSI) from NEF using the obtained UE IP address, after the LMF obtain the UE IP address.
In existing AF specific UE ID retrieval procedure:
1. AF -> NEF: Nnef_UEId_Get(IP address), request to retrieve UE ID;
2. NEF authorization;
3-6.	NEF gets SUPI or GPSI from UPF for UE public IP address case;
7-8.	NEF gets SUPI from BSF for UE private IP address case;
9-10.	NEF gets AF specific UE Identifier from UDM;
11.	NEF responds with AF specific UE Identifier.
AF provides the obtained UE IP address to the NEF, and NEF can retrieve the UE ID (SUPI or GPSI) of the UE. Besides, the NEF further retrieves the AF specific UE Identifier from UDM with UE ID (SUPI or GPSI), and responds to the AF with the AF specific UE Identifier.
But as mentioned above, the LMF can be considered as an AF inside the core network, the SUPI or GPSI of the UE already stored in the LMF as part of the UE context.
If LMF reuses the AF specific UE ID retrieval procedure, NEF can skip step 9-10 and just responds to the LMF with the retrieved SUPI or GPSI. The steps 9-11 of the procedure may change to:
9-10.	void;
11.	NEF -> LMF: Nnef_UEId_Get Response (SUPI or GPSI).
This option proposes LMF reuse the AF specific UE ID retrieval procedure to retrieve SUPI or GPSI from the NEF after obtaining the IP address of the UE. The LMF can associate the UE ID with the obtained IP address, and can further ink the association between the TLS connection and the UE.
However, this option requires enhancements of LMF and NEF, but no changes in UE, AMF, UDM, UDR, and user plane positioning protocol. The LMF needs to support the Nnef_UEId_Get service, and the NEF needs to respond to the LMF with the SUPI or GPSI.
[bookmark: _Hlk163063645]Observation 3: This option proposes LMF reuses the existing AF specific UE ID retrieval procedure to retrieve the UE ID (i.e., SUPI or GPSI) from NEF, and enhancements of LMF and NEF are required.
Option 2: Add UE IP address in the control plane message.
The reason for the correlation issue in LMF is that the LMF does not receive the UE ID and UE IP address at the same time. The UE IP address is allocated by the SMF or UPF during the PDU session establishment procedure. After the PDU session establishment, the UE can get its IP address.
In user plane connection establishment procedure, the UE needs to respond to LMF with the user plane positioning acknowledge message / user plane positioning establishment complete message after the PDU session is established. 
The most straightforward way to resolve this is that UE can include the UE IP address in the user plane connection establishment complete message, i.e., UE ->AMF-> LMF:  user plane positioning acknowledge/complete (UE IP address).
This option adds a new parameter (i.e., UE IP address) in the control plane user plane connection establishment acknowledge/complete message, which requires enhancements in UE and LMF, but no changes in AMF, UDM, UDR, NEF, and user plane positioning protocol.
If the UPF implements the NAT functionality for LCS-UPP, the UE IP address in the message is not the IP address the LMF obtained in the user plane, The LMF still cannot correlate the correct UE IP address and the UE ID. The NAT deployment is usually implemented when UE connects to the public network. However, the UE IP address is allocated by the core network function (i.e., SMF or UPF), and the server (i.e., LMF) is also a core network function, whether there is a need for UPF to implement the NAT functionality for user plane positioning is not clear.
Observation 4: This option proposes UE includes the IP address in the user plane positioning acknowledge/complete message, and the only enhancement is to add a new parameter in control plane message, but whether to consider the NAT implement is not clear.
Option 3: Add mapping ID in both user plane message and control plane message
This option proposes to add a mapping ID (e.g., connection ID) that correlates UE IP address and UE ID. The UE and LMF shall sends the mapping ID both in user plane message and control plane message, so that the LMF can correlates the UE which can be identified by ID in control plane with the UE which can be identified by the IP address in the user plane.
This requires the UE sends a message including the mapping ID to LMF via AMF in control plane after UE establishes the TLS connection with the LMF. Besides, the UE also needs to sends a new user plane message including the mapping ID in the user plane, and LMF shall respond to the UE using another new user plane message. For example:
4.	UE establishes TLS connection with the LMF.
5.	UE -> AMF-> LMF: user plane connection establishment complete (connection ID);
6.	UE ->LMF (user plane): user plane connection binding request (connection ID), LMF can link the association between the TLS connection and the UE;
7. LMF -> UE (user plane): user plane connection binding response.
This option adds connection ID in user plane and control plane message, and also adds two new user plane message: user plane connection binding request& response. This option requires enhancements in UE and LMF both user plane and control plane, but no changes in AMF, UDM, UDR, and NEF.
Observation 5: This option proposes UE to add mapping ID and 2 user plane binding related messages, requiring enhancements in UE and LMF both user plane and control plane.
Option 4: Service level association instead of connection level association
In the control plane, the correlation ID and the routing ID are different terms, however, the values can be identical. The correlation ID identifies the operations between the AMF and the LMF, and the routing ID identifies the operations between the UE and the AMF.
In the control plane, LMF can associate the LCS service request to the UE. For a specific LCS service, the correlation ID/routing ID is used, e.g., UE sends event report message with deferred routing ID 1 to LMF via AMF, and sends LPP messages for MO-LR procedure with routing to LMF via AMF. The AMF can include both UE ID and the correlation ID (equals to routing ID) in the message (e.g., Nlmf_location_determinelocation message) and send it to the LMF with the service request, so the LMF can identify both the target UE and the LCS service request of the target UE. As a result, the LMF can associate LCS service request to the target UE in the control plane.
[image: ]
In the user plane, as described in TS 24.572, the LCS session ID is included in the user plane message, which can be used by the LMF to identify the LCS sessions (i.e., the service requests). The value of the LCS session ID in the user plane is set to the value of the corresponding correlation ID/routing ID in the control plane. As the LMF can associate the LCS service request to the UE in the control plane, similarly, the LMF can associate the LCS service request to the UE in the user plane as well.
Based on the above analysis, if the LMF receives a service request with a specific IP address in the user plane, the service request is sent with a LCS session ID. LMF may not identify the target UE using the IP address, but LMF can identify the LCS service request using the LCS session ID, i.e., when receiving a user plane message, the LMF can associate the LCS session ID to the LCS service request (identified by the correlation ID/routing ID).
Before transferring the LCS service request message in the user plane, the AMF sends a message to LMF with UE ID to trigger the service (e.g., step 4 of 5GC-MO-LR procedure as defined in clause 6.2 of TS 23.273, and step 14 of Initiation and Reporting of Location Events procedure as defined in clause 6.3.1 of TS 23.273), the LMF knows the association of correlation ID and target UE ID. With this correlation ID and UE association, correlation ID and LCS session ID association, so LMF can identify the LCS service request with specific IP address to UE in the user plane.   
As a result, the LCS session ID and correlation ID can be used by the LMF to make a service level association to derive association between the UE and the TLS connection.
[bookmark: _Hlk163254140]Observation 6: The existing LCS session ID and correlation ID can be used by the LMF to link the LCS service request to the target UE, so that the association between the UE and the TLS connection can be derived. No further signalling enhancement is needed.
1.3 Solution Evaluations
	
	Impact to UE
	Impact to LMF
	Impact to NEF
	Impact to UDR
	Signalling Impact
	Support NAT deployment *

	Opt. 1
	No
	Control plane: Support NEF Nnef_UEId_Get service
	Control plane:
Support NEF Nnef_UEId_Get service with LMF
	No
	Control plane:
LMF -> NEF: Nnef_UEId_Get
NEF ->LMF: Nnef_UEId_Get Response
	Yes

	Opt. 2
	Control plane: 
new parameter
	Control plane: 
new parameter
	No
	No
	Control plane:
New parameter in existing message
	No

	Opt. 3
	Control plane: new parameter
User plane:
new parameter + 2 new messages
	Control plane: new parameter
User plane:
new parameter + 2new message
	No
	No
	Control plane: 
new parameter
User plane:
new parameter + 2 new messages
	Yes

	Opt. 4
	No
	No
	No
	No
	No
	No


NOTE*: Since LMF is the operator owned NF, it may not be so necessary to deploy NAT between UPF and LMF. Whether NAT deployment shall be taken into consideration for the evaluation is TBD.
Observation 7: Opt. 4 has the least impact in terms of impact to UE, LMF, NEF, UDR and signalling. The ranking of the 4 options (in the sequence of least to most impact): Opt. 4 < Opt. 2 = Opt. 1 < Opt. 3.
Proposal: Opt. 4 is adopted.
2.	Proposal
[bookmark: _Hlk163255314]Considering that any further change in the SA2 procedure will greatly impact the workload of downstream working groups, , it is proposed to adopt the solution with the least impact, i.e., Opt. 4 is adopted, and Opt.1/Opt. 2 is also acceptable:
· If Opt. 4 is adopted, no further SA2 work is needed;
Note: Opt.1/Opt. 2/Opt.3 is captured in S2-2404132, just in case one of them is adopted as the group agreement. 
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