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* * * * First change * * * *
[bookmark: _Toc153792543]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].
APN	Access Point Name
APN-NI	APN Network Identifier
EDT	Early Data Transmission
E-SMLC	Evolved Serving Mobile Location Centre
GMLC	Gateway Mobile Location Centre
HGMLC	Home GMLC
LCS	LoCation Services
LDR	Location Deferred Request
LIR	Location Immediate Request
LMF	Location Management Function
LOS	Line-Of-Sight
LPI	LCS Privacy Indicator
LPHAP	Low Power and High Accuracy Positioning
LRF	Location Retrieval Function
MBSR	Mobile Base Station Relay
MO-LR	Mobile Originated Location Request
MT-LR	Mobile Terminated Location Request
NLOS	Non-Line-Of-Sight
NI-LR	Network Induced Location Request
PMD	Pseudonym mediation device functionality
POI	Privacy Override Indicator
PRU	Positioning Reference Unit
RSPI	Ranging/SL Positioning Privacy Indication
SDT	Small Data Transmission
TNAN	Trusted Non-3GPP Access Network
TNAP	Trusted Non-3GPP Access Point
TWAP	Trusted WLAN Access Point
VGMLC	Visited GMLC
SL-MO-LR	Sidelink Mobile Originating Location Request
SL-MT-LR	Sidelink Mobile Terminating Location Request
SUPL	Secure User Plane Location

* * * * Next change * * * *
[bookmark: _Toc58920562][bookmark: _Toc153792545]4.1	General Concepts
A general description of location services and service requirements are given in the specification TS 22.071 [2] and TS 22.261 [3]. Support of location services for GERAN, UTRAN and E-UTRAN access networks is described in TS 23.271 [4], TS 43.059 [5], TS 25.305 [17] and TS 36.305 [7].
The positioning of a UE can be supported by RAT dependent position methods, which rely on for example 3GPP RAT measurements obtained by a target UE and/or on measurements obtained by an Access Network of 3GPP RAT signals transmitted by a target UE. Positioning of a UE can also be supported by RAT independent position methods which may rely on non-RAT measurements obtained by a UE and/or on other information.
The Location Services defined in this specification are applicable to PLMN(s) and within a SNPN as described in clause 6, except for the following features, which are not supported in SNPNs:
-	interworking with EPC;
-	roaming; and
-	direct access to SNPN via non-3GPP access.
The Location Service in PNI-NPN with signalling optimisation is defined as clause 5.13.
The positioning of a UE can be performed by either 3GPP access network or non-3GPP access network. A proper access type shall be determined to assure that the positioning result can fulfil the requested QoS and operator policy.
Location information for one or multiple target UEs may be requested by and reported to an LCS client or an AF within or external to a PLMN or SNPN, or a control plane NF within a PLMN or SNPN. Location information contained in the location request and location information contained in the location response are defined in clause 5.5.
For location request from LCS client (neither in the UE nor in the NG-RAN) or AF external to a PLMN or SNPN, privacy verification of the target UE shall be enabled to check whether it is allowed to acquire the UE location information based on UE LCS privacy profile, UE Ranging/SL Positioning privacy profile and whether the LCS client or the AF is authorised to use the location service as defined in clause 5.4. Additionally, UEs may optionally support privacy notification and verification on behalf of a user. Privacy override is also supported for regulatory LCS services according to local regulation.
The capabilities of a target UE to support LCS may be signalled by the UE to a serving PLMN or to an SNPN at the AS, NAS and application (positioning protocol) levels to enable use of position methods supported by the UE.
To provide Location Service in the EPC interworking scenario, an EPC and 5GC common interface shall be used for the location request from LCS client or AF.
Ranging based services and Sidelink Positioning for a UE can be supported, and details are described in clause 5.17.

* * * * Next change * * * *
[bookmark: _Toc153792567]4.3.3	Gateway Mobile Location Centre, GMLC
The Gateway Mobile Location Centre (GMLC) contains functionality required to support LCS. In one PLMN, there may be more than one GMLC.
A GMLC is the first node an external LCS client accesses in a PLMN (i.e. the Le reference point is supported by the GMLC). AFs and NFs may access GMLC directly or via NEF. The GMLC may request routing information and/or target UE privacy information from the UDM via the Nudm interface. After performing authorization of an external LCS Client or AF and verifying target UE privacy, a GMLC forwards a location request to either a serving AMF using Namf interface or to a GMLC in another PLMN using the Ngmlc interface in the case of a roaming UE.
The target UE's privacy profile settings shall always be checked in the UE's home PLMN prior to delivering a location estimate.
The "Visited GMLC" (VGMLC) is the GMLC, which is associated with the serving node of the target UE.
The "Home GMLC" (HGMLC) is the GMLC residing in the target UE's home PLMN, which is responsible for the control of privacy checking of the target UE.
Additional functions which may be performed by a GMLC to support location services include the following:
-	At an HGMLC, determine the serving AMF for a target UE when there is more than one serving AMF.
-	At an HGMLC, determine whether to attempt a second location request for a target UE from a different AMF when location information returned by a first AMF does not meet QoS requirements and there is more than one serving AMF.
-	At an HGMLC, support location requests from an external LCS client or NEF for a 5GC-MT-LR and deferred 5GC-MT-LR for periodic, triggered and UE available location events.
-	At an HGMLC, support additional check of whether the UE is located within the requested target area for deferred 5GC-MT-LR for periodic, triggered and UE available location events.
-	At an HGMLC, forward location requests for a roaming UE to a VGMLC or serving AMF in the VPLMN based on deployment configurations.
-	At an HGMLC, receive event reports from a VGMLC or LMF for a deferred 5GC-MT-LR for periodic or triggered location and return to an external LCS Client or NEF.
-	At an HGMLC, support cancelation of a periodic or triggered location.
-	At an HGMLC, receive location information from an VGMLC for a 5GC-MO-LR and forwards to an LCS Client or an AF (via NEF) if requested by the UE.
-	At a VGMLC, receive location requests from an HGMLC for a roaming UE and forward to a serving AMF.
-	At a VGMLC, receive event reports from an LMF for a deferred 5GC-MT-LR for periodic or triggered location for a roaming UE and forward to an HGMLC.
-	At a VGMLC, receive location information from an AMF for a 5GC-MO-LR and forwards to an HGMLC.
-	At an HGMLC, reject the LCS request coming from a LCS client, e.g. when the number of Target UEs in the LCS request exceeds the Maximum Target UE Number of such client.
-	At an HGMLC, allocate the reference number for each location request from an external LCS client for LDR.
-	At an HGMLC, assign the pseudonym if pseudonym indicator is received in the service request and transfer it to external LCS client, e.g. when core network provides the UE's location information to LCS client. Resolve the verinym from the pseudonym, if it is received from the LCS client.
-	At an HGMLC, resolve group identifier to identifier of individual UEs and aggregate responses to LCS Client or NEF during bulk operation procedure.
-	At an HGMLC, verify a request for user plane reporting by an LCS Client or AF for a periodic or triggered 5GC-MT-LR and verify or assign parameters to the request to enable the target UE to establish a secure user plane connection to the LCS Client or AF. Subsequently, support the transfer of cumulative event reports from the target UE via control plane back to the LCS Client or AF.
-	During UE mobility between 5GS and EPS, the GMLC transfers the LCS request between 5GS and EPS, may map the LCS QoS and (re-)initiate the LCS sessions towards the 5GS to/from EPS.
-	At an HGMLC, determine a reporting indication on how a target UE sends event reports when the UE is outside the event report allowed area based on UE LCS privacy profile data, UE Ranging/SL Positioning privacy profile data, LCS Client type, the type of periodic or triggered location reporting and associated parameters.
-	Support aggregation of a single UE's location estimates over a period of time for a periodic or triggered 5GC-MT-LR event.
-	At an HGMLC or a VGMLC, for a regulatory location service, support multiple location reports if requested by the LCS client.

* * * * Next change * * * *
[bookmark: _Toc153792570]4.3.6	UDM
The UDM contains LCS subscriber UE LCS privacy profile, UE Ranging/SL Positioning privacy profile and routing information. The UDM is accessible from an AMF, GMLC or NEF via the Nudm interface.
The UDM may also contain an indication whether a UE is allowed to serve as a PRU and indication whether PRU is stationary PRU as part of the UE subscription data.
The UDM may also contain LMF identifier(s) and indication of user plane positioning between UE and LMF in UE LCS subscription data.

* * * * Next change * * * *
[bookmark: _Toc153792573]4.3.9	Network Exposure Function, NEF
An NEF provides a means of accessing location services by an external AF or internal AF. AFs access location services from an NEF using an API. Depending on QoS requirements, an NEF can forward a location request to a GMLC or request an event exposure for location information from serving AMF (optionally via a UDM). When event exposure via AMF is used, an NEF may request routing information and/or target UE privacy information from the UDM via the Nudm interface.
Additional functions which may be performed by an NEF to support location services include the following.
-	Support location requests from an AF for immediate location and for deferred periodic and triggered location events.
-	Support location information exposure to an AF based on the location request.
-	Support determination of GMLC or AMF based on e.g. the QoS requirements from AF, type of the location request.
NOTE:	If the GMLC or AMF are determined based on the QoS requirements and the QoS requirements include Multiple QoS class, the determination of GMLC or AMF is done based on the most stringent (i.e. primary) QoS requirements.
-	Select the serving AMF for a target UE when there is more than one serving AMF.
-	Determine whether to attempt a second location request for a target UE from a different AMF when location information returned by a first AMF does not meet QoS requirements and there is more than one serving AMF.
-	Support UE LCS privacy profile provision from the AF.
-	Support UE Ranging/SL Positioning privacy profile provision from the AF.
-	Support suspending and cancellation of a periodic or triggered location request.
-	Support authorization of LCS request from the AF.
-	Support rejecting the LCS request coming from an AF, e.g. when the number of Target UEs in the LCS request exceeds the Maximum Target UE Number of such client.
-	Support allocating the reference number for each location request from an AF for LDR.

* * * * Next change * * * *
[bookmark: _Toc153792601]5.4	UE LCS privacy
[bookmark: _CR5_4_1][bookmark: _Toc153792602]5.4.1	General
An LCS client or AF may or may not be authorised to retrieve the UE location or Ranging/SL positioning information, e.g. for commercial use. UE LCS privacy is a feature which allows a UE and/or AF to control which LCS clients and AFs are and are not allowed access to UE location information. UE LCS privacy can be supported via subscription, and via UE LCS privacy profile and via UE Ranging/SL Positioning privacy profile handling. The UE Ranging/SL Positioning privacy profile is specified in TS 33.533 [46].
With subscription, privacy preferences for a UE are stored in a UE LCS privacy profile and a UE Ranging/SL Positioning privacy profile as part of UE subscription data in the UDM and queried from the UDM by another NF such as GMLC or NEF. The UDM may also store the UE LCS privacy profile and UE Ranging/SL Positioning privacy profile in the UDR. In this release of the specification, subscription of privacy preferences is restricted to the Call/Session unrelated Class as defined in clause 5.4.2.2.3 and the PLMN Operator Class as defined in clause 5.4.2.2.4.
With UE LCS privacy profile and UE Ranging/SL Positioning privacy profile handling, the UE and/or AF can provide and update part of the UE LCS privacy profile or UE Ranging/SL Positioning privacy profile and provide it to the network as an update to the UDR. In this release of the specification, UE LCS privacy profile handling is restricted to the Location Privacy Indication as defined in clause 5.4.2.3 and UE Ranging/SL Positioning privacy profile handling is restricted to the Ranging/SL Poistioning Privacy Indication as defined in clause 5.4.2.x.
The UE LCS privacy profile is used to indicate whether LCS requests from LCS clients and AFs are allowed or disallowed, together with the POI as defined in clause 5.4.4.
The UE Ranging/SL Positiong privacy profile is used to indicate whether LCS requests from LCS clients and AFs are allowed or disallowed, together with the POI as defined in clause 5.4.4
NOTE:	In clause 5.4, even if the UE LCS privacy detail is only described for LCS client, the same detail is also applicable for AF, if no exception statement.
[bookmark: _CR5_4_2][bookmark: _Toc153792603]5.4.2	Content of UE LCS Privacy Profile
[bookmark: _CR5_4_2_1][bookmark: _Toc153792604]5.4.2.1	General
The UE LCS privacy profile shall include information related to classes of LCS client, referred to as "privacy classes", which are permitted, or conditionally permitted, to obtain location information for the UE. Privacy classes are defined in clause 9.5.3 of TS 23.271 [4], but not all classes defined in TS 23.271 [4] are supported in this specification. Privacy classes are supported as described below. The differences between the Privacy classes for 5GS and those for EPS are described in Annex A.
The UE LCS privacy profile also includes the Location Privacy Indication, as defined in clause 5.4.2.3, which can be provided and updated by the UE and/or AFs.
[bookmark: _CR5_4_2_2][bookmark: _Toc153792605]5.4.2.2	Privacy Classes
[bookmark: _CR5_4_2_2_1][bookmark: _Toc153792606]5.4.2.2.1	Universal Class
The universal class defined in clause 9.5.3.1 of TS 23.271 [4] is not supported in this specification.
[bookmark: _CR5_4_2_2_2][bookmark: _Toc153792607]5.4.2.2.2	Call/Session related Class
The call/session related class defined in clause 9.5.3.2 of TS 23.271 [4] is not supported in this specification.
[bookmark: _CR5_4_2_2_3][bookmark: _Toc153792608]5.4.2.2.3	Call/Session unrelated Class
The call/session unrelated class defined in clause 9.5.3.3 of TS 23.271 [4] is supported for a 5GC-MT-LR. The subscription options for the Call/Session unrelated Class may be assigned to an identified value added LCS Client, AF value added LCS Client group or service type as described in clause 7.1 and comprise one of the following alternatives:
-	positioning allowed without notifying the UE user (default case);
-	positioning allowed with notification to the UE user;
-	positioning requires notification and verification by the UE user; positioning is allowed only if granted by the UE user or if there is no response to the notification;
-	positioning requires notification and verification by the UE user; positioning is allowed only if granted by the UE user.
NOTE:	LCS service types are defined in TS 22.071 [2] and numeric values for LCS service types are listed in clause 17.7.8 of TS 29.002 [29].
	A default subscription as described in clause 9.5.3.3 of TS 23.271 [4] is included in the UE LCS privacy profile for any value added LCS client or AF not otherwise identified for the Call/Session unrelated Class and defines one of the following alternatives:
-	positioning not allowed (default case);
-	positioning allowed with notification to the UE user;
-	positioning requires notification and verification by the UE user; positioning is allowed only if granted by the UE user or if there is no response to the notification;
-	positioning requires notification and verification by the UE user; positioning is allowed only if granted by the UE user.
The subscription options for the Call/Session unrelated Class may further indicate additional information for each identified value added LCS client, for each identified service type and for the unidentified value added LCS clients as follows:
-	A valid time period for positioning;
-	A valid geographic area for positioning.
The UE LCS privacy profile may also indicate that any unidentified value added LCS client or an LCS Client associated with an identified service type shall provide a codeword in order to locate the UE, where the codeword is verified by either a GMLC or the UE. When verification by a GMLC is indicated, a list of one or more codewords is included as part of the UE LCS privacy profile.
[bookmark: _CR5_4_2_2_4][bookmark: _Toc153792609]5.4.2.2.4	PLMN Operator Class
The PLMN operator class defined in clause 9.5.3.4 of TS 23.271 [4] is supported.
NOTE:	The PLMN Operator Class (except O&M LCS client in the VPLMN) can be applied to SNPN.
Besides the types of client specified in clause 9.5.3.4 of TS 23.271 [4], the PLMN Operator Class also supports positioning by the following types of client:
-	NWDAF in the HPLMN (when the UE is currently being served by the HPLMN);
-	NWDAF in the VPLMN.
[bookmark: _CR5_4_2_3][bookmark: _Toc153792610]5.4.2.3	Location Privacy Indication (LPI)
The Location Privacy Indication is not defined in TS 23.271 [4]. The Location Privacy Indication defines whether LCS requests for UE from any LCS clients are allowed or disallowed.
The LPI at least includes one of the following global settings (for all LCS clients and AFs):
-	Location for UE is disallowed (location for UE not allowed to any LCS client except where POI applies).
-	Location for UE is allowed (default setting, and LCS requests for UE from LCS clients are authorized based on their associated privacy classes as defined in clause 5.4.2.2).
NOTE:	Additional LPI values may be supported for additional differentiation of location request types.
The LPI also allows the following optional settings:
-	Valid time period for LPI, including start time and end time.
The LPI takes precedence on the subscribed privacy classes as defined in clause 5.4.2.2. The LPI allows a UE to override the location preference of the subscribed privacy classes. The usage of LPI is described in clause 6.1.2.
5.4.2.x	Ranging/SL Positioning Privacy Indication (RSPI)
The Ranging/SL Positioning Privacy Indication is not defined in TS 23.271 [4]. The Ranging/SL Positioning Privacy Indication defines whether Ranging/SL positioning requests for UE from any LCS clients are allowed or disallowed.
The RSPI at least includes one of the following global settings (for all LCS clients and AFs):
-	Ranging/SL Positioning for UE is disallowed (Ranging/SL Positioning for UE not allowed to any LCS client except where POI applies).
-	Ranging/SL Positioning for UE is allowed (default setting and Ranging/SL Positioning requests for UE from LCS clients are authorized based on their associated privacy classes as defined in clause 5.4.2.2 and Annex B in TS 33.533 [46]).
NOTE:	Additional RSPI values may be supported for additional differentiation of location request types.
The RSPI also allows the following optional settings:
-	Valid time period for RSPI, including start time and end time.
The RSPI takes precedence on the subscribed privacy classes as defined in clause 5.4.2.2. The RSPI allows a UE to override the Ranging/SL Positioning preference of the subscribed privacy classes. The usage of RSPI is described in clause 6.1.2.

[bookmark: _CR5_4_3][bookmark: _Toc153792611]5.4.3	Provision of UE LCS privacy profile
A generation or change to the LPI in UE LCS privacy profile is determined by the UE and provided to the network using N1 NAS message. It may be updated by UE any time.
An authorized AF is allowed to provision the LPI in UE LCS privacy profile for specific UE(s) via NEF.
NOTE:	The AF allowed to provision the UE LCS privacy profile is different from the AF sending location requests.
The LPI in UE LCS privacy profile may be provided or updated by the target UE during the 5GC-MT-LR and Deferred 5GC-MT-LR Procedure for Periodic, Triggered and UE Available Location Events. The updated profile is stored into the UDR by the UDM after the interaction with the AMF. The LPI in UE LCS privacy profile shall include an indication if location is allowed or disallowed and may include a valid time period for LPI as described in clause 5.4.2.3.
In addition, a notification is sent by the UDM in order to notify the subscribed consumer i.e. GMLC and NEF about the change of UE LCS privacy profile:
-	Target UE identity (one or both of GPSI and SUPI);
-	Updated UE LCS privacy profile.
5.4.3a	Provision of UE Ranging/SL Positioning privacy profile
A generation or change to the RSPI in UE Ranging/SL Positioning privacy profile is determined by the UE and provided to the network using N1 NAS message. It may be updated by UE any time.
An authorized AF is allowed to provision the RSPI in UE Ranging/SL Positioning for specific UE(s) via NEF.
NOTE:	The AF allowed to provision the UE Ranging/SL Positioning profile can be different from the AF sending location requests.
The RSPI in UE Ranging/SL Positioning profile may be provided or updated by the target UE during the SL-MT-LR, and/or periodic and triggered SL-MT-LR Procedure. The updated profile is stored into the UDR by the UDM after the interaction with the AMF. The RSPI in UE Ranging/SL Positioning profile shall include an indication if Ranging/SL Positioning is allowed or disallowed and may include a valid time period for RSPI as described in clause 5.4.2.x.
In addition, a notification is sent by the UDM in order to notify the subscribed consumer i.e. GMLC and NEF about the change of UE Ranging/SL Positioning profile:
-	Target UE identity (one or both of GPSI and SUPI);
-	Updated UE Ranging/SL Positioning privacy profile.

[bookmark: _CR5_4_4][bookmark: _Toc153792612]5.4.4	Privacy Override Indicator (POI)
The POI is used to determine whether the UE LCS privacy profile of the subscriber to be positioned shall be overridden by the request for location services. The POI is applicable only to regulatory services. The assignment of a POI value with an "override" or "not override" value in the LCS client profile (see clause 7.2.1) is done during the LCS client provisioning (out of scope of this specification). The type of LCS client requesting location information (i.e. emergency, law-enforcement etc.) shall determine the value of the POI assigned to the LCS client profile.
[bookmark: _CR5_4_5][bookmark: _Toc153792613]5.4.5	LCS service authorization for an Immediate UE Location
UDM provides the UE LCS privacy profile and UE Ranging/SL Positioning privacy profile to NEF and GMLC, if the information is available.
For a 5GC_MT_LR or SL-MT-LR request for immediate location, the GMLC in the HPLMN, or the HGMLC when the UE is roaming, determines whether the LCS client or NF is authorized to retrieve UE location or Ranging/SL Positioning information, based on the UE LCS privacy profile and/or UE Ranging/SL Positioning privacy profile.
NOTE 1:	The UE LCS privacy profiles and UE Ranging/SL Positioning privacy profiles are not sent to the VGMLC.
Authorization is determined by first verifying whether the location request is allowed according to the Location Privacy Indication (LPI) defined in clause 5.4.2.3 and Ranging/SL Positioning Privacy Indication (RSPI) defined in clause 5.4.2.x. If the location request is not allowed, an error response is returned to the LCS client, AF, or NF. If the location request is allowed according to the LPI and RSPI, authorization is next verified according to the Call/Session unrelated Class for an LCS Client or AF or according to the PLMN Operator Class for an NF.
For the Call/Session unrelated Class client types where POI does not apply, the HGMLC determines one of the following indications to be included in the location request forwarded to the serving AMF, or VGMLC in the case of roaming:
-	Location allowed without notification;
-	Location allowed with notification;
-	Location with notification and privacy verification; location allowed if no response;
-	Location with notification and privacy verification; location restricted if no response.
-	Ranging/SL positioning result not allowed (default case)
-	Ranging/SL positioning result allowed with notification
-    Ranging/SL positioning result allowed without notification.
-	Ranging/SL positioning result with notification and privacy verification; Ranging/SL positioning allowed if no response
-	Ranging/SL positioning result with notification and privacy verification; Ranging/SL positioning restricted if no response
For PLMN Operator Class client types that are permitted to receive UE location information or where POI applies, a "location allowed without notification" is included.
For a Call/Session unrelated Class client type, which a geographic area restriction was included in the UE LCS privacy profile and UE Ranging/SL Positioning privacy profiles, the (H)GMLC performs an initial location by including a "location allowed without notification" indication in the location request sent to the VGMLC or AMF. The (H)GMLC then determines, based on the obtained location, whether location of the UE is allowed. If location of the UE is allowed subject to notification or verification, the (H)GMLC initiates a second location request to the VGMLC or serving AMF for the purpose of notification and/or verification only and includes one of the following indications in the second location request forwarded to the serving AMF, or VGMLC in the case of roaming:
-	Notification only
-	Notification and privacy verification only
When "Notification and privacy verification only" is included, the serving AMF shall report the result of privacy verification back to the (H)GMLC (i.e. location allowed, location not allowed or timeout on a response) and the (H)GMLC shall determine whether or not to return the location received for the first request back to the LCS client based or AF on this result.
For a direct NEF query to a serving AMF, or for an NEF query via the UDM, if GMLC is not involved, the NEF determines whether the AF is authorized to retrieve UE location, based on the UE LCS privacy profile.
NOTE 2:	Notification and verification are not supported for a direct NEF query to a serving AMF, or for an NEF query via the UDM. Consequently, when notification or verification are required, or may be required based on a geographic area restriction, an NEF shall forward a location request to a GMLC or return an error indication to the requesting AF.
[bookmark: _CR5_4_6][bookmark: _Toc153792614]5.4.6	LCS service authorization for a Deferred UE Location
Support of UE LCS privacy for a deferred UE location and UE Ranging/SL Positioning privacy for a periodic and triggered SL-MT-LR areis the same as that described in clause 5.4.5 for an immediate UE location with the differences and qualifications described in this clause.
An (H)GMLC or NEF shall subscribe to notification of a change in the UE LCS privacy profile and/or UE Ranging/SL Positioning privacy profile from the UDM at the start of a deferred 5GC-MT-LR procedure or periodic and triggered SL-MT-LR procedure and shall verify UE privacy both at the start of the deferred 5GC-MT-LR procedure or periodic and triggered SL-MT-LR procedure and for each location result returned to an LCS client or AF based on the most recent UE LCS privacy profile or UE Ranging/SL Positioning privacy profile received from the UDM.
If the UE LCS privacy profile or UE Ranging/SL Positioning privacy profile indicates notification or verification of a location request is required for a particular value added LCS client, the (H)GMLC indicates this in the initial location request sent to the serving AMF and the serving AMF notifies the UE or verifies the location request with the UE, as for an immediate location request, when the UE first becomes reachable. The serving AMF also indicates the type of deferred location request or periodic and triggered SL-MT-LR in the NAS Location Notification Invoke Request sent to the UE. However, the location notification or verification is not repeated for each UE location in the case of a periodic or triggered 5GC-MT-LR or periodic and triggered SL-MT-LR.
For a value added LCS client, AF, value added LCS client group or LCS service type, for which a geographic area restriction was included, the (H)GMLC includes any request for notification or verification of the location request in the initial location request sent to the serving AMF. The (H)GMLC then determines whether a location result can be returned to the LCS client or AF based on whether the location result is or is not restricted by the geographic area restriction. If the location result is allowed by the geographic area restriction, the (H)GMLC does not perform a second location request to the serving AMF for the purpose of notification and/or verification only. If the location result is not allowed by the geographic area restriction, the (H)GMLC discards the location result without notifying the LCS client or AF.

* * * * Next change * * * *
[bookmark: _Toc58920667][bookmark: _Toc145928582]6.12.1	UE Location Privacy Setting Procedure Initiated by UE


Figure 6.12.1-1: UE Location Privacy Setting procedure initiated by UE
0.	NF (e.g. GMLC, NEF) may subscribe to UDM notifications of UE LCS privacy profile updates.
NOTE:	NF can decide to subscribe to such notifications while a deferred location request is on-going.
1.	If the UE has generated or updated the UE Location Privacy Indication and/or Ranging/SL Positioning Privacy Indication, the UE sends the Location Privacy Indication and/or Ranging/SL Positioning Privacy Indication to the AMF via UE Location Privacy Setting Request in N1 NAS message. The UE Location Privacy Indication and/or Ranging/SL Positioning Privacy Indication indicates whether allows or disallows the subsequent LCS requests for the UE, as defined in clause 5.4. If the UE has generated or updated the event report expected area and optionally the area usage indication, e.g. based on UE power status, the UE Location Privacy Setting Request includes the event report expected area and the area usage indication.
2.	The AMF invokes a Nudm_ParameterProvision_Update (LCS privacy, Ranging/Sidelink Positioning privacy) service operation towards the UDM and the service operation carries the Location Privacy Indication information, Ranging/SL Positioning Privacy Indication information and may include event report expected area and the area usage indication. The UDM stores or updates the UE LCS privacy profile and UE Ranging/SL Positioning privacy profile in the UDR by invoking a Nudr_DM_Update (SUPI, Subscription Data) service operation accordingly.
3.	The AMF responses to the UE via UE Location Privacy Setting Response in N1 NAS message.
4.	UDM notifies the subscribed Network Function (e.g. GMLC, NEF) of the updated UE LCS privacy profile and/or UE Ranging/SL Positioning privacy profile via Nudm_SDM_Notification Notify message.
5.	NF (e.g. GMLC, NEF) may unsubscribe to UDM notifications of UE LCS privacy profile and/or UE Ranging/SL Positioning privacy profile updates e.g. if a deferred location procedure is cancelled.


* * * * Next change * * * *
[bookmark: _Toc162413386]6.20.1	Procedures of SL-MO-LR involving LMF
Figure 6.20.1-1 illustrates a procedure to enable a UE to obtain Ranging/Sidelink Positioning location results using one or more other UEs with the assistance of an LMF in a serving PLMN for UE1.
The Ranging/Sidelink Positioning location results may include absolute locations, relative locations, i.e. distances and/or directions from other UEs, velocities and relative velocities, depending on the service request. The Ranging/Sidelink Positioning location results may be represented by a geographical coordinate or a local coordinate or both.
If the Target UE decides to initiate SL-MO-LR procedure, it includes one or multiple SL reference UE(s) / Located UE (s) in the service request. See TS 23.586 [40] for more information on how this generic procedure can be used.


[bookmark: _CRFigure6_20_11]Figure 6.20.1-1: SL-MO-LR Procedure
Precondition:	UE1 is in coverage and registered with a serving PLMN that supports Ranging/Sidelink Positioning. UEs 2 to n may or may not be in coverage and, if in coverage and are registered in the same serving PLMN as UE1 as specified in clause 5.5.1 of TS 23.586 [40].
In this procedure, the information in the SLPP messages sent between UEs 2 to n and UE-1 is included in the SLPP messages in the supplementary service messages sent between UE-1 and the LMF. For this case, the supplementary service messages are used in the following steps 8, 9, 10, 11, 13, 14, 15, 19 and 23. When information other than SLPP message(s) for UE1 need to be included, supplementary service message is used to send the information, otherwise, only the SLPP message(s) is used between UE-1 and LMF.
1.	The procedures and signalling specified in clause 6.2 of TS 23.586 [40] are used to provision the Ranging/Sidelink positioning service authorization and policy/parameter provisioning to UEs 1 to n.
2.	Based on a trigger of service request (e.g. received from the application layer), which includes UE1/.../UEn, UE discovery is performed for Ranging/Sidelink positioning as specified in clause 6.4 of TS 23.586 [40]:
-	If UE1 is the target UE, UE1 discovers UEs 2 to n.
3.	Secure groupcast and/or unicast links are established between UEs 1 to n to enable UE1 to exchange Ranging and Sidelink Positioning Protocol (RSPP) messages over PC5-U reference point with each of UEs 2 to n and possibly enabling UEs 2 to n to exchange RSPP over PC5-U between each other as defined in clause 5.3 of TS 23.586 [40]. Groupcast and/or unicast links are only established between UEs 1 to n that are registered in the same PLMN.
	Security mechanisms defined for V2X unicast mode communication in TS 33.536 [44] and for 5G ProSe unicast mode Direct Communication in TS 33.503 [45] are reused. The Security procedures for RSPP signalling using groupcast mode is specified in TS 33.533 [46].
4.	UE1 and UEs 2 to n may communicate over PC5 for authorization of Ranging/Sidelink positioning. Each UE verifies that Ranging/Sidelink positioning is permitted, including whether Ranging/SL positioning results may be transferred to an LCS Client or AF if this is used, according to any service authorization and policy/parameter provisioning received at step 1. This step is specified in TS 33.533 [46].
5.	The Ranging/Sidelink positioning capabilities exchange between UE-1 and UEs 2 to n is performed using SLPP message(s) as specified in TS 38.355 [47] via the groupcast and/or unicast links established in step 3.
	Step 4 and 5 may be performed to transfer the information of UEs which are not served by the LMF.
NOTE 1:	UE2/.../UEn is not assumed to be served by the same LMF serving UE1.
6.	Based on the Ranging/Sidelink positioning capabilities of UE1/.../UEn, the target UE determines SL-MO-LR is to be performed.
7.	If UE1 is in CM-IDLE state, UE1 instigates a UE triggered Service Request in order to establish a signalling connection with the serving AMF of UE1.
8.	UE1 sends a supplementary services SL-MO-LR request message to the serving AMF in an UL NAS TRANSPORT message. The SL-MO-LR request indicates the other UEs 2 to n (using Application Layer ID), indicates any assistance data needed, indicates whether location calculation assistance is needed, and indicates whether location results should be transferred to an LCS client or AF. The message may include the identity of the LCS client or the AF and may include the address of the GMLC through which the LCS client or AF (via NEF) should be accessed. In addition, a Service Type indicating which MO-LR service of the LCS Client is requested by the UE may be included. For location calculation assistance from the LMF, the preferred type of Ranging/Sidelink positioning location results (e.g. absolute locations, relative locations or distances and directions between pairs of UEs, velocities and relative velocities) and the required QoS are included.
9.	The serving AMF selects an LMF serving UE1 (e.g. an LMF that supports Ranging/Sidelink positioning) and sends an Nlmf_Location_DetermineLocation service operation towards the LMF with the information from the SL-MO-LR Request. The service operation includes a LCS Correlation identifier. AMF may include its stored information from step 21, the sidelink positioning capabilities of UE1 in the service operation.
10.	The LMF may send a request to UE1 for the required capabilities of UEs 2 to n using supplementary service message with embedded SLPP message(s) as specified in TS 38.355 [47] and the correlated application layer ID(s) for SLPP message(s) for UEs 2 to n. The LMF requests for the capabilities of UE1 by SLPP message.
	LMF may also provide the list of candidate Located UE(s), identified by the Application Layer ID by supplementary service message to UE1, if absolute location is requested at step 8. LMF also includes capabilities of each candidate Located UE in the request, if available, when Target UE selecting Located UE is indicated.
11.	UE 1 returns its capabilities to the LMF using SLPP message as specified in TS 38.355 [47] if requested by the LMF at step 10. UE1 may additionally return the capabilities of the other UEs if requested by the LMF at step 10 using supplementary service message(s) with embedded SLPP message(s) and the correlated Application Layer ID(s). UE1 requests the capabilities of UE2 to n separately using SLPP message over PC5 if step 5 is not performed. After checking the capabilities of the UEs, LMF may downselect the UEs (so called, down-selected list of UEs) for SL positioning operation. UE 1 also indicates the selected Located UE(s) to the LMF in the response.
NOTE 2:	The embedded SLPP message(s) can be differentiated by the correlated Application Layer ID(s) included in the supplementary service message.
12.	If Target UE's absolute location information is required at step 8, LMF can either retrieved the location of the Located UE(s) locally if available or triggers 5GC-MT-LR procedure to the (V)GMLC to acquire the absolute location of the Located UE(s) using Application Layer ID of the Located UE(s). LMF may use the QoS requirement for Target UE's positioning received at step 8 to derive the required QoS for Located UE(s) positioning and includes the required QoS for Located UE positioning in the request to GMLC. If scheduled location time is used in step 15, LMF includes the same scheduled location time in the request to GMLC. (V)GMLC requests to retrieve the mapping of Application Layer ID to GPSI as specified in clause 4.3.9 of TS 23.586 [40]. If mapping of Application Layer ID to GPSI is not available for any of these Located UE(s), the UE(s) is considered as roaming UE. The (V)GMLC uses local configuration to get home PLMN ID. The (V)GMLC triggers 5GC-MT-LR procedure to the home GMLC of each of these roaming Located UE(s) to acquire the absolute location of the UE(s).
13.	UE1 may send a request for specific assistance data to the LMF, if not requested in step 8.
-	For the specific assistance data used by UE1, the request is transmitted by SLPP message.
-	For the specific assistance data used by UE2/…/UEn, the request is transmitted by supplementary service message with embedded SLPP messages and correlated Application Layer IDs.
14.	LMF sends the requested assistance data to UE1 and optionally a down-selected list of UEs using an SLPP message for UE1 assistance data and using supplementary service message(s) with embedded SLPP message(s) for UE 2 to n assistance data as specified in TS 38.355 [47] and the correlated Application Layer ID(s). UE1 forwards the assistance data received from LMF to UE2/.../UEn (or the indicated downselection thereof) using SLPP messages as specified in TS 38.355 [47]. The assistance data may assist UEs 1 to n (or the indicated downselection thereof) to obtain Sidelink location measurements at step 16 and/or may assist UE1 to calculate Ranging/Sidelink positioning location results at step 18 and may include the absolute location(s) of Located UE(s) in case the LMF determines to use Network-assisted SL Positioning and if absolute location information is requested in step 8 and if sharing the location is allowed by the Located UE(s) UE LCS privacy profile.
NOTE 3:	Steps 10 and 11 can be omitted if UE1 includes messages containing the capabilities of UEs 1 to n in the SL-MO-LR request at step 8 and step 9. Step 13 can be omitted if UE1 includes a message containing the request for specific assistance data in the SL-MO-LR request at step 8.
15.	If the SL-MO-LR request at step 8 indicated location calculation assistance is needed and/or indicated transfer of Ranging/Sidelink positioning location results to an LCS Client or AF, the LMF sends a request for location information of UE1 by SLPP message and location information of UE2-UEn by supplementary service message. If LMF determines to apply Network-assisted Sidelink Positioning, LMF includes in the request the indication of Network-assisted Sidelink Positioning. If scheduled location time is not received at step 9. LMF may generate a scheduled location time, e.g. based on response time, and include the scheduled location time in the request.
16.	UE1 performs a Ranging/Sidelink positioning procedure among UEs 1 to n (or the indicated downselection thereof) in which UEs obtain Sidelink location measurements and UEs 2 to n (or the indicated downselection thereof) transfer their Sidelink location measurements to UE1. If scheduled location time is received at step 15, Sidelink positioning/ranging is performed at the scheduled location time. This procedure is specified in TS 38.355 [47].
17. For the case of Network-assisted SL Positioning (i.e., the indication of Network-assisted SL Positioning is received in step 15), if Target UE's absolute location information is required at step 8 and if absolute location of Located UE(s) is not available, the Target UE may send a supplementary services request to the Located UE(s) to request their locations. The Located UEs may already know their locations or may trigger 5GC-MO-LR procedure to acquire their own absolute location, after which a Located UE may provide the location of the Located UE to the Target UE if allowed by its local privacy profile. The QoS requirement for Target UE's positioning, is used by the Target UE to derive the required QoS for Located UE(s) positioning. The required QoS for Located UE(s) positioning is included in the request.
18.	If LMF determined in step 15 to use Network-assisted Sidelink Positioning, at least one of UE1/.../UEn calculates Ranging/Sidelink positioning location results based on the Sidelink location measurements obtained at step 16 and possibly using assistance data received at step 14 as specified in TS 38.355 [47]. The Ranging/Sidelink positioning location results can include absolute locations, relative locations i.e. distance and/or directions related to the UEs.
19.	If UE1 received a request for location information at step 15, UE1 sends a response using supplementary service message with embedded SLPP message(s) as specified in TS 38.355 [47] and the correlated Application Layer ID(s) for SLPP message(s) for UEs 2 to n to the LMF to include the Sidelink location measurements obtained at step 16 or the Ranging/Sidelink positioning location results obtained at step 18 if step 18 was performed. In the response message, UEs 2 to n (or the indicated downselection thereof) are identified by its Application Layer ID. If only UE1's location information is sent, UE1 sends a response using SLPP message for UE1 to LMF.
20.	If the LMF will calculate location results, the LMF calculates Ranging/Sidelink positioning location results for the target UE based on the Sidelink location measurements received at step 19 and absolute location of Located UE(s) at step 12 or step 17. The Ranging/Sidelink positioning location results can include absolute locations, relative locations i.e. distance and/or directions related to the UEs, depending on the location request received in step 8.
21.	The LMF returns an Nlmf_Location_DetermineLocation service operation response to the AMF and includes the Ranging/Sidelink positioning location results received at step 19 or calculated at step 20. The service operation may also contain the UE1's sidelink positioning capabilities if the capabilities are received in step 11 including an indication that the capabilities are non-variable and not received from AMF in step 9.
22.	If Ranging/Sidelink positioning location results were received at step 21, the AMF performs steps 7-12 of clause 6.2 to send the Ranging/Sidelink positioning location results to the GMLC and to an AF or LCS Client if this was requested at step 8. The Ranging/Sidelink positioning location results include the identities for the respective UEs received at step 8. The AMF may store the UE1's sidelink positioning capabilities from step 21.
NOTE 4:	Sending location results to an AF or LCS Client may require privacy verification from UEs and/or from the HPLMNs of UEs.
23.	The AMF returns a supplementary services SL-MO-LR response to UE1 in a DL NAS TRANSPORT message and includes any Ranging/Sidelink positioning location results received at step 21 if the SL-MO-LR request at step 8 indicated location calculation assistance is needed.


* * * * Next change * * * *
[bookmark: _Toc162413388]6.20.3	Procedures of SL-MT-LR involving LMF
The SL-MT-LR procedure is used to estimate the relative locations or distances and/or directions between the UEs or absolute location of a Target UE.
Figure 6.20.3-1 illustrates a procedure to enable an LCS Client or AF to obtain Ranging/Sidelink Positioning location results for a group of n UEs (n≥2), i.e. UE1, UE2, ..., UEn. In the procedure, the GMLC determines a UE among the n UEs to be designated UE1 (i.e. Target UE in TS 23.586 [40]) and one or more other UEs designated UE2, UE3, ..., UEn (n≥2) (i.e. Reference/Located UEs in TS 23.586 [40]). The Ranging/Sidelink Positioning location results may include absolute locations, relative locations or distances and directions related to the UEs, velocities and relative velocities based on the service request. The Ranging/Sidelink Positioning location results may be represented by a geographical coordinate or a local coordinate or both.
Procedure for periodic and triggered SL-MT-LR is defined in clause 6.20.4.


[bookmark: _CRFigure6_20_31]Figure 6.20.3-1: SL-MT-LR Procedure
Precondition:	At least one of the n UEs is in coverage and registered with a serving PLMN that supports Ranging/Sidelink Positioning.
1.	The LCS Client or the AF (via NEF) sends an LCS service request to the (H)GMLC for Ranging/Sidelink Positioning location results for the n UEs which may each be identified by an Application Layer ID and/or a GPSI and/or a SUPI. The request may include the required QoS, the required location results (e.g. absolute locations, relative locations or distances and/or directions related to the UEs, velocities and relative velocities), the SL reference UE(s) in case of relative locations, distance, or direction, Located UE(s) and Coordinate ID defined in TS 38.455 [15] representing a local coordinate in case of absolute locations. The information of UE initiating the Ranging/SL Positioning may be included to help (H)GMLC select the corresponding UE in step 3. The (H)GMLC or NEF authorizes the LCS Client or the AF for the usage of the LCS service. If the authorization fails, the remaining steps are skipped and the (H)GMLC or NEF responds to the LCS Client or the AF with the failure of the service authorization.
	In addition, an Application Layer ID shall be used for each of the n UEs to enable discovery of the UEs at step 12. If any of the UEs belongs to another PLMN, then (H)GMLC requests the Home GMLC of each of those UEs to retrieve the mapping information between Application Layer ID and GPSI. The Home GMLC of each of those UEs queries the NEF in its own PLMN for the mapping Application Layer ID as specified in clause 4.3.9 of TS 23.586 [40].
2.	The (H)GMLC invokes a Nudm_SDM_Get service operation towards the UDM of each of the n UEs to get the privacy settings of the UE identified by its GPSI or SUPI. The UDM returns the UE Privacy setting of the UE. The (H)GMLC checks the UE Ranging/SL Positioning privacy profile UE LCS privacy profile. If only the UE's SUPI is provided to the (H)GMLC, (H)GMLC can get the UE's GPSI along with the privacy settings. If Application layer IDs of the UEs are not provided to the (H)GMLC, the (H)GMLC can query the NEF for the mapping Application Layer ID as specified in clause 4.3.9 of TS 23.586 [40]. If any of UEs belong to another PLMN, then (H)GMLC sends a request to the Home GMLC of each of those UEs to check the Ranging/SL positioning privacy information of those UE(s) identified by GPSI or SUPI. The Home GMLC of each of those UEs queries the UDM in its own PLMN via Nudm_SDM_Get service operation to get the privacy settings of the UE and sends back the privacy check result to the (H)GMLC.
3.	The (H)GMLC invokes a Nudm_UECM_Get service operation towards the UDM of each of the n UEs (for which GPSI or SUPI is available), one at a time, using the GPSI or SUPI of each UE. The (H)GMLC selects the UE (e.g. which is treated as UE1 in following steps) that initiates the Ranging/SL Positioning and selects the corresponding serving AMF, based on UE subscription and UE reachability. If the UE is not reachable, the (H)GMLC does not select such UE to initiate the Ranging/SL Positioning.
NOTE:	The UDM is aware of the serving AMF address at UE registration on an AMF as defined in clause 4.2.2.2.2 of TS 23.502 [19]. The UDM is aware of a serving (V)GMLC address at UE registration on an AMF as defined in clause 4.2.2.2.2 of TS 23.502 [19].
4.	For a non-roaming case, this step is skipped. In the case of roaming, the (H)GMLC may receive an address of a (V)GMLC (together with the network address of the current serving AMF) from the UDM in step 3, otherwise, the (H)GMLC may use the NRF service in the (H)PLMN to select an available (V)GMLC in the (V)PLMN, based on the (V)PLMN identification contained in the AMF address received in step 3. The (H)GMLC then sends the location request to the (V)GMLC by invoking the Ngmlc_Location_ProvideLocation service operation towards the (V)GMLC. In the cases when the (H)GMLC did not receive the address of the (V)GMLC, or when the (V)GMLC address is the same as the (H)GMLC address, or when both PLMN operators agree, the (H)GMLC sends the location service request message to the serving AMF. In this case, step 4 is skipped. The (H)-GMLC also provides the LCS client type of AF, if received in step 1, or LCS client type of LCS client and other attributes to be sent to AMF in step 5.
5.	In the case of roaming, the (V)GMLC first authorizes that the location request is allowed from this (H)GMLC, PLMN or from this country. If not, an error response is returned. The (H)GMLC or (V)GMLC invokes the Namf_Location_ProvidePositioningInfo service operation towards the AMF serving UE1 to request Ranging/Sidelink positioning location results of the n UEs. The service operation includes the SUPI of UE1, Application layer IDs of the UEs, the client type and may include the required LCS QoS, the required location results (e.g. relative locations i.e. distances and directions between pairs of UEs, velocities and relative velocities) and other attributes as received or determined in step 1.
6.	If UE1 is in CM-IDLE state, the AMF initiates a network triggered Service Request procedure to establish a signalling connection with UE1.
	If signalling connection establishment fails, steps 7-17 are skipped.
7-8.	If the indicator of privacy check indicates an action is needed, then same operation as that of step 7-8 of clause 6.1.2 is carried out.
9.	The serving AMF selects an LMF serving UE1 (e.g. an LMF that supports Ranging/Sidelink Positioning) and sends an Nlmf_Location_DetermineLocation service operation towards the LMF with the information received at step 5 e.g. required location results (e.g. relative locations i.e. distances and directions between pairs of UEs velocities and relative velocities), SL reference UE(s) in case of relative locations, Located UE(s) in the case of absolute location, Application layer IDs of the UEs if received in step 5 and whether UE1 supports RSPP. The service operation includes a LCS Correlation identifier. The AMF may include its stored sidelink positioning capabilities of UE1 provided in step 17.
10.	The LMF sends an SL-MT-LR request to the serving AMF as a supplementary services message, using the Namf_Communication_N1N2MessageTransfer service operation, and the session ID parameter is set to the LCS Correlation identifier.
	The SL-MT-LR request may include the Application Layer IDs of the other UEs 2 to n, the types of required location results (e.g. relative locations or distances and/or directions) and SL reference UE(s) in the case of relative locations.
	The SL-MT-LR request may include the Application Layer IDs of the other UEs 2 to n, the types of required location results (absolute location), Located UE(s) and Coordinate ID in the case of absolute locations.
11.	The serving AMF forwards the SL-MT-LR request and a Routing identifier equal to the LCS Correlation identifier to UE1 using a DL NAS TRANSPORT message.
12.	UE1 attempts to discover the other UE 2 to n using their Application Layer IDs, if not already discovered using procedure defined in clause 6.4 of TS 23.586 [40].
13.	UE1 obtains the required sidelink positioning capabilities of the discovered UEs via SLPP if not already obtained.
14.	UE1 returns a supplementary services SL-MT-LR response to the serving AMF in an UL NAS TRANSPORT message and includes the Routing identifier received in step 11. Supplementary services message may include embedded SLPP message(s) which contain UEs' Ranging capabilities and the correlated Application Layer ID(s).
	The SL-MT-LR response indicates which of UEs 2 to n have been discovered and the sidelink positioning capabilities of the discovered UEs.
15.	The serving AMF forwards the SL-MT-LR response to the LMF indicated by the Routing identifier received at step 14 and includes a LCS Correlation identifier equal to the Routing identifier.
16.	Ranging/Sidelink Positioning of UE1 and the other discovered UEs occurs as for an SL-MO-LR as described for steps 12-20 of clause 6.20.1 with the difference that Ranging/Sidelink Positioning location measurement data or results are always returned to the LMF and the LMF indicates to UE1 at step 15 of clause 6.20.1 whether the Ranging/Sidelink Positioning location results will be calculated by the LMF (at step 20) or by UE1 (at step 18).
	For the undiscovered UEs or UEs for which the Ranging/Sidelink Positioning location measurements cannot be obtained based on their sidelink positioning capabilities among the other UEs 2 to n, the LMF may interact with GMLC to initiate the 5GC-MT-LR procedure using Application Layer ID for UE2 to n to get their absolute locations. In order to calculate the relative locations or distances and/or directions between UE1 and these UEs, if the absolute location of UE1 is not known yet, the LMF will trigger the 5GC-MT-LR procedure to derive the location of UE1. The LMF uses the absolute locations of all the UEs to calculate the relative locations or distances and/or directions between the pairs of these UEs. LMF may determine the Ranging/Sidelink Positioning location results in local coordinate if Coordinate ID is received in step 9.
	To fulfil the required QoS, the LMF may determine to use both Ranging/SL Positioning and Uu absolute Positioning to obtain the location results.
17-20.	The LMF returns the Ranging/Sidelink positioning location results via AMF and GMLC to the LCS Client or AF as in steps 13-15 and step 24 of clause 6.1.2. The LMF result may also include the UE1's sidelink positioning capabilities if the capabilities are received in step 15 including an indication that the capabilities are non-variable and not received from the AMF in step 9. The results also include failure information of the UE(s) that was not discovered or the requested information was not possible to derive.

* * * * End of changes * * * *
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