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Abstract: It is proposed to add initial summary and evaluation of the solutions to KI#3.
1.1 Introduction
There are 7 solutions in the table for the KI#3. In this paper we try to give an initial summary and evaluation of the solution to this KI.
Solution #17: In this solution, it is assumed that the traffic generated by the UE has EAS IP or AS IP as target IP address. After processed by the EAS, it generates traffic between local DN and central DN with UE IP as source IP address and AS IP as target IP address. The AF provides DNAI of the EAS, related filter for traffic between L-DN and central DN, target UE and QoS requirement to the 5GC. Based on the information received from AF, the UL/DL CL UPF can be configured to route UL traffic based on target IP address (i.e. UE IP address) and route DL traffic based on source IP address (i.e. AS IP address). Whether and how IP replacement is performed on UPF is not clear. QoS is guaranteed by QoS flow in the corresponding PDU session.
Solution #18: In this solution, it is assumed that the traffic generated by the UE has EAS IP as target IP address. After processed by the EAS, it generates traffic between local DN and central DN with EAS IP as source IP address and AS IP as target IP address. The AF provides DNAI of the EAS, AS and EAS IP address target UE and QoS requirement to the 5GC. Based on the information received from AF, the L-PSA and PSA can be configured to detect traffic between local DN and central DN corresponding to the PDU session, and the ULCL can be configured to route UL/DL traffic based on target IP address (e.g. AS IP, UE IP 2). To help DL traffic route back to PSA, a UE IP 2 is assigned by PSA and L-PSA performs IP replacement based on the UE IP 2. QoS is guaranteed by QoS flow in the corresponding PDU session.
Solution #19: In this solution, it is assumed that the traffic generated by the UE has EAS IP as target IP address. After processed by the EAS, it generates traffic between local DN and central DN with EAS IP 2 (i.e. an IP address different with the IP address EAS used to communicate with UE) as source IP address and UE IP as target IP address. The AF provides traffic description for traffic between L-DN and central DN, potential location of EAS and AS, target UE Identifier(s), AF transaction identifier. Based on the information received from AF, the ULCL can be configured to route UL/DL traffic based on target and source IP address and replace target IP to AS IP address and source IP to UE IP address.
Solution #20: In this solution, it is assumed that the traffic generated by the UE has EAS IP or AS IP as target IP address. After processed by the EAS, it generates traffic between local DN and central DN with UE IP as source IP address and AS IP as target IP address. The AF provides application identifier or traffic filtering information of the AS and EAS IP address. Based on the information received from AF, the ULCL can be configured to route UL/DL traffic based on target and source IP address and replace target IP address of the traffic from UE to EAS IP address.
Solution #21: In this solution, the AF provides an indicator whether the DNAI is considered as local or central and an indicator whether connectivity to central DNAI(s) is needed. Based on the indicator and corresponding DNAI from AF, the SMF establishes a node level tunnel between a central UPF and a local UPF in the DNAI. The traffic between local DN and central DN is routed via this tunnel and the tunnel is shared by all PDU sessions whose traffic requires joint handling by the L-DN and the C-DN part.
Solution #22: In this solution, EAS requests NRF to discover an UPF in the same DNAI with AS. If there is no connection between EAS and the discovered UPF, the EAS requests OAM_ECSP to establish connection between EAS and the UPF. The traffic between local DN and central DN is routed via this UPF. Whether the UPF is shared by all PDU sessions whose traffic requires joint handling by the L-DN and the C-DN part is not clear.
Solution #23: In this solution, it is assumed that the traffic generated by the UE has EAS IP as target IP address. After processed by the EAS, how to route UL/DL traffic between EAS and AS, and how user plane is configured is not clear.


1.2 Discussion
For the proposed solutions, following aspects can be considered for evaluation:
· Issue 1: What is the user plane path for traffic routing between local DN and central DN is routed.
· Issue 2: How 5GC knows the requirement for traffic routing between local DN and central DN.
· Issue 3: Whether and how QoS and charging are supported.
Issue 1: What is granularity of the user plane path for traffic routing between local DN and central DN is routed.
As described above, the proposed solutions have two options for user plane path:
1. Route the traffic via UE’s PDU session.
2. Route the traffic via a node level connection.
	2.1 Establish a node level tunnel configured by SMF to route the traffic.
	2.2 Select a UPF and establish the connection between EAS/AS and the UPF via OAM to route the traffic.
Sine the user plane configuration in option 2.1 and 2.2 are not related to a PDU session, it is proposed to categorize them into node level based option.
Issue 2: How 5GC knows the requirement for traffic routing between local DN and central DN.
As described above, the proposed solutions have two options to inform 5GC the requirement for traffic routing:
1. Reusing the existing AF related procedures (e.g. AF traffic influence, EDI provisioning from AF)
2. EAS invokes NRF service directly to discover a UPF.
It is proposed to conclude that the requirement is provided by AF, and reach common understanding of the content of the AF request. at least include traffic filter, QoS requirement, indication for traffic routing and target UE identifier. The DNAI of the EAS and/or AS is not needed sine it can be derived from the traffic filter based on EDI.
Issue 3: Whether and how QoS and charging are supported.
As described above, the three options described in issue 1 have following assumptions on QoS and charging:
1. Support QoS and charging for the traffic between local DN and central DN reusing the existing mechanism in PDU session (e.g. QoS flow).
2. How to support QoS and charging in the node level tunnel is not clear yet.
3. How to support QoS and charging in the UPF connecting EAS and AS is not clear yet.
As described in the key issue, how guarantee the QoS of the traffic between local DN and central DN needs to be studied. It is proposed to further clarify how QoS and charging is supported in each solution, and conclude that QoS and charging should be supported for the traffic between local DN and central DN.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-49.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change (All new text) * * * *
7.x    Evaluation for KI#3: EC Traffic Routing between local part of DN and central part of DN
There are 7 solutions related to KI#3, i.e. solution #17-#23. The solutions can be categorized into 2 categories: 
· Category 1: PDU session based solution. (solution#17,18,19,20,23)
· Category 2: Node level connection based solution. (solution#21,22)
-   Category 2.1: node level tunnel between L-UPF and C-UPF. (solution#21) 
-   Category 2.2: node level connection between EAS and AS via a UPF. (solution#22)
Category 1: PDU session based solution
PDU session based solutions route the traffic between local DN and central DN via the UE’s PDU session (i.e. via L-PSA, ULCL/BP and PSA). This category includes the solution#17, #18, #19, #20, #23.
The main characteristics of these solutions are shown below.
Traffic generated by UE:
For traffic generated by UE, Solution #17, #18, #19, #20, #23 all assume the traffic generated by UE has EAS IP as target IP address. Solution #17, #20 assume AS IP can also be the target IP address.
In the existing EAS discovery mechanism, the UE discovers EAS and sends packet to the EAS (i.e. target IP address is EAS IP). The assumption that the traffic from UE to EAS has EAS IP as target IP address can reuse the EAS discovery mechanism and also align with the mechanism in fixed network (i.e. packets are routed to the next hop based on target IP address).
Information provided by AF:
For information provided by AF, Solution #17, #18, #19, #20, #23 all assume the AF will provide traffic filter (i.e. EAS and AS IP address)
For other IEs proposed to be provided via AF request:
· QoS/latency requirement: Solution #17, #18, #23.
· DNAI/potential location of EAS and/or AS: Solution #17, #18, #19, #23
· Indication and order for traffic routing: Solution #23
· Target UE identifier: Solution #17, #18, #19
[bookmark: _GoBack]Since the SMF can retrieve EAS IP address during EAS discovery procedure, and the AS IP address is provided in the traffic filter. Hence, the DNAI of the EAS and/or AS is not necessary in the AF request.
Based on the above description, most of the proposed solutions agree the AF request includes traffic filter for the traffic between EAS and AS, QoS requirement, indication for traffic routing between local DN and central DN and target UE identifier.
Traffic generated by EAS:
For traffic between local DN and central DN generated by EAS:
· Solution #17 and #20 generate UE IP as source IP address and AS IP as target IP address.
· Solution #18 generates EAS IP as source IP address and AS IP as target IP address.
· Solution #19 generates EAS IP 2 (i.e. an IP address assigned by EAS, and is different with the IP address EAS used to communicate with UE) as source IP address and UE IP as target IP address.
For the detail of traffic routing between local DN and central DN, Solution #17, #18, #19, #20 all assume ULCL/BP can route UL/DL traffic based on source/target IP address, and Solution #23 is not clear.
IP replacement action:
For IP replacement as described in table 7.x-1:
· Solution #19, #20 perform IP replacement at ULCL/BP UPF
· Solution #18 performs IP replacement at L-PSA
· Solution #17 does not need IP replacement for UL traffic, but whether IP replacement is needed for DL traffic and how is not clear. 
If the ULCL/BP does the IP replacement, the SDF template of the traffic between L-PSA and ULCL/BP will be different from the one of the traffic between PSA and ULCL/BP, which will bring unnecessary complexity. Hence, the IP replacement is performed at L-PSA. 
Editor's note: The assumptions of the traffic generated by UE, EAS and AS have impact on the evaluation of the IP replacement and traffic routing behaviours. The details of the evaluation are FFS.
Category 2: Node level connection based solution
[bookmark: _Hlk161928131]Node level connection based solution route the traffic between local DN and central DN via a node level connection and can be divided into two sub categories:
· Category 2.1: node level tunnel between L-UPF and C-UPF configured by SMF. (solution#21) 
· Category 2.2: node level connection between EAS and AS via a UPF configured by OAM. (solution#22)
Category 2.1: 
Solution #21: In this solution, the AF provides an indicator whether the DNAI is considered as local or central and an indicator whether connectivity to central DNAI(s) is needed. Based on the indicator and corresponding DNAI from AF, the SMF establishes a node level tunnel between a central UPF and a local UPF in the DNAI. The traffic between local DN and central DN is routed via this tunnel and the tunnel is shared by all PDU sessions whose traffic requires joint handling by the L-DN and the C-DN part.
This solution cannot reuse the existing QoS and charging mechanism. How to enable QoS and charging needs further clarification. How the traffic generated by EAS/AS is routed to the node level tunnel (i.e. local UPF/central UPF) needs further clarification.
Category 2.2: 
Solution #22: In this solution, EAS requests NRF to discover an UPF in the same DNAI with AS. If there is no connection between EAS and the discovered UPF, the EAS requests OAM_ECSP to establish connection between EAS and the UPF. The traffic between local DN and central DN is routed via this UPF. Whether the UPF is shared by all PDU sessions whose traffic requires joint handling by the L-DN and the C-DN part is not clear.
This solution involves a new mechanism between EAS and NRF and rely on the OAM configuration. It is suggested to coordinate the feasibility of OAM-based solution with SA5.
* * * * Second change (All new text) * * * * 
[bookmark: _Toc50630899][bookmark: _Toc59102407][bookmark: _Toc50468383][bookmark: _Toc57104911][bookmark: _Toc54945725][bookmark: _Toc54946112][bookmark: _Toc50468653][bookmark: _Toc57105295][bookmark: _Toc50467039][bookmark: _Toc50468924][bookmark: _Toc57106640][bookmark: _Toc54944249]8.X	Interim conclusion of KI#3
The following principles are concluded for the normative work:
· The requirement for traffic routing between local DN and central DN should be provided by AF. 
The information provided by AF should at least include: traffic filter for the traffic between EAS and AS, QoS requirement, indication for traffic routing between local DN and central DN and target UE identifier.
· The SMF is in charge of the configuration of the user plane path to route traffic between local DN and central DN.
· QoS and charging should be supported for the traffic between local DN and central DN.
· IP replacement is performed at L-PSA if needed.

* * * * End of changes * * * *
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