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Abstract: It is proposed to add a merged solution for PDU session based solutions to reach common understanding.
1. Discussion
The key issue#3 of TR 23.700-49 is to study the support of traffic routing between local DN and central DN. Several solutions agreed in SA2#161 meeting proposed to route traffic between local DN and central DN via the tunnel of the PDU session (sol#17, 18, 19, 20, 23). These solutions share some common understandings on the following issues:
-	Traffic between local DN and central DN should be routed via the tunnel of PDU session.
-	Information provided by AF to indicate 5GC to enable traffic routing between local DN and central DN with the assistance of IP replacement.
For some issues, these solutions have not reached a common understanding on how to do the IP replacement.
To address this KI more efficiently, it is proposed to add a new solution to merge the common understandings together and add ENs for issues that need further discussion.
2. Text Proposal
It is proposed to add the following solution to the TR 23.700-49.

[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * * 
[bookmark: _Toc161389059][bookmark: _Toc160520977][bookmark: _Toc92987386][bookmark: _Toc22214907][bookmark: _Toc23317647][bookmark: _Toc22286586][bookmark: _Toc157527822][bookmark: _Toc500949097]6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
	Solutions
	Key Issues

	
	1
	2
	3

	#1: Edge computing handling by I-SMF
	X
	
	

	#2: Edge computing handling by local SMF
	X
	
	

	#3: Reducing impact of DNS message handling on central SMF for EAS (re)discovery based on offload to L-SMF
	X
	
	

	#4: Enhanced EC Architecture with SMF selecting local SMF storing EC related information
	X
	
	

	#5: Enhanced EC architecture with AMF selecting local SMF
	X
	
	

	#6: Local management of EAS Deployment Information with local SMF
	X
	
	

	#7: EAS deployment information report from L-UPF
	X
	
	

	#8: Selecting an EAS server leveraging analytics
	
	X
	

	#9: Solution of local UPF and EAS (re)selection jointly considering N6 delay and EAS load
	
	X
	

	#10: L-PSA and EAS (re)selection based on N6 one-way and two-way delay measurement
	
	X
	

	#11: Provision weight factor of DNAIs from AF
	
	X
	

	#12: NWDAF and SMF-based EAS and local UPF (re)selection
	
	X
	

	#13: EAS Discovery taking account of EAS load in EASDF
	
	X
	

	#14: EAS selection considering DNS historical handling records
	
	X
	

	#15: The local EASDF assist for the EAS and local UPF (re)selection based on the AF provided N6 delay and EAS load information
	
	X
	

	#16: Local UPF and EAS (re)selection considering access network delay and N6 delay information by 5GC or AF
	
	X
	

	#17: EC Traffic Routing between local part of DN and central part of DN with IP replacement in EAS
	
	
	X

	#18: Supporting traffic routing between local DN and central DN within a PDU Session
	
	
	X

	#19: Traffic Routing between local DN and central DN over session breakout model
	
	
	X

	#20: EC Traffic Routing between local part of DN and central part of DN via PDU session
	
	
	X

	#21: Solution to traffic routing between local and central part of DN via tunnel(s)
	
	
	X

	#22: Establishment of connectivity between the local DN and central part of DN based on OAM
	
	
	X

	#23: Traffic steering between different parts of a DN
	
	
	X

	#X: support traffic routing between local-DN and central-DN via the existing UP path of the PDU session and IP replacement
	
	
	X



* * * * Next change * * * * (all new text)
6.x	Solution #<X>: Support traffic routing between local-DN and central-DN via the existing UP path of the PDU session and IP replacement
[bookmark: _Toc16839377][bookmark: _Toc500949092][bookmark: _Toc19722243][bookmark: _Hlk500943653]6.x.1	Key Issue mapping
This solution is proposed to solve KI#3. It is the merged solution on using the PDU session to convey the traffic between local DN to central DN the existing UP path of the PDU Session. 
[bookmark: _Toc151529481][bookmark: _Toc151529371][bookmark: _Toc148441678]6.x.2	General Description
This solution resolves KI#3 about traffic routing between L-DN and central DN based on the scenario that the application traffic is required to be processed at different locations. 
Based on AF traffic influence request information, the 5GC determines to enable the traffic routing between L-DN and central DN via the tunnel of PDU session.
· For the UL traffic, the UE generates traffic and send it to the EAS (i.e. target IP address is EAS IP address), the traffic is routed to EAS to be processed firstly. Then after processed by EAS, the EAS generates the traffic and send it to the AS (i.e. the cloud server) for further processing.
· For the DL traffic, the AS (cloud server) generates traffic based on the received UL traffic and send it back to the EAS. 
· For UL/DL traffic between EAS and AS, L-PSA also perform IP replacement (if required).
NOTE : 	To align with the existing mechanism, it is suggested not to perform IP replacement at ULCL/BP.
For the traffic sent from EAS to cloud AS, there are three options on how to handle the user plane traffic at L-PSA, including the IP replacement as described in Table 6.x.2-1and traffic rules configured at the UL CL/BP as described in Table 6.x.2-2. UL traffic is the traffic from EAS to AS and DL traffic is the traffic from AS to EAS.
Table 6.x.2-1 Traffic between local DN and central DN for each option
	Options
	UL Traffic generated by EAS
	How L-PSA associate the UL traffic with PDU session
	How L-PSA performs IP replacement for UL traffic
	DL Traffic generated by AS
	How PSA associate the DL traffic with PDU session
	How L-PSA performs IP replacement for DL traffic

	Option 1
	Source IP:
EAS IP

Target IP:
AS IP 
	Based on IP 5-tuple
	Replace the source IP to UE IP2.
(NOTE 2)
	Source IP:
AS IP

Target IP:
UE IP 2
	Based on UE IP 2
(target IP address)
	Replace the target IP to EAS IP.

	Option 2
	Source IP:
UE IP

Target IP:
EAS IP or
AS IP
	Based on UE IP (source IP address)
	None. 
	Source IP:
AS IP

Target IP:
UE IP
	Based on UE IP (target IP address)
	None.

	Option 3
	Source IP:
EAS IP 2
(NOTE 1)

Target IP:
UE IP
	Based on UE IP (target IP address)
	Replace the Source IP to UE IP address, and Target IP to AS IP address.
	Source IP:
AS IP 2

Target IP:
UE IP
	Based on UE IP (target IP address)
	Replace the target IP to EAS IP.
Replace the source IP to AS IP.

	NOTE 1: EAS IP 2 is an IP address assigned by EAS, and is different from the IP address EAS used to communicate with UE.
NOTE 2: UE IP 2 is an IP address assigned by PSA, and is different from the UE IP included in the UL traffic.
NOTE 3: It is assumed that there is a tunnel configured between the L-PSA and EAS.
NOTE 4: AS IP 2 is an IP address assigned by AS, and is different from the IP address of AS used to communicate with UE.



Table 6.x.2-2 Traffic routing rule configured at ULCL/BP for each option
	Options
	Traffic from L-PSA
	Traffic from PSA

	Option 1
	Target IP is UE IP address: Route to UE (RAN).
Others:
Route to PSA.
	Target IP is UE IP address: Route to UE (RAN).
Others:
Route to L-PSA.

	Option 2
	Target IP is UE IP address: Route to UE (RAN).
Others:
Route to PSA.
	Source IP is AS IP:
Route to L-PSA for specific source AS IP
Others:
Route to UE (RAN).

	Option 3
	Target IP is UE IP address: Route to UE (RAN).
Others:
Route to PSA.
	Source IP is AS IP 2:
Route to L-PSA
Others:
Route to UE (RAN).


[bookmark: _GoBack]NOTE 1:  Option 2 and 3 assume the EAS can do IP replacement for the UL and DL traffic, as such there is no need to do IP replacement in 5GC.
 6.x.3	Procedures
2. Packet detection and IP replacement configuration

1. AF request for local traffic routing 
UE
SMF
PCF
ULCL/BP
L-PSA
PSA
EAS
AF/NEF
AS 
(cloud server)
3. traffic routing rule configuration
5.Traffic from L-DN to central DN
6.Traffic from central DN to L-DN
4. Notify AF the user plane has been configured
0b. Traffic from UE
7.Traffic from EAS to UE
0a. PDU session establishment

Figure 6.X.2-1: High level procedure for supporting traffic routing between local DN and central DN via PDU session 
Traffic from UE to EAS via the existing procedure.
0. The UE establishes a PDU Session as described in clause 4.3.2.2.1 of TS 23.502 [3]. The UE does the DNS query and finds the EAS. The UL CL/BP is inserted per existing procedure as defined in clause 6.2.3 of TS 23.548[5]. UE send the traffic to the EAS, i.e. the target IP address is EAS IP address, and UL CL/BP route the traffic to L-PSA. 

Traffic from EAS to central AS (i.e. Cloud server) is routed via the tunnel of PDU session
1. The AF requests the SMF to perform traffic routing between local DN and central DN via the existing AF traffic influence procedure. 
Following information are included in the information sent from AF to PCF: indication for traffic routing between local DN and central DN, traffic flow description for UL and DL (e.g., IP 5 tuples), target PDU session (e.g. associated UE IP address), QoS requirement of the indicated traffic flow.
Editor’s note: Whether other IEs should also be included in the AF request is FFS.
2. [bookmark: _Hlk162130164]Based on AF request in step 1, the SMF configures UPF(s) (i.e. L-PSA and/or PSA) to detect traffic related to one dedicated PDU session, and performs IP replacement at L-PSA. The information for SMF to instruct to L-PSA/PSA is per the information described in Table 6.x.2-1. This step includes the following handling:  
For UL traffic between local DN and central DN sent by EAS:
2a. The SMF configures the L-PSA to detect the indicated traffic flow and associate the indicated the traffic flow with the PDU session per the received traffic flow description and target PDU session information. 
2b. The SMF configures the L-PSA to perform IP replacement for UL traffic.
For DL traffic between local DN and central DN sent by AS:
2c. the SMF configures the PSA to detect the indicated traffic flow and associate the indicated the traffic flow with the PDU session per the received traffic flow description and target PDU session information. 
2d. The SMF configures L-PSA performs IP replacement for DL traffic.
NOTE 1: If UE IP 2 is used as described in Table 6.x.2-1, SMF also needs to request another UE IP address from PSA before step 2b.
3. The SMF configures the traffic routing rule on ULCL/BP to route traffic between L-DN and central DN. The information for SMF to instruct to UL CL/BP is detailed in Table 6.x.2-2. 
4. The SMF notifies AF the traffic routing path between L-DN and central DN has been configured via PCF and/or NEF as described in clause 4.3.6.3 of TS 23.502 [3].
5. Traffic from L-DN (i.e. after processed by EAS) is sent to central DN via the tunnel of PDU session (i.e. via L-PSA, ULCL/BP and PSA). 
The L-PSA determines which PDU session to convey the traffic per N4 rule configured in step 2. And the UL-CL/BP routes the traffic to PSA per the N4 rule configured in step 3.
6. Traffic from central DN (i.e. after processed by cloud server) sent to L-DN via the tunnel of PDU session (i.e. via PSA, ULCL/BP and L-PSA).
The PSA determines which PDU session to convey the traffic per the N4 rule configured in step 2. And UL-CL/BP route the traffic to L-PSA per the N4 rule configured in step 3.
7. Traffic sent from EAS to UE.
The L-PSA determines which PDU session to convey the traffic per UE IP address. And UL-CL/BP route the traffic to RAN per the N4 rule configured in step 3.
NOTE 2: 	All the traffic is within the PDU Session, thus operators can identify it with SDF template in a PCC rule and apply appropriate QoS parameter as described in clause 6.3 TS 23.503 [4]. The PCF can generate QoS parameter considering the QoS requirement required by AF.
NOTE 3: 	All the traffic is within the PDU Session, thus operators can identify it with SDF template in a PCC rule and apply appropriate charging key and charging method (e.g. neither of online or offline charging) as described in clause 6.6 TS 23.503 [4]. There can also be Sponsor Identifier if it is charging for 3rd party as described in clause 6.6 TS 23.503 [4].
[bookmark: _Toc44311904][bookmark: _Toc43906778][bookmark: _Toc50536546][bookmark: _Toc57532452][bookmark: _Toc26431241][bookmark: _Toc20203937][bookmark: _Toc30694639][bookmark: _Toc54930320][bookmark: _Toc43906662][bookmark: _Toc26386435][bookmark: _Toc93073667][bookmark: _Toc57530251][bookmark: _Toc57236610][bookmark: _Toc54968125][bookmark: _Toc57236447]6.x.4	Impacts on services, entities and interfaces
SMF:
· Generate traffic routing rule based on AF influence as described above.
· Inform AF the routing path has been configured.
UPF:
-	detect traffic between local DN and central DN and route the traffic to L-PSA or PSA.
-	Perform IP replacement for traffic between local DN and central DN. 
AF:
-	inform 5GC to configure the traffic between local DN and central DN.
* * * * End of changes * * * *
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