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Abstract of the contribution: The contribution proposes a new solution of enhanced policy control based on PDU Session traffic analytics for KI#3.
1. Introduction
Clause 6.20 of TS 23.288 specifies the PDU Session traffic analytics where the transport of UE traffic per application over the combination of S-NSSAI and DNN are analyzed. In clause 6.1.6.3 of TS 23.503, it further specifies:

“The PCF for the UE may subscribe to Statistics for traffic monitoring of known traffic according to provisioned URSP rule(s). If the PCF for a UE is notified with traffic which is not expected according to a URSP rule as described in TS 23.288 [24], the PCF for a UE may adjust the URSP rules when unexpected application traffic is detected.”
However, here it is unclear how the PCF for a UE adjusts the URSP rules when unexpected application traffic is detected.
It is proposed that service experience (i.e. QoE) information for the unexpected application traffic can be considered by the PCF to decide whether or not to update the URSP rules for the application. Also, the validity period and/or validity area for the analytics can also be considered by the PCF for determining whether or not to update the Route Selection Validation Criteria (i.e. Time Window, Location Criteria) in the URSP.
Two alternatives are considered:
Alternative 1: The PCF further requests "Service Experience" analytics for the unexpected application traffic, to decide whether or not to adjust the URSP rules.
Alternative 2: Enhance the PDU Session traffic analytics by adding service experience related input data and output analytics.
2. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-84.
* * * Start of Change * * * *

6.x
Solution #X: Enhanced policy control based on PDU Session traffic analytics
6.x.1
Description
This solution addresses Key Issue #3 "NWDAF-assisted policy control and QoS enhancement".
Clause 6.20 of TS 23.288 [5] specifies the PDU Session traffic analytics where the transport of UE traffic per application over the combination of S-NSSAI and DNN are analyzed. In clause 6.1.6.3 of TS 23.503 [4], it further specifies that the PCF for the UE may subscribe to statistics for traffic monitoring of known traffic according to provisioned URSP rule(s), and if notified with traffic which is not expected according to a URSP rule, the PCF for a UE may adjust the URSP rules.
However, here it is unclear how the PCF for a UE adjusts the URSP rules when unexpected application traffic is detected.

It is proposed that service experience (i.e. QoE) information for the unexpected application traffic can be considered by the PCF to decide whether or not to update the URSP rules for the application. Also, the validity period and/or validity area for the analytics can also be considered by the PCF for determining whether or not to update the Route Selection Validation Criteria (i.e. Time Window, Location Criteria) in the URSP.

Two alternatives are considered and described as follows:

Alternative 1: The PCF further requests "Service Experience" analytics for the unexpected application traffic, to decide whether or not to adjust the URSP rules.
After detecting the unexpected application traffic over the S-NSSAI and DNN, the PCF further requests or subscribes to the Observed Service Experience (OSE) analytics for the application, i.e. setting the Analytics Filter Information to include the Application ID of the application, the S-NSSAI and DNN over which the unexpectedly application traffic is transmitted, and Area of Interest same as that for the PDU Session traffic analytics, and setting the analytics target period if needed.
Then based on the output analytics of service experience of the application, the PCF decides whether and how to adjust the URSP rules for the application. For example, if service experience of the unexpected application traffic over the (analytized) S-NSSAI and DNN meets the predefined criteria (e.g. the value of service MOS is above or equal to a predefined threshold), the PCF may add the (analytized) S-NSSAI and DNN to the Route Selection Descriptor for the application; otherwise, the PCF may select different S-NSSAI and DNN for OSE analytics for the application and update the URSP rules based on the output analytics. The PCF may also set the Route Selection Validation Criteria (i.e. Time Window, Location Criteria) in the URSP for the application based on the validity period and spatial validity in the output analytics of OSE.
Alternative 2: Enhance the PDU Session traffic analytics by adding service experience related input data and output analytics.
The PCF indicates in the request or subscription to the PDU Session traffic analytics that service experience analytics of the (unexpected) application traffic, as an analytics subset, is requested.
The input data and output analytics (statistics) for PDU Session traffic analytics are enhanced respectively as shown in Table 6.x.1-1 and Table 6.x.1-2, where the bold text are newly added information to Table 6.20.2-1 and Table 6.20.3-1 of TS 23.288. The output analytics (predictions) for PDU Session traffic analytics are also proposed as shown in Table 6.x.1-3, where the predictions/confidences are only applied to the service experiences.
Based on the newly added output analytics (i.e. service experience for the (unexpected) application traffic, validity period and spatial validity) of the PDU Session traffic analytics, the PCF decides whether and how to adjust the URSP rules for the application as in Alternative 1.
Table 6.x.1-1: Collected PDU Session User Plane Traffic Information

	Information
	Source
	Description

	SUPI
	SMF, UPF
	UE ID for the UE that established PDU sessions to an S-NSSAI/DNN.

	S-NSSAI
	SMF, UPF
	The S-NSSAI for which the PDU session is established.

	DNN
	SMF, UPF
	The DNN for which the PDU session is established.

	PDU Session Information
	
	The detected Service Data Flow, volume measured and Application related information in a PDU Session.

	> Packet Filter Set
	SMF, UPF
	Packet Filter Set for the detected Service Data Flow as defined in clause 5.8.2.4.2 of TS 23.502 [3].

	 > URL list
	SMF, UPF
	If available, list of URLs extracted from the inspected user plane packets in the Service Data Flow.

	 > Domain Name list
	SMF, UPF
	If available, list of domain names extracted from the inspected user plane packets in the Service Data Flow.

	> UL Data volume
	SMF, UPF
	Measured UL data traffic volume for the Service Data Flow for the duration of the PDU Session.

	> DL Data volume
	SMF, UPF
	Measured DL data traffic volume for the Service Data Flow for the duration of the PDU Session.

	> Application ID
	AF
	Identify the application associated with the Packet filter set

	> Service Experience
	AF
	QoE per service flow, see clause 6.4.2 of TS 23.288 [5].

	> QFI
	SMF
	QoS Flow Identifier.

	> QoS flow Bit Rate
	UPF
	The observed bit rate for UL direction.

	> QoS flow Packet Delay
	UPF
	The observed Packet delay for UL direction.

	Timestamp
	AF, SMF, UPF
	A time stamp associated to the input data.


Table 6.x.1-2: PDU Session traffic statistics

	Information
	Description

	List of SUPIs or SUPI
	Identifies a SUPI, or a list of SUPIs for which analytics are provided.

	S-NSSAI
	Identifies the Network Slice for which analytic information is provided.

	DNN
	Identifies the data network name (e.g. internet) for which analytics information is provided.

	Traffic matching the Traffic Descriptor (NOTE 1)
	Identifies traffic that matches Traffic Descriptor provided by the consumer in those PDU Sessions identified by the S-NSSAI and DNN above and the volume.

	> Traffic Descriptor
	IP Flow descriptor containing 3-tuple, server side (destination address, port and protocol) or Application ID or Domain descriptor.

	> Volume
	measures of data volume exchanged (UL, DL and/or overall) and/or number of packets exchanged (UL, DL and/or overall) for the Traffic Descriptor within the PDU Session.

	> Application ID
	Identify the application associated with the Traffic Descriptor

	> Service Experience (NOTE 1)
	Service Experience over the Analytics target period (average, variance).

	Traffic which does not match Traffic Descriptor (NOTE 1)
	Identifies traffic that does not match Traffic Descriptor provided by the consumer in those PDU Sessions identified by the S-NSSAI and DNN above and the volume.

	> Traffic Descriptor
	IP Flow descriptor containing 3-tuple, server side (destination address, port and protocol) or Application ID or Domain descriptor.

	> Volume
	measures of data volume exchanged (UL, DL and/or overall) and/or number of packets exchanged (UL, DL and/or overall).

	> Application ID
	Identify the application associated with the Traffic Descriptor

	> Service Experience (NOTE 1)
	Service Experience over the Analytics target period (average, variance).

	> Spatial validity
	Area where the analytics applies.

	> Validity period
	Validity period for the analytics.

	NOTE 1:
Analytics subset that can be used in "list of analytics subsets that are requested" and "Preferred level of accuracy per analytics subset". The list is ordered by descending volume.


Table 6.x.1-3: PDU Session traffic predictions
	Information
	Description

	List of SUPIs or SUPI
	Identifies a SUPI, or a list of SUPIs for which analytics are provided.

	S-NSSAI
	Identifies the Network Slice for which analytic information is provided.

	DNN
	Identifies the data network name (e.g. internet) for which analytics information is provided.

	Traffic matching the Traffic Descriptor (NOTE 1)
	Identifies traffic that matches Traffic Descriptor provided by the consumer in those PDU Sessions identified by the S-NSSAI and DNN above and the volume.

	> Traffic Descriptor
	IP Flow descriptor containing 3-tuple, server side (destination address, port and protocol) or Application ID or Domain descriptor.

	> Volume
	measures of data volume exchanged (UL, DL and/or overall) and/or number of packets exchanged (UL, DL and/or overall) for the Traffic Descriptor within the PDU Session.

	> Service Experience (NOTE 1)
	Service Experience over the Analytics target period (average, variance).

	> Spatial validity
	Area where the analytics applies.

	> Validity period
	Validity period for the analytics.

	> Confidence (NOTE 2)
	Confidence of this prediction.

	Traffic which does not match Traffic Descriptor (NOTE 1)
	Identifies traffic that does not match Traffic Descriptor provided by the consumer in those PDU Sessions identified by the S-NSSAI and DNN above and the volume.

	> Traffic Descriptor
	IP Flow descriptor containing 3-tuple, server side (destination address, port and protocol) or Application ID or Domain descriptor.

	> Volume
	measures of data volume exchanged (UL, DL and/or overall) and/or number of packets exchanged (UL, DL and/or overall).

	> Service Experience (NOTE 1)
	Service Experience over the Analytics target period (average, variance).

	> Spatial validity
	Area where the analytics applies.

	> Validity period
	Validity period for the analytics.

	> Confidence (NOTE 2)
	Confidence of this prediction.

	NOTE 1:
Analytics subset that can be used in "list of analytics subsets that are requested" and "Preferred level of accuracy per analytics subset". The list is ordered by descending volume.
NOTE 2:
The confidence only applies to the Service Experience.


6.x.2
Procedures
Alternative 1: Same as the procedure as specified in clause 6.20.4 and 6.4.4 of TS 23.288 [3], where the consumer NF is the PCF. After obtaining the PDU Session traffic analytics information, the PCF requests or subscribes to Service Experience analytics as described in clause 6.x.1. And based on the Service Experience analytics, the PCF decides whether or not to adjust the URSP rules as described in clause 6.x.1.
Alternative 2: Same as the procedure as specified in clause 6.20.4 of TS 23.288 [3] with the enhancements that the NWDAF also collects service experience related input data from the AF and SMF and derives service experience related analytics for the (unexpected) application traffic, based on the request from the consumer NF (i.e. the PCF). Then the PCF decides whether or not to adjust the URSP rules based on the enhanced PDU Session traffic analytics, as described in clause 6.x.1.
6.x.3
Impacts on services, entities and interfaces

NWDAF:

-
Collects service experience and QoS related information of the application traffic as input data from the AF and SMF, for the PDU Session traffic analytics (Alternative 2).
-
Derives analytics on service experience of the (unexpected) application traffic as an analytics subset for the PDU Session traffic analytics (Alternative 2).
PCF:

-
Takes into account the service experience of the unexpected application traffic, which is obtained either from the Service Experience analytics (Alternative 1) or from the enhanced output of the PDU Session traffic analytics (Alternative 2), to decide whether or not to adjust the URSP.
* * * End of Change * * * *
