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Abstract: Propose a solution for Specific traffic detection and handling by UPF related to KI #3 and KI#1. 
1. Discussion
This solution addresses the Key Issue #3 and Key Issue#1 to support specific traffic detection and handling by UPF.
-	Analyse the use cases and problems to be solved and the feasibility of headers handling (i.e. insert, detect) in UPF for the different protocol layers (e.g. application, transport, IP layer…), including for the case of encrypted and unencrypted protocols.
[bookmark: OLE_LINK3][bookmark: _Hlk97032748]The application provider may want to know whether its users access to a specific service during a certain period and whether the traffic is allowed or not. In Sol#1, a generic framework of header insertion or detection by UPF was proposed. This contribution proposes two use cases of the specific traffic detection and handling by UPF with enhanced UPF capability and relevant rules.
2. Proposal
It is proposed to capture the following changes in TR 23.700-63.
[bookmark: _Toc23402388][bookmark: _Toc26386423][bookmark: _Toc57236595][bookmark: _Toc57530236][bookmark: _Toc57532437][bookmark: _Toc26431229][bookmark: _Toc54968110][bookmark: _Toc43906649][bookmark: _Toc44311891][bookmark: _Toc54930305][bookmark: _Toc22192650][bookmark: _Toc57236432][bookmark: _Toc50536533][bookmark: _Toc30694627][bookmark: _Toc43906765][bookmark: _Toc148498831][bookmark: _Toc23402418][bookmark: _Toc16839382][bookmark: _Toc500949097][bookmark: _Toc97036718][bookmark: _Toc93070684][bookmark: _Toc92875660][bookmark: _Toc519004414]FIRST CHANGE
6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
	
	Key Issues

	Solutions
	Key Issue #1
	Key Issue #2
	Key Issue #3

	Solution #1: Provisioning of information for header handling
	
	
	x

	Solution #2: UPF provision and selection based on new UPF functionality #2
	x
	
	

	Solution #3: Selection on UPF with extended user plane capabilities
	x
	
	

	Solution #4: Selection of UPF providing specific user plane functionalities
	x
	
	

	Solution #5: Direct subscription of UPF event exposure service for TSC management
	
	x
	

	Solution #6: UPF selection based on the status of the supported functionalities
	x
	
	

	Solution #7: Translating SUPI/GPSI to NATed IP address
	
	x
	

	Solution #x:  Specific traffic detection and handling by UPF
	x
	
	x


[bookmark: startOfAnnexes]

NEXT CHANGE (all the text is new)
6.x	Solution #x: Specific traffic detection and handling by UPF  
[bookmark: _Toc500949098][bookmark: _Toc97036719][bookmark: _Toc92875661][bookmark: _Toc93070685]6.x.1	Key Issue mapping
This solution is for KI#3 Study enhancements for UPF handling of headers and KI #1 Selection of UPF providing a selected user plane functionality.
[bookmark: _Toc97036720][bookmark: _Toc92875662][bookmark: _Toc93070686][bookmark: _Toc500949099]6.x.2	Description
[bookmark: _Toc93070687][bookmark: _Toc97036721][bookmark: _Toc500949101][bookmark: _Toc92875663]The verticals e.g. the campus, may want to know whether its users access to a specific service during a certain period and whether the traffic is allowed or not. In Sol#1, a generic framework of header insertion or detection by UPF was proposed. This contribution proposes two use cases of the specific traffic detection and handling by UPF with enhanced UPF capability and relevant rules.
[bookmark: _Toc51834853][bookmark: _Toc153802106][bookmark: _Toc36192044][bookmark: _Toc47592766][bookmark: _Toc27894963][bookmark: _Toc20204271][bookmark: _Toc45193134]The following UPF capability is added in UPF profile stored in NRF:
-	Specific traffic detection and handling. 
Procedures in clause 6.1.2 are reused to support AF request for specific traffic detection. There are two use cases described as follow.
[bookmark: OLE_LINK4]Use case 1: specific traffic detection.
[bookmark: OLE_LINK2][bookmark: OLE_LINK5]The application provider wants the UPF to detect the traffic of a specific service during a certain period and report to the AF. The following rule is provided by the AF:
-	Identifier.
-	Conditions for detection: during a certain period.
-	Actions: Detect the application data in the packet.
-	Reporting conditions: specific traffic detected.
-	Reporting content: The specific traffic has been detected from user within a period time. Optional: usage of the specific traffic is out of the allowed usage quota.
Use case 2: Traffic dropping for the Non-allowed traffic.
The application provider wants the UPF to drop the Non-allowed traffic. The following rule is provided by the AF:
-	Identifier: URI.
-	Conditions for detection: during a certain period.
-	Actions: Detect the application data in the packet and drop the Non-allowed packet.
-	Reporting conditions: Non-allowed packet is detected.
-	Reporting content: The Non-allowed traffic has been detected from user within a period time and dropped. Optional: the usage of the Non-allowed traffic.
6.x.3	Procedures
In step 1 of Figure 6.1.2-1, the AF inserts above rule content in the request. In step 6 of Figure 6.1.2-1, the SMF discover the UPF(s) from NRF with the UPF capability of specific traffic detection and handling.
[bookmark: _MON_1720333833][bookmark: _Toc326248711][bookmark: _Toc92875664][bookmark: _Toc510604409][bookmark: _Toc97036722][bookmark: _Toc93070688]6.x.4	Impacts on services, entities and interfaces
NRF:
-	Storing new UPF capability in UPF profile.
-	Discovery of several UPFs that accords with the new UPF capability of specific traffic detection and handling.
SMF:
-	Discovery of several UPFs that accords with the new UPF capability of specific traffic detection and handling.
* * * * End of changes * * * *
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