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Abstract of the contribution: Propose a update on Solution #1: Edge computing handling by I-SMF.
1	Discussion
[bookmark: _Hlk85614707]This paper is to propose update on Solution #1.
It is propose to solve the Editor’s notes on Solution #1 in the following ways:
Editor's note:	How to enhance the I-SMF selection (compared with ETSUN) to satisfy the local handling of Edge Computing is FFS.
I-SMF selection takes the visited application into consideration compared with ETSUN. It is proposed to add related clarification and remove the Editor’s note.
Editor's note:	How to update the step 3 to support the PCF and I-SMF communication is FFS.
New procedure is added to address this issue. Please see clause 6.1.3.b.
Editor's note:	How to support the DNS message handling in this solution is FFS.
The I-SMF selects EASDF and configures the EASDF with DNS message handling rules. It is proposed to add related clarification and remove the Editor’s note. 
2	Proposal
[bookmark: _Hlk513714389]It is proposed to include the below changes into TR 23.700-49 v0.2.0.
[bookmark: _Toc22214903][bookmark: _Toc23254036]
FIRST CHANGE
[bookmark: _Toc161389060]6.1	Solution #1: Edge computing handling by I-SMF
[bookmark: _Toc151529480][bookmark: _Toc160520979][bookmark: _Toc148441677][bookmark: _Toc151529370][bookmark: _Toc161389061]6.1.1	Key Issue mapping
This solution is related to the KI#1.
[bookmark: _Toc160520980][bookmark: _Toc151529371][bookmark: _Toc151529481][bookmark: _Toc148441678][bookmark: _Toc161389062]6.1.2	Functional Description
The architecture of this solution is described as Figure 6.1.2-1.


Figure 6.1.2-1: Architecture assumption
In this solution, I-SMF is used to handle the edge computing related traffic to be offloaded into local DN, EDI management, DNS message handling rules configuration or update, and UL CL/BP or L-PSA insertion. Therefore, the impact on central SMF is reduced.
In this solution, the I-SMF, ULCL/BP UPF and Local PSA UPF are introduced with reusing mechanism described in clause 5.34 of TS 23.501 [2]. The difference from the ETSUN mechanism is that, SMF also sends the address of I-SMF to PCF. When traffic offload policy or edge computing related policy is updated, the PCF sends the policy update to I-SMF, with SMF forwarding transparently, which also reduces the edge computing handling impact to central SMF.
[bookmark: _Toc161389063][bookmark: _Toc151529482][bookmark: _Toc148441679][bookmark: _Toc151529372][bookmark: _Toc160520981]6.1.3	Procedures
6.1.3.a	I-SMF Insertion Procedure
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1. Steps 1-10 of Addition of PDU Session Anchor and Branching Point or UL CL controlled by I-SMF procedure, clause 4.23.9.1 of TS 23.502
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Figure 6.1.3.a-1: Procedure of edge computing handling by I-SMFI-SMF Insertion 
1.	Steps 1-10 of Addition of PDU Session Anchor and Branching Point or UL CL controlled by I-SMF procedure is performed as described in clause 4.23.9.1 of TS 23.502 [3]., with the following changes:
-	I-SMF invoke the SMF service to sends the I-SMF supported DNAI(s) to SMF in Node Level.
-	During the PDU Session Establishment, the SMF selects EASDF, and then SMF sends the EASDF IP address as DNS server address to the UE via PCO.
-	As described in clause 6.2.3.2.2 of TS 23.548[5], based on EAS information received from the EASDF, SMF may determine the DNAI, and trigger the I-SMF insertion. In order to avoid the impact, the SMF may send the target DNAI information to AMF and trigger the AMF to select the I-SMF as described in clause 4.23.5.4 of TS 23.502[3]. 
-	SMF sends the EASDF IP address to I-SMF, to help the direct interaction between I-SMF and EASDF.
2.	I-SMF obtains EDI for local network, as described in clause 6.1.3.d.
3.	I-SMF invokes Neasdf_DNSContext_Update, including I-SMF address and the updated DNS message handling rules based on the EDI for local network.
24.	SMF sends the endpoint address of I-SMF to PCF via Npcf_SMPolicyControl_Update service, as well as the indication of supporting local handling of Edge Computing from SM subscription data.
The following steps 3-45-6 will be performed when traffic offload policy (e.g. forwarding local traffic to the L-PSA)or edge computing related policy is to be updated.
35.	When PCF gets the I-SMF address and the indication of supporting local handling of Edge Computing, PCF based on the DNN/S-NSSAI, or local configuration, may send policy container to SMF by invoking Npcf_PolicyAuthorization_Update service. The traffic offload policy or edge computing related policy is encapsulated in the policy container, as described in clause 6.1.3.b.
Editor's note:	How to update the step 3 to support the PCF and I-SMF communication is FFS.
46.	The SMF forwards the policy container transparently to I-SMF via Nsmf_PDUSession_Update service. The I-SMF performs EAS (re)discovery and UPF (re)selection based on the traffic offload policy or edge computing.
Editor's note:	How to support the DNS message handling in this solution is FFS.
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Figure 6.1.3.b-1: Procedure of processing AF requests for offloading policy create/update for I-SMF
1-4. Steps 1-4 of the procedure is the same as steps 1-4 of clause 4.3.6.2 of TS 23.502 [3], with the following change:
-	AF provides requested policy related parameters with the indication for Local DN (in step 1-2). And the requested policy related parameters and the indication for L-DN is stored in UDR(in step 3a) and sent to PCF(in step 4).
5.	If received the indication for L-DN, the PCF puts the traffic offload policy into a container and send to SMF.
6.	The SMF forwards the policy container transparently to I-SMF via Nsmf_PDUSession_Update service, in order to achieve that the L-DN related traffic offloading policy do not impact the SMF.

6.1.3.c	EDI for local network Management in the I-SMF
The EDI for local network provisioned from AF to 5GC, i.e. UDR, is same as the procedure defined in clause 6.2.3.4.2 of TS 23.548 [5]. 
The I-SMF subscribes to EDI for local network Change Notification from the NEF using the procedure same as one defined in clause 6.2.3.4.3 of TS 23.548 [5].NEF
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[bookmark: _Toc151529483][bookmark: _Toc151529373][bookmark: _Toc160520982][bookmark: _Toc161389064][bookmark: _Toc148441680]6.1.4	Impacts on existing services, entities and interfaces
I-SMF:
-	Handling the edge computing related traffic to be offloaded into local DN, EDI management, DNS message handling rules configuration or update, and UL CL/BP or L-PSA insertion. and control the edge computing handling for ULCL/BP,
-	Receiving the policy from PCF.
-	Receiving EDI for local network directly from NEF.
SMF:
-	Determining the target DNAI and triggering AMF to do the I-SMF selection and insertion based on the EAS information received from the EASDF.
-	Forwarding traffic offload policy or edge computing related policy transparently to I-SMF.
-	Forwarding EDI for local network transparently to I-SMF.
PCF:
-	Providing traffic offload policy or edge computing related policy in policy container and sending to I-SMF.
NEF:
-	Sending EDI for local network to I-SMF.

End of CHANGE
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1. Steps 1-10 of Addition of PDU Session Anchor and Branching Point or UL CL controlled by I-SMF procedure, clause 4.23.9.1 of TS 23.502
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