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[bookmark: _Toc58920638][bookmark: _Toc162413314][bookmark: _Toc162413372]6.1.2	5GC-MT-LR Procedure for the commercial location service
Figure 6.1.2-1 illustrates the general network positioning requested by the LCS clients, the AF or the NF (e.g. NWDAF). In this scenario, it is assumed that the target UE may be identified using an SUPI or GPSI. This procedure is applicable to a request from an LCS client, an NF or an AF for a current location of the target UE, and it is assumed that
-	Privacy verification may be required for the location service request;
-	The LCS client, or the AF or NF needs to be authorised to use the location service.


[bookmark: _CRFigure6_1_21]Figure 6.1.2-1: 5GC-MT-LR Procedure for the commercial location services
1.	The LCS Client, the NF or the AF (via NEF) sends a request to the (H)GMLC for a location and optionally a velocity for the target UE which may be identified by an GPSI or an SUPI. The request may include the required QoS, supported GAD shapes and other attributes. (H)GMLC (for 1a, 1c) or NEF (for 1b) authorizes the LCS Client, the NF or the AF for the usage of the LCS service. If the authorization fails, step 2-23 are skipped and (H)GMLC (for 1a, 1c) or NEF (for 1b) responds to the LCS Client, the NF or the AF the failure of the service authorization in step 24. In some cases, the (H)GMLC derives the GPSI or SUPI of the target UE and possibly the QoS from either subscription data or other data supplied by the LCS Client, the NF or the AF.
	The LCS request may carry also the Service Identity (see TS 22.071 [2]) and the Codeword and the service coverage information. The (H)GMLC may verify that the Service Identity received in the LCS request matches one of the service identities allowed for the LCS client or AF. If the service identity does not match one of the service identities for the LCS client or AF, the (H)GMLC shall reject the LCS request. Otherwise, the (H)GMLC can map the received service identity in a corresponding service type.
	The LCS service request may include a scheduled location time if a current location of the UE is required at a specific time in the future.
	The LCS service request may include integrity requirements including Time-to-Alert (TTA), Target Integrity Risk (TIR) and Alert Limit(AL). Definitions of these parameters are specified in TS 38.305 [9].
NOTE 1:	In this release of specification, integrity requirements are for GNSS integrity and RAT-dependent integrity. The applicable positioning methods for RAT-dependent integrity are specified in TS 38.305 [9].
	If the LCS service request contains the pseudonym of the target UE and the (H)GMLC cannot resolve the PMD address from the pseudonym, the (H)GMLC itself determines the verinym (GPSI or SUPI) of the target UE. If the (H)GMLC can resolve the address of PMD from the pseudonym, the HGMLC requests the verinym from its associated PMD. If (H)GMLC is not able to obtain the verinym of the target UE, the (H)GMLC shall cancel the location request.
	If a scheduled location time is not included and the requested type of location is "current or last known location" and the requested maximum age of location information is available, the (H)GMLC verifies whether it stores the previously obtained location estimate of the target UE. If the HGMLC stores the location estimate and timestamp of the location estimate (if available) and the location estimate satisfies the requested accuracy and the requested maximum age of location, the (H)GMLC checks the result of the privacy check at step 2. If the result of the privacy check for call/session unrelated class is "Location allowed without notification" then steps 3-23 may be skipped.
1b-1	AF sends the Nnef_EventExposure_Subscribe to the NEF.
1b-2	The NEF identifies based on the QoS attribute received from the location request that higher than cell-ID level location accuracy is required and invokes the Ngmlc_Location_ProvideLocation_Request service operation to the (H)GMLC, which contains the attributes received from the AF request. The NEF may also invoke the Ngmlc_Location_ProvideLocation_Request service operation to the (H)GMLC for lower than cell-ID location accuracy as an implementation option or if a scheduled location time is included.
1c.	The NF (e.g. NWDAF) invokes the Ngmlc_Location_ProvideLocation service operation to the (H)GMLC.
	If location is required for more than one UE, the steps following below may be repeated and in that case the NEF or HGMLC receiving location request, shall verify whether the number of Target UEs in the Nnef_EventExposure_Subscribe, Ngmlc_Location_ProvideLocation or LCS request is equal to or less than the Maximum Target UE Number of the LCS client. If Maximum Target UE Number is exceeded, the NEF or HGMLC shall reject the Nnef_EventExposure_Subscribe, Ngmlc_Location_ProviceLocation or LCS request, the steps 2-23 are skipped, and then GMLC respond to the client with proper error cause in the step 24.
NOTE 2:	If cell-ID level or lower than cell-ID level location accuracy is required in the location request, the NEF may invoke an Namf_EventExposure_Subscribe service operation to subscribe location event reporting from the AMF for the target UE as further described in clause 6.5.
2.	The (H)GMLC invokes a Nudm_SDM_Get service operation towards the UDM of the target UE to get the privacy settings of the UE identified by its GPSI or SUPI. The UDM returns the target UE Privacy setting of the UE. The (H)GMLC checks the UE LCS privacy profile. If the target UE is not allowed to be located, steps 3-23 are skipped. The UDM may also reply (H)GMLC with an LPHAP indication, if stored in the UE LCS subscriber data.
3.	The (H)GMLC invokes a Nudm_UECM_Get service operation towards the UDM of the target UE with GPSI or SUPI of this UE. The UDM returns the network addresses of the current serving AMF and additionally the address of a VGMLC (for roaming case). If the location request is an immediate location request, the (H)GMLC checks the country codes of the serving node addresses. If the (H)GMLC finds the current AMF is out of the service coverage of the (H)GMLC, the (H)GMLC returns an appropriate error message to the LCS client, the NF or the AF (via NEF).
	GMLC may determine the LMF ID based on the LCS data for an LCS Client/AF. In case a group ID is provided or derived from the location request, GMLC determines the LMF ID based on the provisioned Group ID.
	GMLC may be configured with an LMF ID, irrelevant to any LCS client/AF. When the GMLC receives a MT location request from LCS client/AF, GMLC determines the LMF ID for all LCS client/AF.
NOTE 3:	The UDM is aware of the serving AMF address at UE registration on an AMF as defined in clause 4.2.2.2.2 of TS 23.502 [19]. The UDM is aware of a serving VGMLC address at UE registration on an AMF as defined in clause 4.2.2.2.2 of TS 23.502 [19].
NOTE 4:	The HGMLC can also query the HSS of the target UE for a serving MME address as described in clause 9.1.1 of TS 23.271 [4]. The EPC-MT-LR procedure described in clause 9.1.15 of TS 23.271 [4], excluding the UE availability event, may then be performed instead of steps 4-23, e.g. if the HSS returns an MME address but the UDM does not return an AMF address.
4.	For a non-roaming case, this step is skipped. In the case of roaming, the HGMLC may receive an address of a VGMLC (together with the network address of the current serving AMF) from the UDM in step 3, otherwise, the HGMLC may use the NRF service in the HPLMN to select an available VGMLC in the VPLMN, based on the VPLMN identification contained in the AMF address received in step 3. The HGMLC then sends the location request to the VGMLC by invoking the Ngmlc_Location_ProvideLocation service operation towards the VGMLC. In the cases when the HGMLC did not receive the address of the VGMLC, or when the VGMLC address is the same as the HGMLC address, or when both PLMN operators agree, the HGMLC sends the location service request message to the serving AMF. In this case, step 4 is skipped. If the result of privacy check indicates that the verification based on current location is needed, the HGMLC shall send a location request to the VGMLC (in the case of roaming) or to the AMF (in the case of non-roaming) indicating "positioning allowed without notification" and VGMLC shall invoke an Namf_Location_ProvidePositioningInfo Request service operation towards the AMF at step 5. H-GMLC also provides the LCS client type of AF, if received in step 41b‑2, or LCS client type of LCS client and other attributes to be sent to AMF in step 5.
5.	In the case of roaming, the VGMLC first authorizes that the location request is allowed from this HGMLC, PLMN or from this country. If not, an error response is returned. The (H)GMLC or VGMLC invokes the Namf_Location_ProvidePositioningInfo service operation towards the AMF to request the current location of the UE. The service operation includes the SUPI, the client type and may include the required LCS QoS, supported GAD shapes, scheduled location time, service type and other attributes as received or determined in step 1. If received in step 2, the (H)GMLC or VGMLC provides the LPHAP indication to the AMF.
	To support location service in PNI-NPN with signalling optimisation, the H-GMLC also includes a contact address (Notification Target Address, e.g. a URI) and a Notification Correlation ID, which is used by LMF to provide location determination to H-GMLC directly.
NOTE 5:	The location request forwarded at step 4 and step 5 may also carry the result of the privacy check in step 2 which may include a codeword provided by the LCS Client or AF and an indication of a privacy related action as described in clause 5.4.
6.	If the UE is in CM IDLE state, the AMF initiates a network triggered Service Request procedure as defined in clause 4.2.3.3 of TS 23.502 [19] to establish a signalling connection with the UE.
	If signalling connection establishment fails, step 7-13 are skipped and the AMF answers to the GMLC in step 14 with the last known location of the UE (i.e. Cell ID) together with the age of this location.
7.	If the indicator of privacy check related action indicates that the UE must either be notified or notified with privacy verification and if the UE supports LCS notification (according to the UE capability information), a notification invoke message is sent to the target UE, indicating the identity of the LCS client and the , service type (if that is both supported and available) and whether privacy verification is required.
8.	The target UE notifies the UE user of the location request and, if privacy verification was requested, waits for the user to grant or withhold permission. The UE then returns a notification result to the AMF indicating, if privacy verification was requested, whether permission is granted or denied for the current LCS request. If the UE user does not respond after a predetermined time period, the AMF shall infer a "no response" condition. The AMF shall return an error response in step 14 and if roaming VGMLC in step 15 to the HGMLC if privacy verification was requested and either the UE user denies permission or there is no response with the indication received from the (H)GMLC indicating barring of the location request and steps 10~13 are skipped.
	The notification result may also indicate the Location Privacy Indication setting for subsequent LCS requests; i.e whether subsequent LCS requests, if generated, will be allowed or disallowed by the UE. The Location Privacy Indication may also indicate a time for disallowing the subsequent LCS requests.
9.	The AMF invokes the Nudm_ParameterProvision_Update (LCS privacy) service operation to store in the UDM the Location Privacy Indication information received from the UE. The UDM may then store the updated UE privacy setting information into the UDR as the "LCS privacy" Data Subset of the Subscription Data.
10-13.	Step 10-13 are the same as steps 6-9 defined in clause 6.1.1 with the addition that LMF can also perform 6.11.4 as positioning procedure and service type may be indicated towards the LMF and the exception that the LMF may determine the UE location in local coordinates or geographical co-ordinates or both. If the supported GAD shapes is not received in step 11 or Local Co-ordinates is not included in the supported GAD shapes, the LMF shall determine a geographical location. If a scheduled location time is provided at step 5, steps 11 and 12 include the following additional differences.
11.	The AMF includes the scheduled location time in the Nlmf_Location_DetermineLocation service operation sent towards the LMF. If received in step 5, the AMF provides the LPHAP indication to the LMF.
	If H-GMLC contact address is received in step 5, AMF also includes the H-GMLC contact address and the Notification Correlation ID in the Nlmf_Location_DetermineLocation service operation and sends towards the LMF.
	Based on UE user plane positioning capabilities, if the target UE supports the UE user plane positioning capability for LCS-UPP, the AMF shall provide the SUPI and/or GPSI of the target UE (see TS 29.572 [12]) as UE identity in the Nlmf_Location_DetermineLocation Request.
NOTE 6: In this case, the AMF ensures that a consistent UE identity is used for a particular LMF by implementation.
12.	If received in step 11 of the LPHAP indication, the LMF may determine an appropriate positioning method by taking into account the LPHAP indication. When sending a location request to the UE, the LMF may include the scheduled location time.
NOTE 76:	If integrity requirements are received in step 11, LMF may determine to use GNSS positioning method and RAT-dependent positioning method. The applicable positioning methods for RAT-dependent integrity are specified in TS 38.305 [9].
NOTE 87:	LMF does not deliver the scheduled location time to NG-RAN as part of step 12.
NOTE 98:	The LMF may send a location request to the UE at step 12 containing the scheduled location time sometime before the scheduled location time to allow the UE to enter CM Connected state shortly before the scheduled location time.
If H-GMLC contact address and the Notification Correlation ID is received in step 11, the LMF responds to AMF in the Nlmf_location_determineLocation Response to indicate that the location determination will be sent directly to GMLC. In this case, the LMF determines to use local AMF for obtaining Non-UE Associated Network Assistance Data, as described in clause 6.11.3.
When LMF determines the UE location, it executes the step 28 as described in clause 6.3.1.
14.	The AMF returns the Namf_Location_ProvidePositioningInfo Response towards the (V)GMLC (or HGMLC for roaming when the NL3 reference point is not supported) to return the current location of the UE. The service operation includes the location estimate, its age and accuracy and may include information about the positioning method and the timestamp of the location estimate.
	If indicated in step 13 that the location determination will be sent directly to GMLC, AMF responds to GMLC with Namf_location_providePositioningInfo Response to indicate that GMLC will receive the location from LMF directly.
15.	In the case of roaming, the VGMLC forwards the location estimation of the target UE, its age, its accuracy and optionally the information about the positioning method received at step 14 to the HGMLC. For non-roaming scenario, this step is skipped.
16.	If the privacy check in step 2 indicates that further privacy checks are needed, the (H)GMLC shall perform an additional privacy check in order to decide whether the (H)GMLC can forward the location information to the LCS client or AF or send a notification if the result of the privacy check requires the notification and verification based on current location. One example when this additional privacy check is needed is when the target UE user has defined different privacy settings for different geographical locations. When an additional privacy check is not needed, the (H)GMLC skips steps 17-23.
17.	If the result of privacy checks in step 16 indicates that the notification (and verification) based on current location is needed, and in the case of roaming, the (H)GMLC shall send a location request to the VGMLC with location type indicating "notification only".
18.	The (H)GMLC or VGMLC invokes the Namf_Location_ProvidePositioningInfo service operation towards the AMF to request notification (and verification) based on current location.
19.	If the UE is in CM IDLE state, the AMF initiates a network triggered Service Request procedure as defined in clause 4.2.3.3 of TS 23.502 [19] to establish a signalling connection with the UE.
20.	If the indicator of privacy check related action indicates that the UE must either be notified or notified with privacy verification and if the UE supports LCS notification, the AMF sends a notification invoke message to the target UE, indicating the identity of the LCS client and the service type (if that is both supported and available) and whether privacy verification is required.
21.	Step 21 is the same as step 8.
22.	The AMF returns the Namf_Location_ProvidePositioningInfo Response towards the (V)GMLC (or HGMLC for roaming when the NL3 reference point is not supported) with an indication of the result of notification and verification procedure performed in steps 20-21.
23.	In the case of roaming, the VGMLC forwards an indication of the result of notification and verification procedure to the HGMLC. For non-roaming scenario, this step is skipped.
24.	The (H)GMLC sends the location service response to the LCS Client, the NF or the AF (via the NEF) if the target UE is allowed to be located by the LCS Client, the NF or the AF. Accordingly, NEF invokes Nnef_EventExposure_Notify or sends Nnef_EventExposure_Subscribe Response to the AF. If the location request from the LCS Client contained the pseudonym and the (H)GMLC resolved the verinym from the pseudonym in step 1, the (H)GMLC shall use the pseudonym of the target UE in the location response to the external LCS client. If the external LCS client or AF requires it, the (H)GMLC may first transform the universal location co-ordinates provided by the AMF into some local geographic reference system. The (H)GMLC may record charging information both for the LCS Client or AF and inter-network revenue charges from the AMF's network. The location service response from the (H)GMLC to the LCS Client, the NF or the AF may contain the information about the positioning method used and the indication whether the obtained location estimate satisfies the requested accuracy or not. If in step 2, step 15, step 16 or step 23 the (H)GMLC identifies that the target UE is not allowed to be located by the LCS Client, the NF or the AF, it rejects the LCS service request, and optionally indicate in the response the reason of the rejection, i.e. the target UE is not allowed to be located. If the LCS QoS Class is Assured and (H)GMLC detects that requested accuracy is not achieved, the (H)GMLC sends error response including failure cause.
* * * Second Change * * * 
[bookmark: _Toc162413317]6.2	5GC-MO-LR Procedure
Figure 6.2-1 illustrates the general network positioning requested by the UE to the serving PLMN for obtaining the location related information of itself or just assistance data.


[bookmark: _CRFigure6_21]Figure 6.2-1: 5GC-MO-LR Procedure
1)	If the UE is in CM-IDLE state, UE instigates the UE triggered Service Request as defined in clause 4.2.3.2 of TS 23.502 [19] in order to establish a signalling connection with the AMF.
2)	The UE sends an MO-LR Request message included in a UL NAS TRANSPORT message. The MO-LR Request may optionally include up to three LPP positioning message(s). Different types of location services can be requested: location estimate of the UE, location estimate of the UE to be sent to an LCS client or AF, or location assistance data. If the UE is requesting its own location or that its own location be sent to an LCS client or AF, this message carries LCS requested QoS information (e.g. accuracy, response time, LCS QoS Class), the requested maximum age of location, the requested type of location (e.g. "current location", "current or last known location") and, optionally for a current location, a scheduled location time. If the UE is requesting that its location be sent to an LCS client, the message shall include the identity of the LCS client or the AF, and may include the address of the GMLC through which the LCS client or AF (via NEF) should be accessed. In addition, a Service Type indicates which MO-LR service of the LCS Client is requested by the UE may be included. The message also may include a pseudonym indicator to indicate a pseudonym should be assigned by the network and transferred to the LCS Client as the UE's identity. The message may also include integrity requirements including Time-to-Alert (TTA), Target Integrity Risk (TIR) and Alert Limit(AL). Definitions of these parameters are specified in TS 38.305 [9].
NOTE 1:	In this release of specification, integrity requirements are for GNSS integrity and RAT-dependent integrity. The applicable positioning methods for RAT-dependent integrity are specified in TS 38.305 [9].
	If the UE is instead requesting location assistance data, the embedded LPP message specifies the type of assistance data and the positioning method for which the assistance data applies.
	For an LCS 5GC-MO-LR requesting location transfer to an LCS Client or AF, the AMF shall assign a GMLC address, i.e. VGMLC address, which is stored in the AMF. If a VGMLC address is not available, the AMF may reject the location request. The AMF verifies the subscription profile of the UE and decides if the requested service is allowed or not by checking the Mobile Originated data retrieved from UDM during the UE Registration Procedure, as defined in clause 4.2.2.2.2 of TS 23.502 [19].
	If the requested type of location is "current or last known location" and the requested maximum age of location information is available, the AMF verifies whether it stores the previously obtained location estimate and related timestamp (if available) of the target UE. If the AMF stores the location estimate and the related timestamp (if available) and the location estimate satisfies the requested accuracy and the requested maximum age of the location, the AMF skips steps 3 - 6.
3)	The AMF selects an LMF as described in clause 5.1. AMF may be configured locally a mapping table of UE identity e.g. MSISDN and LMF address. When receiving a MO-LR, AMF determines LMF based on local configuration or by retrieving from UDM in the UE LCS subscriber data. If the AMF is aware that the UE is served by a MBSR, it would select the LMF that can support the MBSR handling.
4)	The AMF invokes the Nlmf_Location_DetermineLocation service operation towards the LMF. The service operation includes an LCS Correlation identifier, the serving cell identity, the client type, an indication whether a location estimate, or location assistance data is requested, UE Positioning Capability if available, a list of MO-LR subscribed assistance data and any embedded LPP message(s) in the MO-LR Request. If the UE's location is requested, the service request may include an indication if UE supports LPP, the requested QoS, Supported GAD shapes and any scheduled location time. If location assistance data is requested, the embedded LPP message(s) will convey the requested types of location assistance data. If any of the procedures in clause 6.11.1 or 6.11.2 are used the service operation includes the AMF identity. Once an AMF has selected an LMF it must continue to use that LMF for the duration of the session.
	To support location service in PNI-NPN with signalling optimisation, the AMF also includes a contact address (Notification Target Address, e.g. a URI) and a Notification Correlation ID, which is used by LMF to provide location determination to H-GMLC directly.
	If the AMF is aware that the UE is served by a MBSR, it provides the indication to the LMF.
	Based on UE user plane positioning capabilities, if the target UE supports the UE user plane positioning capability for LCS-UPP, the AMF shall provide the SUPI and/or GPSI of the target UE(see TS 29.572 [12]) as UE identity in the Nlmf_Location_DetermineLocation Request.
NOTE 2: In this case, the AMF ensures that a consistent UE identity is used for a particular LMF by implementation.
NOTE 32:	If the UE is requesting its own location, AMF does not indicate support of a GAD shape for local co-ordinates, see TS 23.032 [8].
5)	If the UE is requesting its own location, the actions described in clause 6.11 are performed together with the actions described for step 12 in clause 6.1.2 if a scheduled location time is present. If the UE is instead requesting location assistance data, the LMF transfers this data to the UE as described in clause 6.11.1. The LMF determines the exact location assistance data to transfer according to the type of data specified by the UE, the UE location capabilities, the MO-LR subscribed assistance data and the current cell.
	If the LMF is informed that the UE is served by a MBSR, the LMF may perform the operation of clause 6.1.4 step 5 to step 7, or step 8 to step 10, to obtain the MBSR location information. The LMF will take the MBSR location into account when determining the UE's location.
If H-GMLC contact address and the Notification Correlation ID is received in step 11, and the LMF determines to use local AMF for obtaining Non-UE Associated Network Assistance Data, as described in clause 6.11.3, the LMF responds to AMF in the Nlmf_location_determineLocation Response to indicate that the location determination will be sent directly to GMLC.
	When LMF determines the UE location, it executes the step 28 as described in clause 6.3.1.
NOTE 3:	If integrity requirements are received in step 4, LMF may determine to use GNSS positioning method and RAT-dependent positioning method. The applicable positioning methods for RAT-dependent integrity are specified in TS 38.305 [9].
6)	When a location estimate best satisfying the requested QoS has been obtained or when the requested location assistance data has been transferred to the UE, the LMF returns the Nlmf_Location_DetermineLocation Response towards the AMF. The service operation includes the LCS Correlation identifier, the location estimate, if this was obtained, its age and accuracy and may include information about the positioning method.
	If a location estimate was not successfully obtained, or if the requested location assistance data could not be transferred successfully to the UE, a failure cause is included in the service operation.
	The service operation may also include the UE Positioning Capability if the UE Positioning Capability is received in step 5 including an indication that the capabilities are non-variable and not received from AMF in step 4.
	If the UE is requesting location assistance data, steps 7 to 12 are skipped.
7)	If the location estimate was successfully obtained, the AMF invokes the Ngmlc_Location_LocationUpdate service operation towards to the VGMLC assigned in the step 2. The service operation carries the identity of the UE, the event causing the location estimate (5GC-MO-LR) and the location estimate, its age, obtained accuracy indication and the LCS QoS Class requested by the target UE. In addition, the service operation may include the pseudonym indicator, the identity of the LCS Client, AF ID, the GMLC address, the timestamp of the location estimate and the Service Type specified by the UE, if available.
8)	If the UE did not request transfer of its location to an LCS Client or AF in step 2, steps 8 to 11 are skipped. If the VGMLC is same NF instance as HGMLC this step is skipped. Otherwise VGMLC invokes the Ngmlc_Location_LocationUpdate service operation towards to the HGMLC (the VGMLC may query the NRF to obtain the address of the HGMLC) including the information received from the AMF.
9a)	If the pseudonym indicator is included in the MO-LR Location Information, the HGMLC assigns a pseudonym to the UE. If the identified LCS Client is not accessible by the HGMLC, step 9a and step 10a are skipped. Otherwise the GMLC transfers the location information to the LCS client, carrying the identity or the pseudonym of the UE, the event causing the location estimate (5GC-MO‑LR), the Service Identity, if available, and the location estimate, the timestamp of the location estimate (if available) and its age, in accordance with the LCS QoS Class requested by the target UE. If the UE requested LCS QoS class was Assured, GMLC sends the result to the LCS client only if the result has been indicated to fulfil the requested accuracy. If the UE requested LCS QoS class was Best Effort, GMLC sends whatever result it received to the LCS client with an appropriate indication if the requested accuracy was not met.
NOTE 4:	The HGMLC maps any Service Type Identity received in step 8 into a Service Identity.
9b-1)	If the AF ID is included in step 1, the HGMLC assigns the NEF address based on local configuration or via NRF and invokes Ngmlc_Location_LocationUpdateNotify service request towards the NEF, carrying the AF ID. The location information parameters sent within this service operation are same as the step 9a except that no pseudonym is included.
9b-2)	If the identified AF is not accessible by the NEF, step 9b-2 and step 10b-1 are skipped. Otherwise, the NEF transfer the location information to the identified AF by invoking the Nnef_Location_LocationUpdateNotify service.
10a)	If the LCS Client does not support MO-LR (for temporary or permanent reasons) or cannot handle the location estimate of the UE, e.g. the LCS Client does not know the Service Identity, or the UE does not register to the LCS Client, the LCS Client has no corresponding data of the UE, the LCS Client shall return the Location Information ack message to the HGMLC with a suitable error cause. Otherwise, the LCS Client handles the location estimate according to the Service Identity, sends the GMLC or the HGMLC the Location Information ack message signalling that the location estimate of the UE has been handled successfully.
10b-1)	If the AF cannot handle the location estimate of the UE, e.g. the UE does not register to the AF, the AF has no corresponding data of the UE, the AF shall respond to the Nnef_Location_LocationUpdateNotify service request with a suitable error cause. Otherwise, the AF handles the location estimate according to the Service Identity and respond to the Nnef_Location_LocationUpdateNotify service request indicating that the location estimate of the UE has been handled successfully.
10b-2)	The NEF sends a Ngmlc_Location_LocationUpdateNotify service response towards the HGMLC with the outcome of the operation.
11)	If the VGMLC is same NF instance as HGMLC this step is skipped. If the identified LCS Client or AF is not accessible, the HGMLC sends a Ngmlc_Location_LocationUpdate service response to VGMLC with an appropriate error cause. Otherwise, the response shall include an acknowledgement. The message shall specify whether the location estimate of the UE has been handled successfully by the identified LCS Client or AF, and if not, the corresponding error cause obtained in step 10. In addition, the HGMLC may record charging information both for the UE and inter-working revenues charges.
12)	If the VGMLC receives the MO-LR Location Information Acknowledgement from the HGMLC, if the identified LCS Client or AF is not accessible, the VGMLC sends a Ngmlc_Location_LocationUpdate service response to AMF with an appropriate error cause. Otherwise, the response shall include an acknowledgement. The message shall specify whether the location estimate of the UE has been handled successfully by the identified LCS Client or AF, and if not, the corresponding error cause obtained in step 9 or 10. In addition, the VGMLC may record charging information both for the UE and inter-working revenue charges.
	If the VGMLC receives Ngmlc_Location_LocationUpdate Request from the AMF and it is not required to send to any LCS Client or AF, the VGMLC may record charging information for the UE and response the Ngmlc_Location_LocationUpdate Request to the AMF.
13)	The AMF sends an MO-LR Response message included in a DL NAS TRANSPORT message. If the UE is requesting its own location, the response carries any location estimate requested by the UE and the timestamp of the location estimate (if available) including the indication received from LMF whether the obtained location estimate satisfies the requested accuracy or not, or an indicator whether a location estimate was successfully transferred to the identified LCS client or AF. If the location estimate was successfully transferred to the identified LCS Client or AF, the MO-LR Response message shall specify whether the location estimate of the UE has been handled successfully by the identified LCS Client or AF, and if not, the corresponding error cause obtained in step 13. In addition, AMF may record charging information.

* * * Third Change * * * 
6.18.1	LMF initiated User Plane Connection
LMF may trigger the user plane connection establishment after receiving a location request from AMF if target UE does not have user plane connection with LMF. AMF may subscribe from LMF the status of LCS user plane connection for the target UE, using a Nlmf_Location_UP Subscribe message if the UE supports user plane positioning. Figure 6.18.1-1 shows a procedure triggered by LMF to support positioning over the user plane connection between UE and LMF.

[bookmark: _MON_1773233716]
[bookmark: _CRFigure6_18_11]Figure 6.18.1-1: Positioning via a User Plane Connection between UE and LMF initiated by LMF
NOTE 1:	User Plane protocol (LCS-UPP) to support generic transport between the UE and the LMF is defined in TS 24.572 [48].
1.	Based on UE user plane positioning capability, control plane congestion status (e.g. AMF load status) and other implementation factors, LMF decides whether to use the positioning procedure via a user plane connection between UE and LMF.
	LMF may invoke Nnrf_NFDiscovery service operation to retrieve control plane congestion status (e.g. AMF load information). LMF may also invoke Nnrf_NFManagement_NFStatusSubscribe service to subscribe specific AMF load information. Based on AMF load information, LMF may determine to use user plane positioning, if there is available user plane connection between UE and LMF.
	Steps 2-7 are skipped if there is already a user plane connection context of the target UE in LMF and LMF determines to utilize the user plane connection for positioning.
NOTE 2:	LMF can select user plane positioning for specific positioning methods (e.g. motion sensor-based method) and it is based on implementation and local configuration to determine which positioning method requires user plane transport.
NOTE 3:	The procedure can also be triggered when LMF receives a location request from AMF via control plane signalling as defined in clause 6.1 and clause 6.3.
2.	[Conditional] If LMF decides to utilize user plane for positioning and there is no established secure user plane connection between the UE and LMF, LMF invokes Namf_communication_N1N2MessageTransfer service operation to send the user plane information to AMF in a NAS container to indicate UE to utilize user plane over TLS for positioning. The user plane information includes the user plane positioning address of the LMF, security related information. The LMF allocates an ID i.e. the LCS UP connection ID to be used to associate the user plane connection to be established with the target UE and includes this LCS UP connection ID in the user plane information. The LMF associates the target UE identity (SUPI and/or GPSI) with this LCS UP connection ID.
NOTE 4:	Security mechanism to support user plane positioning is defined in Annex Q.2 of TS 33.501 [50].
3.	[Conditional] When AMF receives the user plane information from LMF in step 2, AMF sends it to UE via a DL NAS TRANSPORT message.
4.	[Conditional] If there is no established applicable PDU session for the user plane positioning, the UE uses the URSP as defined in TS 23.503 [41] which includes user plane positioning related PDU session parameters, e.g. a dedicated DNN and S-NSSAI, to establish the PDU session for user plane positioning. UE may send an acknowledgement to LMF through AMF to indicate a success of utilization of a user plane connection for positioning service or a failure to utilize the user plane connection, e.g. no suitable PDU session established.
5.	[Conditional] AMF sends the acknowledgement received in step 4 to the LMF via Namf_N1messageNotify service.
6.	Void.
7.	[Conditional] UE establishes a secured user plane connection with LMF. If LMF send its FQDN to the UE, a DNS server/resolver is used to resolve the IP address of LMF (e.g. EASDF or local DNS for local LMF address resolution). After the secured user plane connection been established successfully, the UE sends the LCS UP connection ID received in step 3 to LMF via the secured user plane connection to enable LMF to perform the correlation of the UE with the secured user plane connection.
8.	[Conditional] LMF indicates AMF in the Nlmf_Location_UPNotify message that user plane connection between the UE and LMF has been established.
9.	[Conditional] The AMF stores the LCS-UP connection context as part of UE context.
10.	If LMF or UE determines to utilize the user plane connection for positioning and the secure user plane connection is established, LPP messages are transferred between UE and LMF for UE based positioning, UE assisted positioning and delivery of assistance data. Supplementary services messages including event report messages, periodic triggered invoke messages and MS cancel deferred location messages may also be transferred between LMF and UE via the established user plane connection.
* * * Fourth Change * * * 
[bookmark: _CR6_18_2][bookmark: _Toc162413373]6.18.2	UE initiated User Plane Connection
UE may trigger the user plane connection establishment if the UE does not have user plane connection with LMF. Figure 6.18.2-1 shows a procedure triggered by UE to support positioning over the user plane connection between UE and LMF.


[bookmark: _CRFigure6_18_21]Figure 6.18.2-1: Positioning via a User Plane Connection between UE and LMF, initiated by UE
1.	UE sends a user plane establishment request to AMF via NAS Message, if UE decides to request a user plane connection for upcoming positioning requests.
2.	[Conditional] If the UE is authorized based on UE Subscription to use the user plane positioning, AMF selects an LMF which capable to establish a user plane session for positioning with the UE. AMF may either query the NRF or based on local configuration to discover and select a proper LMF.
3.	[Conditional] The AMF sends a Nlmf_Location_UPConfig Request towards LMF to request set up of an LCS-UP connection. The AMF shall include the target UE identity (see TS 29.572 [12]) (SUPI and/or GPSI) in the request.
4.	[Conditional] If LMF accept to utilize user plane for positioning and there is no established secure user plane connection between the UE and LMF, LMF sends a user plane information to AMF to indicate UE to accept and utilize user plane for positioning. The user plane information includes the user plane positioning address of the LMF, security related information. The LMF allocates a LCS UP connection ID to associate the user plane connection to be established with the target UE and includes the LCS UP connection ID in the user plane information. The LMF associates the target UE identity (SUPI and/or GPSI) with the LCS UP connection ID.
5.	[Conditional] When AMF receives the user plane information from LMF in step 4, AMF forwards it to UE via a DL NAS TRANSPORT message.
6    [Conditional] If there is no established secure user plane connection, UE establishes a secured user plane connection with LMF. UE uses the user plane positioning address of the LMF, together with the information in the URSP, to determine the PDU session parameters including DNN+S-NSSAI. UE uses the PDU session parameter to establish PDU session. When SMF receives the request, it selects a proper UPF based on the DNN+S-NSSAI, and establishes the connection between the UPF and LMF. 
	 After the secured user plane connection has been established successfully, the UE sends the LCS UP connection ID received in step 4 to LMF via the secured user plane connection to enable LMF to perform the correlation of the UE with this secured user plane connection.
7.	[Conditional] LMF responds to AMF that user plane connection between the UE and LMF has been established.
8.	[Conditional] The AMF stores the LCS-UP connection context as part of UE context
9.	[Conditional] After the secure user plane connection is established, if LMF determines to utilize the user plane connection for positioning after receiving a positioning request from AMF, or UE determines to utilize the user plane connection for positioning, LPP messages are transferred between UE and LMF for UE based positioning, UE assisted positioning and delivery of assistance data. Supplementary services messages including event report messages, periodic triggered invoke messages and MS cancel deferred location messages may also be transferred between LMF and UE via the established user plane connection.
[bookmark: _CR6_18_3]* * * Fifth Change * * * 
[bookmark: _Toc162413406][bookmark: _Toc58920686]8.3.2.2	Nlmf_Location_DetermineLocation service operation
Service operation name: Nlmf_Location_DetermineLocation
Description: Provides UE location information to the consumer NF.
NOTE:	For deferred location request, this service operation is used to implicitly subscribe to the notification of the UE location information.
Input, Required: Client Type, LCS Correlation Identifier.
Input, Optional: Serving cell identifier of the Primary Cell in the Master RAN node and the Primary Cell in the Secondary RAN node when available based on Dual Connectivity scenarios if the UE is using 3GPP access, required Location QoS instance(s), Supported GAD shapes, target UE identity (see clause 6.1.6.2.2, TS 29.572 [12]), service type, indication of requiring reliable UE location information, AMF identity if a UE associated Namf_Communication service is to be invoked by LMF, Type of request for a 5GC-MO-LR, Embedded LPP message(s) for a 5GC-MO-LR (1-3 messages), subscribed assistance data for a 5GC-MO-LR, Deferred location type, Deferred location parameters, indication if UE supports LPP or not, UE connectivity state per access type, Notification Target Address, Notification Correlation ID, indication of UE geographical area determination for PLMN selection verification, UE Positioning Capability, UE User Plane Positioning Capabilities (the user plane positioning using LCS-UPP and/or the user plane positioning using SUPL [49]), Ranging/Sidelink Positioning Capability, TNAPId (see TS 29.571 [33]), TWAPId (see TS 29.571 [33]), Scheduled Location Time, request for user plane reporting to an LCS Client or AF, user plane address of an LCS Client or AF, user plane security information for an LCS Client or AF, cumulative event report timer, maximum number of user plane event reports to an LCS Client or AF, event report allowed area, reporting indication, UE unaware indication, LPHAP indication, the serving cell identity belongs to a MBSR indication, Additional ULI.
Output, Required: Success/Failure indication
Output, Optional: Geodetic Location, Local Location including Coordinate ID, Civic Location, Indoor/Outdoor indication, LOS/NLOS measurement indication, Position Methods Used (in the case of success indication provided), Serving LMF identification, Failure Cause (in the case of failure indication provided), achieved Location QoS Accuracy, UE geographical area where a PLMN is or is not allowed to operate, UE Positioning Capability, Ranging/Sidelink Positioning Capability, the timestamp of the Location, indication that the location determination will be sent directly to GMLC.
See clause 6.1, clause 6.2. clause 6.3.1 and clause 6.9.1 for examples of usage of this service operation.
* * * End of Changes * * * 
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