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	Reason for change:
	According to section 5.8.5.3 of TS 23.501, the Packet Detection Rule includes the outer header removal, listed below in Table 1-1 (copy from Table 5.8.5.3-1: Attributes within Packet Detection Rule in TS 23.501)

[bookmark: _CRTable5_8_5_31]Table 1-1: Attributes within Packet Detection Rule
	Attribute
	Description
	Comment

	Outer header removal
	Instructs the UP function to remove one or more outer header(s) (e.g. IP+UDP+GTP, IP + possibly UDP, VLAN tag), from the incoming packet.
	Any extension header shall be stored for this packet. 



[bookmark: _CRTable5_8_5_61]While in section 5.8.5.6 of TS 23.501, the Forwarding Action Rule includes the Outer header creation, listed below in Table 1-2 (copy from Table 5.8.5.6-1: Attributes within Forwarding Action Rule in TS 23.501)

Table 1-2: Attributes within Forwarding Action Rule
	Attribute
	Description
	Comment

	Outer header creation
(NOTE 3)
	Instructs the UP function to add an outer header (e.g. IP+UDP+GTP, VLAN tag), IP + possibly UDP to the outgoing packet.
	Contains the CN tunnel info, N6 tunnel info or AN tunnel info of peer entity (e.g. NG-RAN, another UPF, SMF, local access to a DN represented by a DNAI) (NOTE 8).
Any extension header stored for this packet shall be added.
The time stamps should be added in the GTP-U header if QoS Monitoring for packet delay is enabled for the traffic corresponding to the PDR(s).



So, it means that the Outer header creation and Outer header removal are not all in the FAR. 

But in the current specification of TS 23.548, for example, in section 6.3.3.1.1, some of the clarification says: 

Local PSA is configured by SMF to enforce the "Outer Header Creation" and "Outer Header Removal" as described in step 5. FARs "Outer Header Creation" and "Outer Header Removal" are reused for such an instruction from SMF to UPF.

It is not right that FAR containing both Outer header creation and Outer header removal. 

But, as indicated in section 7.5.2.3 of TS 29.244, in stage 3, the FAR includes the IP Address and Port Number Replacement for the dedicated support of replacing the source and destination IP address and Port Number of an (inner) IP packet: 

Table 7.5.2.3-2: Forwarding Parameters IE in FAR
	IP Address and Port Number Replacement
	C
	This IE shall be present if the UP function indicated support of replacing the source and destination IP address and Port Number of an (inner) IP packet, and if the source or destination IP address and/or port number of the (Inner) IP packet shall be modified, e.g. for Edge Relocation using EAS IP address and Port number Replacement (see clause 5.33.3).

This IE shall also be present if the destination IP address and/or port number of the (Inner) IP packet shall be modified, e.g. for EAS Discovery procedure with Local DNS Server/Resolver using Local DNS Server/Resolver IP address and Port number Replacement (see clause 5.33.4).
(NOTE 3)



So, this part should be aligned with the stage 3 and the wording can be minimum changed. 


	
	

	Summary of change:
	Changes all of the “enforce the "Outer Header Creation" and "Outer Header Removal"” in TS to “FAR”. And add the note in specification that the FAR is referred to IP Address and Port Number Replacement. 


	
	

	Consequences if not approved:
	The Outer header creation and Outer header removal are not all in the FAR. The FAR contains the Outer header creation and the PDR contains the Outer header removal. Also in stage 3 that the new IP Address and Port Number Replacement in FAR is used. Some wording in specification is not right. 
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* * * Start of Change 1 * * *

[bookmark: _Toc66367653][bookmark: _Toc66367716][bookmark: _Toc69743777][bookmark: _Toc73524691][bookmark: _Toc73527595][bookmark: _Toc73950271][bookmark: _Toc81492203][bookmark: _Toc81492767][bookmark: _Toc81816528][bookmark: _Toc138259432]6.3.3	Edge Relocation Using EAS IP Replacement
EAS IP replacement enables the Local PSA UPF to replace the source/old Target EAS IP address and port number with the target/new target EAS IP address and port number for the Destination IP address and Destination Port number field of the uplink traffic and replace the target/new target EAS IP address and port number with the source/old Target EAS IP address and port number for the Source IP address and Source Port number field of the downlink traffic based on the enhanced AF Influence information for EAS IP replacement (i.e. source EAS IP address and port number, target EAS IP address and port number). The source AS IP address and port number are the destination IP address and port number of the uplink traffic, generated by UE, for a service subject to Edge Computing. The source EAS IP address is the one discovered by UE for a service subject to Edge Computing.
To support Edge Relocation using EAS IP address and Port number replacement, in this section the SMF shall instruct the UPF to perform the FAR that contains Information elements of “IP Address and Port Number Replacement”.
[bookmark: _GoBack]EAS IP replacement requires support of TCP/TLS/QUIC context transfer between EASs.
NOTE:	The feasibility of this requirement, i.e. TCP/TLS/QUIC context transfer between EASs, depends on whether third party platforms support an individual real time TCP/TLS/QUIC context transfer between EASs.

* * * Start of Change 2 * * *


[bookmark: _Toc153803163]6.3.3.1.1	Enabling EAS IP Replacement Procedure by AF


Figure 6.3.3.1.1-1: Enabling EAS IP replacement procedure by AF
NOTE 1:	This procedure covers the scenarios that the UE moves from non-EC to EC or the AF decides to enable the EAS IP replacement in the middle of a session.
1.	UE requests to establish a PDU Session.
2.	UE is preconfigured with the Source EAS IP address or discovers the IP address of the application server for the service subject to Edge Computing and the Source EAS IP address is returned to the UE via EAS Discovery procedure as described in clause 6.2.
3.	UE communicates with the Source EAS.
4a.	EAS Relocation may be triggered by AF (e.g. due to the load balance between EAS instances in the EHE). When AF detects that the EAS is capable of runtime context mirroring and an optimal EAS is found, then AF decides to influence the traffic routing in 5GC. For the common DNAI case, the AF may determine that there is an optimal common DNAI (i.e. target common DNAI). The AF may select Target EAS corresponding to the target common DNAI for each UE belonging to the set of UEs. The EAS IP replacement information (i.e. source EAS IP address and port number, target EAS IP address and port number) is sent to the SMF within the AF Influence information and the SMF reconfigures the UL CL UPF for local traffic routing and Local PSA with EAS IP replacement information.
	UL CL is configured by SMF to forward UL packet to Local PSA if the destination IP address is the Source EAS IP address.
	Local PSA is configured by SMF to enforce the "Outer Header Creation" and "Outer Header Removal"FAR as described in step 5. FARs "Outer Header Creation" and "Outer Header Removal" are reused for such an instruction from SMF to UPF.
	Detailed enhancement to the AF Influence procedure is described in clause 6.3.3.2.
	If a new Local PSA is selected by SMF, the SMF may configure the new Local PSA to buffer the uplink traffic per clause 6.3.5 and enforce the "Outer Header Creation" and "Outer Header Removal" as described in step 5.
	If AF is not notified by 5GC that the 5GC supports EAS IP replacement mechanism, the AF does not include the target EAS identifier and does not initiate the AF triggered EAS IP replacement procedure.
	If the 5GC does not support EAS IP replacement capability, the SMF should reject the AF request and step 5 is skipped.
4b.	EAS Relocation may be also triggered by 5GC (e.g. due to UE Mobility). For the common DNAI case, a SMF may determine that there is an optimal common DNAI (i.e. target common DNAI). If target common DNAI is not available, the SMF determines Target Common DNAI.. The SMF selects the common DNAI according to clause 6.2.3.2.4. When Early/Late Notification procedure with enhancement described in clause 6.3.3.2 is triggered, the SMF notifies AF about the target DNAI or target common DNAI and may provide the capability of supporting EAS IP replacement in 5GC. Based on the target DNAI or target common DNAI, the AF selects a proper target EAS, then the AF triggers to mirror the runtime context between Source EAS and Target EAS. Once the Target EAS is ready, AF responds to SMF about the EAS IP replacement information. During the addition or change of UL CL and Local PSA as described in clause 4.3.5.4, 4.3.5.6 or 4.3.5.7 of TS 23.502 [3], SMF may (re)configure Local PSA for EAS IP address replacement between Source EAS and Target EAS.
5.	Local PSA starts to perform "Outer Header Creation" and "Outer Header Removal" FARs as instructed by SMF, which results in EAS IP address replacement:
-	For UL traffic, the destination IP address and port number are replaced with the Target EAS IP address and port number;
-	For DL traffic, the source IP address and port number are replaced back with the Source EAS IP address and port number.
NOTE 2:	In this solution, the PSA UPF need not to understand the logic of EAS IP replacement.
	Then all subsequent uplink traffic of this EC service for this UE is forwarded to the target EAS.
NOTE 3:	AF decides when and how to stop the Source EAS from serving the UE based on its local configuration.



* * * Start of Change 3 * * *
[bookmark: _Toc145941049][bookmark: _Toc81816532][bookmark: _Toc81492771][bookmark: _Toc81492207][bookmark: _Toc73950275][bookmark: _Toc73527599][bookmark: _Toc73524695][bookmark: _Toc69743781][bookmark: _Toc66367720][bookmark: _Toc66367657]6.3.3.1.3	Disabling EAS IP Replacement Procedure


[bookmark: _CRFigure6_3_3_1_31]Figure 6.3.3.1.3-1: Disabling EAS IP replacement procedure
1.	Local PSA performs "Outer Header Creation" and "Outer Header Removal" FARs as instructed by SMF, which results in EAS IP address replacement:
-	For UL traffic, the destination IP address and port number are replaced with the old Target EAS IP address and port number;
-	For DL traffic, the source IP address and port number are replaced back with the Source EAS IP address and port number.
2.	Due to UE Mobility to a Non-EC environment, when Early/Late Notification is triggered for the change from the UP path status where a DNAI applies to a status where no DNAI applies, AF knows the UE moves out of EC environment and mirrors the runtime session context from old Target EAS to Source EAS. Once ready, the AF indicates SMF without providing source/target EAS IP addresses and port numbers, so the SMF disables the local routing at UL CL and the EAS IP replacement at Local PSA for this PDU Session.
3.	UL and DL traffic goes through Remote PSA, no EAS IP address replacement happens at Remote PSA.
NOTE 1:	AF decides when and how to stop the old Target EAS from serving the UE based on its local configuration. In case of AF relocation, AF doesn't have to disable the EAS IP Replacement in 5GC.

* * * Start of Change 4 * * *

[bookmark: _Toc145941050][bookmark: _Toc81816533][bookmark: _Toc81492772][bookmark: _Toc81492208][bookmark: _Toc73950276][bookmark: _Toc73527600][bookmark: _Toc73524696][bookmark: _Toc69743782][bookmark: _Toc66367721][bookmark: _Toc66367658]6.3.3.2	Enhancement to AF Influence
The AF may additionally include Source and Target EAS IP address(es) and Port number(s) in the Nnef_TrafficInfluence_Create/Update or Nnef_TrafficInfluence_AppRelocationInfo or Nsmf_EventExposure_AppRelocationInfo request. Based on the Source EAS IP address(es) and Port number(s), the SMF knows which service flow(s) is(are) subject to EAS IP Replacement.
Using Early/Late Notification procedure, the SMF may notify the AF about the capability of supporting EAS IP replacement in 5GC, the AF sends an/a early/late notification response to the SMF when EAS relocation is completed. The SMF sends the "Outer Header Creation" and "Outer Header Removal" FARs to (target) Local PSA UPF and (target) Local PSA UPF starts the EAS IP address replacement as described in clause 6.3.3.1.
For load balancing purpose, the AF may move some UE(s) from the old Target EAS to the New Target EAS in the same L-DN identified by the DNAI. For the abnormal condition of EAS, the AF may move all the UEs being served by the source EAS to a target EAS in the same L-DN. For those purposes, the AF needs to include List of UEs, the source/old Target EAS IP address and port number for the impacted DNAI, the (new) Target EAS IP address and port number for the impacted DNAI in the Nnef_TrafficInfluence_Create/Update request. If 5GC does not support EAS IP replacement capability, the SMF should reject this AF request.
The additional parameters for enabling the EAS IP Replacement are defined in clause 5.6.7.1 of TS 23.501 [2] and clauses 4.3.6.3 and 4.3.6.4 of TS 23.502 [3].

* * * Start of Change 5 * * *

[bookmark: _Toc162425624]6.7.2.5	EAS discovery procedure with V-EASDF using IP replacement mechanism for supporting HR-SBO
Based on the operator's configuration and local regulations, the IP replacement mechanism may be used for EAS discovery supporting HR-SBO:
-	The H-SMF sends DNS server address provided by the HPLMN included in PCO to UE via V-SMF during PDU Session Establishment/Modification procedure. The DNS query related to the edge computing (corresponding to FQDNs) can be routed to V-EASDF/Local DNS server in the VPLMN using IP replacement mechanism.
NOTE 1:	This EAS discovery procedure requests modification of IP address of DNS messages. Whether this is allowed or not is subject to local regulations. As this procedure for EAS discovery requires an UPF to detect target FQDN in DNS message, it cannot apply when DNS security applies e.g. it does not apply to usage of DoH or DoT.
NOTE 2:	This clause only applies when FQDN range is included in the VPLMN Specific Offloading Information.
To support IP replacement mechanism replacement, in this section the SMF shall instruct the UPF to perform the FAR that contains Information elements of “IP Address and Port Number Replacement”.


[bookmark: _CRFigure6_7_2_51]Figure 6.7.2.5-1: EAS discovery procedure with V-EASDF using IP replacement mechanism for supporting HR-SBO
NOTE 3:	This clause assumes the V-SMF has received the HR-SBO allowed indication from the AMF and supports IP replacement mechanism for HR-SBO, it also assumes the HPLMN authorizes HR-SBO in the VPLMN.
0.	The Registration procedure is described in step 1 of clause 6.7.2.2.
1.	The HR-SBO PDU Session Establishment is described in the step 2 of clause 6.7.2.2 with the following differences:
-	After step 3 in clause 4.3.2.2.2 of TS 23.502 [3], the V-SMF selects a UPF in VPLMN supporting UL CL/BP and PSA functionalities based on UE location information.
NOTE 4:	Based on the deployment of VPLMN, the selected UPF in VPLMN can support both UL CL and PSA functionalities in case that the UL CL UPF and PSA UPF are co-located. This UPF in VPLMN can be the V-UPF selected in the step 4 of clause 4.3.2.2.2 of TS 23.502 [3].
-	The V-SMF sends the request for establishment of the PDU session supporting HR-SBO in VPLMN without the V-EASDF IP address in the step 6 of clause 4.3.2.2.2 of TS 23.502 [3].
-	If the Nsmf_PDUSession_Create Request received by the H-SMF does not include the V-EASDF IP address, the H-SMF constructs PCO with DNS server address field set to DNS server address provided by the HPLMN and sends the PCO to UE via V-SMF in the step 13 of clause 4.3.2.2.2 of TS 23.502 [3].
NOTE 5:	The V-SMF can select the V-EASDF and create the DNS context in the V-EASDF before sending Nsmf_PDUSession_Create Request or after having received Nsmf_PDUSession_Create response.
2.	The V-SMF configures the V-EASDF and the UPF in VPLMN as described in step 3 of clause 6.7.2.2 with the following differences:
-	Based on the FQDN(s) received from the VPLMN Specific Offloading Information, the V-SMF indicates the UPF in VPLMN to route DNS queries for the FQDN (range) query to V-EASDF. In the case of UL CL, the V-SMF configures the UPF in VPLMN with IP replacement information (i.e. DNS server IP address and port number of HPLMN, V-EASDF IP address and port number). In uplink direction, UPF in VPLMN replaces the destination address of the DNS query targeting an FQDN eligible for HR-SBO related offload from DNS server IP address of HPLMN to V-EASDF IP address; In downlink direction, UPF in VPLMN replaces the source address of the DNS response targeting an FQDN eligible for HR-SBO related offload from V-EASDF IP address to DNS server IP address of HPLMN.
NOTE 6:	For the DNS query requiring DNS resolution in the HPLMN, the DNS resolution path is same as the normal path in the HR PDU Session.
3.	UE sends DNS query to DNS server of HPLMN.
4a.	If the DNS query does not match the FQDN range eligible for HR-SBO related offload, UPF in VPLMN delivers the DNS query via H-PSA through N9 and H-PSA delivers the DNS query to the DNS server of HPLMN.
4b.	If the DNS query matches the FQDN range eligible for HR-SBO related offload, the UPF in VPLMN delivers the DNS query to V-EASDF using IP replacement mechanism. The following EAS discovery procedure is based on step 4b.
5.	The EAS discovery procedure described in steps 8-18 of clause 6.2.3.2.2 applies with the following differences:
-	This EAS discovery procedure is implemented in the VPLMN.
-	In step 16, the V-SMF may perform insertion or change of UL CL/BP and local PSA in VPLMN as described in the step 3 of clause 6.7.2.3.
6.	The V-EASDF sends the DNS response including FQDN to the UPF in VPLMN. The UPF in VPLMN replaces the source address from V-EASDF to DNS server of HPLMN in the DNS response based on the V-SMF instructions and sends this DNS response to the UE directly or via UL CL/BP of VPLMN if existing in this PDU Session.


* * * End of Change * * *

image1.emf
UE SMF

Remote

PSA

Local

PSA

PCF NEF AF

Target

EAS

Source

EAS

UL CL

UPF

1. Establish a PDU Session

2. Discover EAS IP address (A Source EAS IP address is resolved by UE)

3. UL traffic (Src IP: UE IP, Dst IP: Source EAS IP) and DL traffic (Src IP: Source EAS IP, Dst IP: UE IP)

4. AF or 5GC triggered EAS IP replacement procedure

5a. UL traffic (Src IP: UE IP, Dst IP: Source EAS IP)       

DL traffic (Src IP: Source EAS IP, Dst IP: UE IP)

5b. UL traffic (Src IP: UE IP, Dst IP: Target EAS IP)       

DL traffic (Src IP: Target EAS IP, Dst IP: UE IP)


Microsoft_Visio_Drawing.vsdx
UE
SMF
Remote
PSA
Local
PSA
PCF
NEF
AF
Target
EAS
Source
EAS
UL CL
UPF
1. Establish a PDU Session
2. Discover EAS IP address (A Source EAS IP address is resolved by UE)
3. UL traffic (Src IP: UE IP, Dst IP: Source EAS IP) and DL traffic (Src IP: Source EAS IP, Dst IP: UE IP)
4. AF or 5GC triggered EAS IP replacement procedure
5a. UL traffic (Src IP: UE IP, Dst IP: Source EAS IP)       
DL traffic (Src IP: Source EAS IP, Dst IP: UE IP)
5b. UL traffic (Src IP: UE IP, Dst IP: Target EAS IP)       DL traffic (Src IP: Target EAS IP, Dst IP: UE IP)



image2.emf
 

UE   SMF   Remote   PSA   Local   PSA   PCF   NEF   AF   Old Target  EAS   Source   EAS   UL CL   UPF  

3. UL traffic (Src IP: UE IP, Dst IP: Source EAS IP) and DL traffic (Src IP: Source EAS IP, Dst IP: UE IP)  

2 . Due to UE Mobility to a Non - EC  environment, Early /Late   Notification is triggered .   

1 a. UL traffic (Src IP: UE IP,  Dst IP: Source EAS IP)   DL traffic (Src IP: Source  EAS IP, Dst IP: UE IP)  

1 b. UL traffic (Src IP: UE IP, Dst IP: Old Target EAS IP)    DL traffic (Src IP: Old Target EAS IP, D st IP: UE IP)  


oleObject1.bin

[image: image1]

UE







SMF







Remote



PSA







Local



PSA







PCF







NEF







AF







Old Target EAS







Source



EAS







UL CL



UPF







3. UL traffic (Src IP: UE IP, Dst IP: Source EAS IP) and DL traffic (Src IP: Source EAS IP, Dst IP: UE IP)







2. Due to UE Mobility to a Non-EC environment, Early/Late Notification is triggered. 







1a. UL traffic (Src IP: UE IP, Dst IP: Source EAS IP)



DL traffic (Src IP: Source EAS IP, Dst IP: UE IP)







1b. UL traffic (Src IP: UE IP, Dst IP: Old Target EAS IP) 



DL traffic (Src IP: Old Target EAS IP, Dst IP: UE IP)












image3.emf
V-SMF

UE

DNS server 

of VPLMN

ULCL/L-PSA 

of VPLMN

UPF in 

VPLMN

H-PSA

H-SMF

DNS server 

of HPLMN

V-EASDF

1. HR PDU session establishment procedure

3. DNS query

4a. DNS query transmission

4b. DNS query 

transmission

6. DNS response handling and transmission

UDM

0. Registration procedure

5. EAS discovery procedure with V-EASDF for HR-SBO

AMF

2. V-SMF configures the V-EASDF and the UPF in VPLMN


Microsoft_Visio_Drawing1.vsdx
V-SMF
UE
DNS server of VPLMN
ULCL/L-PSA 
of VPLMN
UPF in VPLMN
H-PSA
H-SMF
DNS server 
of HPLMN
V-EASDF

1. HR PDU session establishment procedure

3. DNS query
4a. DNS query transmission

4b. DNS query transmission

6. DNS response handling and transmission

UDM

0. Registration procedure


5. EAS discovery procedure with V-EASDF for HR-SBO

AMF

2. V-SMF configures the V-EASDF and the UPF in VPLMN





 


 


SA WG2 Meeting #


16


2


 


S2


-


2


4


0


5289


 


Changsha, China, April 15 


–


 


April 19, 2024


 


(revision of S2


-


240


4355


)


 


CR


-


Form


-


v


12.


1


 


CHANGE REQUEST


 


 


 


 


23.


548


 


CR


 


0


191


 


rev


 


4


 


Current version:


 


18


.


5


.


0


 


 


 


For 


HELP


 


on using this form


: c


omprehensive instructions can be found at 


 


http://www.3gpp.org/Change


-


Requests


.


 


 


 


Proposed change


 


affects:


 


UICC apps


 


 


ME


 


 


Radio Access Network


 


 


Core Network


 


X


 


 


 


Title:


 


 


Correction of Outer Header Creation and Outer Header Removal in edge 


relocation


 


 


 


Source to WG:


 


V


ivo


,


 


[


ChinaUnicom, Nokia, 


Nokia Shanghai Bell


,


 


CMCC


]


 


Source to TSG:


 


S


A2


 


 


 


Work item code


:


 


eEDGE_5GC


 


 


Date:


 


202


3


-


11


-


0


2


 


 


 


 


 


 


Category:


 


F


 


 


Release:


 


Rel


-


1


8


 


 


Use 


one


 


of the following categories:


 


F


  


(correction)


 


A


  


(


mirror 


correspond


ing 


to a 


change 


in an earlier 


 


 


 


 


 


 


 


 


 


 


 


 


 


release)


 


B


  


(addition of feature), 


 


C


  


(functional modification of feature)


 


D


  


(editorial modification)


 


Detailed explanations of the above categories can


 


be found in 3GPP 


TR 21.900


.


 


Use 


one


 


of the following releases:


 


Rel


-


8


 


(Release 8)


 


Rel


-


9


 


(Release 9)


 


Rel


-


10


 


(Releas


e 10)


 


Rel


-


11


 


(Release 11)


 


…


 


Rel


-


15


 


(Release 15)


 


Rel


-


16


 


(Release 16)


 


Rel


-


17


 


(Release 17)


 


Rel


-


18


 


(Release 18)


 


 


 


Reason for change:


 


According to 


section 


5.8.5.3 of TS 23.501, the 


Packet Detection Rule


 


includes the outer header removal, listed below in Table 1


-


1 (copy from 


Table 


5.8.5


.3


-


1: Attributes within Packet Detection Rule


 


in TS 23.501)


 


 


Table 


1


-


1: Attributes within Packet Detection Rule


 


Attribute


 


Description


 


Comment


 


Outer header 


removal


 


Instructs the UP function to 


remove one or more outer 


header(s) (e.g. IP+UDP+GTP, IP 


+ possibly UDP, VLAN tag), from 


the incoming packet.


 


Any extension header 


shall be stored for this 


packet. 


 


 


W


hile in 


section 5.8.5.6 of TS 23.501, the 


Forwarding Action Rule 


includes 


the 


Outer header creation


, listed below in Table 1


-


2 (copy from 


Table 


5.8.5


.6


-


1: Attributes within Forwarding Action Rule


 


in TS 23.501)


 


 


Table 


1


-


2


: Attributes within Forwarding Action Rule


 


Attribute


 


Description


 


Comment


 


Oute


r header 


creation


 


(NOTE


 


3)


 


Instructs the UP 


function to add an 


outer header (e.g. 


IP+UDP+GTP, VLAN 


tag), IP + possibly 


UDP to the outgoing 


packet.


 


Contains the CN tunnel info, N6 tunnel 


info or AN tunnel info of peer entity 


(e.g. NG


-


RAN, another UPF, SMF, 


local access to a DN represented by a 


DNAI) (NOTE


 


8).


 


Any extension header stored for this 


packet shall be added.


 


The time stamps should be added in 


the GTP


-


U header if QoS Monitoring


 


for packet delay


 


is enabled for the 


traffic corresponding to the PDR(s).
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Oute r header  creation   (NOTE   3)  Instructs the UP  function to add an  outer header (e.g.  IP+UDP+GTP, VLAN  tag), IP + possibly  UDP to the outgoing  packet.  Contains the CN tunnel info, N6 tunnel  info or AN tunnel info of peer entity  (e.g. NG - RAN, another UPF, SMF,  local access to a DN represented by a  DNAI) (NOTE   8).   Any extension header stored for this  packet shall be added.   The time stamps should be added in  the GTP - U header if QoS Monitoring   for packet delay   is enabled for the  traffic corresponding to the PDR(s).  

 

