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	Reason for change:
	This CR relates to the NGAP CR 1108 to TS 38.413 (R3-241058) attached to the incoming LS from RAN 3 in S2-2403896 = R3-241204.

In their CR, RAN 3 have only added one set of codepoints for e-UTRA-LEO/MEO/GEO/OTHERSAT into the TS 38.413 NGAP signalling rather than the full twelve values for the WB-E-UTRAN, LTE-M and NB-IoT satellite types that were added in TS 23.501.

This leaves a question as to how the AMF uses the 3 E-UTRA codepoints for NB-IoT, WB-E-UTRAN and LTE-M in TS 23.501/29.571 to set the single e-UTRA codepoint in NGAP.

a) As the UE’s radio access capabilities for NB-IoT and non-NB-IoT are completely separate and only one of them is ever sent from the CN to the RAN; and, SA2 believes that there is no connected mode mobility (or redirection) supported from NB-IoT to WB-EUTRA or NR; then the NB-IoT LEO/MEO/etc values in 23.501/29.571 are only relevant for an NB-IoT UE using “LTE connected to 5GC”. 

For such a situation, it is useful that the ng-eNB recieves information as to whether the UE is (or is not) allowed to access NB-IoT LEO/MEO/etc, and hence the AMF needs to map the NB-IoT LEO/MEO/etc codepoints from 23.501 onto the e-UTRA LEO/MEO/etc codepoints in NGAP.

b) For LTE-M and WB-EUTRA, one key question relates to what should apply if access to one is allowed and other not-allowed by the UDR.
 
· For an NR Smartphone subscription, it seems unlikely to allow terrestrial LTE-M and not-allow WB-E-UTRAN access, however, for an R18 eRedcap subscription, it might well be reasonable to pair it with LTE-M and not allow an eRedcap subscriber to have WB-E-UTRAN access  adding an extra TN-LTE-M codepoint to NGAP could be useful as part of the eRedcap feature.
· Satellite systems have very little capacity, hence “WB-E-UTRAN over satellite” could be an expensive option that many NR smartphone subscribers might not purchase and who instead might prefer a (potentially cheaper) “LTE-M over satellite” (or NB-IoT over satellite) subscription for low volume but, when needed, urgent communciation. Owing to the low capacity of satellite systems, it it possible that a PLMN in one country would have agreements with multiple satellite operators for that area, e.g one satellite system with wideband operation (WB-EUTRA-LEO) and another with narrower band operation (LTE-M-LEO). This makes the use of AMF configuration to select which value(s) from 23.501 to use for the NGAP e-UTRA LEO/MEO/etc codepoint a not-working solution.

Overall, the RAN 3 approach seems to add some RAN-specific complexity to the AMF.

While it is possible (as in this CR) to document “operator configuration” for the AMF, it seems preferable that RAN 3 copies all twelve codepoints into the NGAP Mobility Restriction List (and RAN nodes can then simply ignore codepoints that are not relevant to them). In the author’s understanding, the messages that carry the Mobility Restriction List are frequently very large (e.g carrying the full UE RAC) and so he doubts that 9 bits extra message size is an issue.  

*** Background Information ***
LTE-M was added to TS 29.272 access-restriction-data in R16 (independently of the 5GC-CIoT R16 work). The LTE-M value is not sent in TS 36.413 S1-AP Handover Restriction List. In EPS, the eNB examines the UE radio access capability (sent in RRC signalling during the Attach procedure) and inserts the “LTE-M indication” as a standalone IE in the S1-AP UE Capability Information message sent to the MME.

With LTE connected to 5GC, the UE sends an LTE-M indication in “message 5” of the RRC connection establishment procedure and the ng-eNB sends it to the AMF in the Initial UE message. The AMF does not send it to the gNB nor ng-eNB in the NGAP Mobility Restriction List.


	
	

	Summary of change:
	Complex RAN specific operator configuration added to the AMF.

	
	

	Consequences if not approved:
	NR devices may be handed over to LTE satellite access and then have their TA Updates rejected. This will happen repeatedly and could impact VoNR calls.  
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Mobility Restrictions restrict mobility handling or service access of a UE. The Mobility Restriction functionality is provided by the UE (only for mobility restriction categories provided to the UE), the radio access network and the core network.
Unless otherwise stated, Mobility Restrictions only apply to 3GPP access and wireline access, they do not apply to other non-3GPP accesses.
The UE and the network shall override Mobility restriction as specified in clause 5.16.4.3 when accessing the network for Emergency Services. For MPS and MCX, based on operator policy or regional/national regulations, service area restrictions do not apply, as specified in TS 24.501 [47].
For UE requesting Disaster Roaming service, the UE is only allowed to receive services in the area with Disaster Condition as specified in clause 5.40.4. The other areas within the PLMN shall be considered as forbidden area for the UE registered for Disaster Roaming service.
Service Area restrictions and handling of Forbidden Areas for CM-IDLE state and, for CM-CONNECTED state when in RRC Inactive state are executed by the UE based on information received from the core network. Mobility Restrictions for CM-CONNECTED state when in RRC-Connected state are executed by the radio access network and the core network.
In CM-CONNECTED state, the core network provides Mobility Restrictions to the radio access network within Mobility Restriction List.
Mobility Restrictions consists of RAT restriction, Forbidden Area, Service Area Restrictions, Core Network type restriction and Closed Access Group information as follows:
-	RAT restriction:
	Defines the 3GPP Radio Access Technology(ies), a UE is not allowed to access in a PLMN. In a restricted RAT a UE based on subscription is not permitted access to the network for this PLMN. For CM-CONNECTED state, when radio access network determines target RAT and target PLMN during Handover or redirection procedure, it should take per PLMN RAT restriction into consideration. The RAT restriction is enforced in the network, and not provided to the UE.
-	Forbidden Area:
	In a Forbidden Area, the UE, based on subscription, is not permitted to initiate any communication with the network for this PLMN. The UE behaviour in terms of cell selection, RAT selection and PLMN selection depends on the network response that informs the UE of Forbidden Area. A Forbidden Area applies either to 3GPP access or to non-3GPP access.
	Further description on Forbidden Area when using wireline access is available in TS 23.316 [84].
	Support for Forbidden Area with NR satellite access is described in clause 5.4.11.8.
	Forbidden Areas should not be used for Untrusted or Trusted non-3GPP access.
NOTE 1:	If a UE receives that the UE is accessing from a forbidden tracking area when registering over untrusted non-3GPP access or trusted non-3GPP access, the UE cannot determine the corresponding TAI and thus needs to consider that access to untrusted non-3GPP access and to trusted non-3GPP access in this PLMN is forbidden until the forbidden area list is removed as described in TS 24.501 [47].
NOTE 2:	The UE reactions to specific network responses are described in TS 24.501 [47].
-	Service Area Restriction:
	Defines areas in which the UE may or may not initiate communication with the network as follows:
-	Allowed Area:
	In an Allowed Area, the UE is permitted to initiate communication with the network as allowed by the subscription.
-	Non-Allowed Area:
	In a Non-Allowed Area a UE is service area restricted based on subscription. The UE and the network are not allowed to initiate Service Request, or any connection requests for user plane data, control plane data, exception data reporting, or SM signalling (except for PS Data Off status change reporting) to obtain user services that are not related to mobility.
	The UE shall not use the entering of a Non-Allowed Area as a criterion for Cell Reselection, a trigger for PLMN Selection or Domain selection for UE originating sessions or calls. The RRC procedures while the UE is in CM-CONNECTED with RRC Inactive state are unchanged compared to when the UE is in an Allowed Area. The RM procedures are unchanged compared to when the UE is in an Allowed Area. The UE in a Non-Allowed Area may initiate MA PDU Session establishment or activation over a non-3GPP access other than wireline access, but the User Plane resources on the 3GPP access for the MA-PDU shall not be established or activated. The handling of Non-Allowed Area when using wireline access is described in TS 23.316 [84].
	The UE in a Non-Allowed Area:
-	shall respond with a Service Request to core network paging indicating 3GPP access type or to a NAS Notification message received over non-3GPP access indicating 3GPP access type or when RAN paging failed, but the UE shall not request User Plane resource establishment, except for emergency services or when the UE is MPS-subscribed or MCX-subscribed;
-	shall respond with Service Request to core network paging indicating non-3GPP access type or NAS Notification message received over 3GPP access indicating non-3GPP access type but the UE shall not request User Plane resource establishment, except when the UE is MPS-subscribed.
NOTE 3:	When the services are restricted in 5GS due to Service Area Restriction, then it is assumed that the services will be also restricted in all RATs/Systems at the same location(s) using appropriate mechanisms available in the other RATs/Systems.
NOTE 4:	Delivery of SOR transparent container, UE policy container, UE parameters update transparent container as defined in TS 24.501 [47], or removal of any stored Paging Restriction Information from network via Registration Request (see clause 5.38), is part of the mobility related service and is allowed in an area with service restriction.
NOTE 5:	For a UE in CM-CONNECTED state then neither control plane data transmission nor, if user plane resources are already established, user plane data transmission are restricted by a non-allowed area.
-	Core Network type restriction:
	Defines whether UE is allowed to connect to 5GC only, EPC only, both 5GC and EPC for this PLMN. The Core Network type restriction when received applies in the PLMN either to both 3GPP and non-3GPP Access Types or to non-3GPP Access Type only.
NOTE 6:	The Core Network type restriction can be used e.g. in network deployments where the E-UTRAN connects to both EPC and 5GC as described in clause 5.17. When the Core Network type restriction applies to non-3GPP Access Type, the UE is restricted from using any connectivity to an N3IWF.
-	Closed Access Group information:
	As defined in clause 5.30.3.
For a given UE, the core network determines the Mobility Restrictions based on UE subscription information, UE location and/or local policy (e.g. if the HPLMN has not deployed 5GC, HPLMN ID of the UE and the operator's policy are used in the VPLMN for determining the Core Network type restriction). The Mobility Restriction may change due to e.g. UE's subscription, location change and local policy. Optionally the Service Area Restrictions or the Non-Allowed Area may in addition be fine-tuned by the PCF e.g. based on UE location, PEI and network policies. Service Area Restrictions may be updated during a Registration procedure or UE Configuration Update procedure.
If the network sends Service Area Restrictions to the UE, the network sends only either an Allowed Area, or a Non-Allowed Area, but not both at the same time, to the UE. If the UE has received an Allowed Area from the network, any TA not part of the Allowed Area is considered by the UE as non-allowed. If the UE has received a Non-Allowed Area from the network, any TA not part of the Non-Allowed Area is considered by the UE as allowed. If the UE has not received any Service Area Restrictions, any TA in the PLMN is considered as allowed.
If the UE has overlapping areas between Forbidden Areas, Service Area Restrictions, or any combination of them, the UE shall proceed in the following precedence order:
-	The evaluation of Forbidden Areas shall take precedence over the evaluation of Service Area Restrictions.
The UDM shall provide to the AMF the information defined in TS 23.008 [119] about the subscriber's NR or E-UTRA access restriction set by the operator determined e.g. by subscription scenario and roaming scenario:
-	For NR:
-	NR not allowed as primary access, however, any of the NR categories listed below may still be allowed.
-	NR not allowed as secondary access.
-	NR in unlicensed bands not allowed as primary access.
-	NR in unlicensed bands not allowed as secondary access.
-	NR(LEO) satellite access not allowed as primary access.
-	NR(MEO) satellite access not allowed as primary access.
-	NR(GEO) satellite access not allowed as primary access.
-	NR(OTHERSAT) satellite access not allowed as primary access.
-	NR RedCap not allowed as primary access.
-	For E-UTRA:
-	E-UTRA not allowed as primary access.
-	E-UTRA not allowed as secondary access.
-	E-UTRA in unlicensed bands not allowed as secondary access.
-	NB-IoT not allowed as primary access.
-	LTE-M not allowed as primary access.
-	WB-E-UTRAN (LEO) satellite access not allowed as primary access.
-	WB-E-UTRAN (MEO) satellite access not allowed as primary access.
-	WB-E-UTRAN (GEO) satellite access not allowed as primary access.
-	WB-E-UTRAN (OTHERSAT) satellite access not allowed as primary access.
-	NB-IoT (LEO) satellite access not allowed as primary access.
-	NB-IoT (MEO) satellite access not allowed as primary access.
-	NB-IoT (GEO) satellite access not allowed as primary access.
-	NB-IoT (OTHERSAT) satellite access not allowed as primary access.
-	LTE-M (LEO) satellite access not allowed as primary access.
-	LTE-M (MEO) satellite access not allowed as primary access.
-	LTE-M (GEO) satellite access not allowed as primary access.
-	LTE-M (OTHERSAT) satellite access not allowed as primary access.
NOTE 7:	The use of WB-E-UTRAN satellite accesses, NB-IoT satellite accesses or LTE-M satellite accesses to connect to 5GC is not supported in this release of the specification.
If the UE is accessing 5GC via any NB-IoT RAT then the AMF maps each NB-IoT (LEO) /(MEO) / (GEO) (OTHERSAT) codepoint to the corresponding e-UTRA-LEO / e-UTRA-MEO / e-UTRA-GEO / e-UTRA-OTHERSAT codepoint in the NGAP Mobility Restriction List information element (TS 38.413 [34]).
If the UE is accessing 5GC via a non-NB-IoT RAT, then the operator shall be able to configure the AMF as to whether the NGAP Mobility Restriction List information element (TS 38.413 [34]) e-UTRA-LEO codepoint is copied from the WB-E-UTRAN (LEO) codepoint, or, the LTE-M (LEO) codepoint, or, is only set to prohibit access if both WB-E-UTRAN (LEO) and LTE-M (LEO) are not allowed, or, is set to prohibit access if one of them is not allowed.
If the UE is accessing 5GC via a non-NB-IoT RAT, then the operator shall be able to configure the AMF as to whether the NGAP Mobility Restriction List information element (TS 38.413 [34]) e-UTRA-LEO codepoint is copied from the WB-E-UTRAN (MEO) codepoint, or, the LTE-M (MEO) codepoint, or, is only set to prohibit access if both WB-E-UTRAN (MEO) and LTE-M (MEO) are not allowed, or, is set to prohibit access if one of them is not allowed.
If the UE is accessing 5GC via a non-NB-IoT RAT, then the operator shall be able to configure the AMF as to whether the NGAP Mobility Restriction List information element (TS 38.413 [34]) e-UTRA-GEO codepoint is copied from the WB-E-UTRAN (GEO) codepoint, or, the LTE-M (GEO) codepoint, or, is only set to prohibit access if both WB-E-UTRAN (GEO) and LTE-M (GEO) are not allowed, or, is set to prohibit access if one of them is not allowed.
If the UE is accessing 5GC via a non-NB-IoT RAT, then the operator shall be able to configure the AMF as to whether the NGAP Mobility Restriction List information element (TS 38.413 [34]) e-UTRA-OTHERSAT codepoint is copied from the WB-E-UTRAN (OTHERSAT) codepoint, or, the LTE-M (OTHERSAT) codepoint, or, is only set to prohibit access if both WB-E-UTRAN (OTHERSAT) and LTE-M (OTHERSAT) are not allowed, or, is set to prohibit access if one of them is not allowed.
In order to enforce all primary access restrictions, the related access has to be deployed in different Tracking Area Codes and the subscriber shall not be allowed to access the network in TAs using the particular access.
With all secondary access restrictions, the subscriber shall not be allowed to use this access as secondary access.
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