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[bookmark: _GoBack]Abstract of the contribution: This contribution proposes an evaluation and conclusion for solution 7. 
1	Proposal
[bookmark: _Hlk513714389]It is proposed to capture the following solution in TR 23.700-63 v0.2.0.

First change
[bookmark: _Toc500949099][bookmark: _Toc92875662][bookmark: _Toc93070686]
[bookmark: _Toc160444890][bookmark: _Toc160444958][bookmark: _Toc160445020]7	Overall Evaluation
Editor's Note:	This clause will provide a general evaluation and comparison of the solutions per Key Issue #<X>

The solution 7 is focused to enhance the UPF service exposure listed in the KI#2. As the background and problem description in solution 7: if NAT is supported in network, there still exists the problem that in eNA UE data collection procedure. The allocated IPv4 address that AF or NWDAF gets from SMF is a private IP address, not the public UE IP address. The SMF or DHCP can only allocate the private UE IP address. And in the internal 5GC, between the interaction of each 5GC elements, only the private UE IP address is used.
Solution 7 proposes the promotion that the NF/AF can query UPF for the mapping table between public UE IP address and private UE IP address e.g. via SMF. But the UE can have many ongoing IP flows on a PDU session where only one of these is towards the AF. When only provided the private UE IP address, and the UPF may not aware which mapping table or on-going IP flow is related to this private UE IP address. So, in order to assist the UPF to find the related NAT mapping, list of public IP addresses for the remote end should be provided. And this solution enhances the UPF event exposure that requests the UPF to expose the public UE IP address or the mapping table to AF/NF. But this new event exposure of UPF is in-direct request/subscription and the AF/NF may not directly request from UPF. At last, if the NEF receives the full NATed mapping from SMF, in order to not expose all of the mapping to AF, the NEF should filter the out the public IP address and port that is relevant for the AF.

Second change

[bookmark: _Toc92875666][bookmark: _Toc93070690][bookmark: _Toc160444891][bookmark: _Toc160444959][bookmark: _Toc160445021]8	Conclusions
Editor's Note:	This clause will capture conclusions for the study..

It is recommended that the following principle and enhancement in solution 7 move into normative phase: 
-	New service operation introduced to request the NATed mapping table or the public UE IP address from UPF via SMF. The new service operation between SMF and UPF is service based interface. 
-	The AF/NF requests the NATed mapping table or the public UE IP address from UPF via SMF includes the following parameters: private UE address (UE IP address assigned by 5GC for the PDU session) is required, and the DNN, S-NSSAI, IP domain and list of public IP addresses of the remote end are optional.
-	The UPF consumes the list of public IP addresses of the remote end to check which IP flow is in the real communication with AF and the UPF decides the mapping table or public UE IP address.
-	For the output of the service, if list of public IP addresses was in Inputs, a public IP address and source TCP/UDP port (or non, if no NAT mapping was found) is provided by the UPF. If no list of public IP addresses was in Inputs: the full NAT mapping table for the UE IP address is provided by UPF to consumer. 
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