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[bookmark: _Toc462478989][bookmark: _Hlk162865387]Abstract of the contribution: This paper proposes the evaluation for KI#3 of FS_UIA_ARC.
1	Discussion
[bookmark: _Hlk158760437]This paper proposes the evaluation for KI#3 of FS_UIA_ARC.
2	Proposal
[bookmark: _Toc93073650][bookmark: _Toc153818177][bookmark: _Toc153818393]It is proposed to add the following text into clause 7 “Overall Evaluation” in TR 23.700-32 V0.2.0.
		* * * * Start of Changes (All text new) * * * *
[bookmark: _Toc157692403][bookmark: _Toc160456146][bookmark: _Toc160456398]7	Overall Evaluation
[bookmark: _Toc113426405][bookmark: _Toc117496830][bookmark: _Toc122518052]7.x	Evaluation for Key Issue #3
There are 3 solutions proposed to address the Key Issue #3 i.e. about the Exposure of User Identity Profile Information in clause 6:
Sol#11, Sol#15, Sol#16.
Sol#11 proposes 3rd party request the Operator (via NEF) to start user authentication and verify whether an actual human user is using the particular User ID or not. Therefore, the User ID and associated authentication results are exposed to 3rd party.
Sol#15 proposes UDM checks whether the AF provided identifier is currently linked to the UE's 3GPP subscription, and provide the verification result of User ID to the AF. Besides, authorization/authentication results along with User Identifier may also be exposed to AF.
Sol#16 proposes 5GS should support exposure of content of the User Identity Profile, authorization/authentication results. Besides, NWDAF can be used for the exposure of authentication and authorization historical results to the authorized AF consumers.
The following list shows the common principles of solutions#11, Sol#15, Sol#16:
· [bookmark: _Hlk162797510]the authorization/authentication results along with User Identifier can be exposed to the authorized AF.
In addition,
· only Sol#15 proposes to expose the User ID verification result on whether the AF provided identifier is currently linked to the UE's 3GPP subscription.
· only Sol#16 propose to expose the User Identity Profile.
We understand that the User ID verification result can be part of authorization/authentication results, or it directly affects the authorization/authentication of the User ID. Besides, there may be some security issues caused by the exposure of User Identity Profile. Therefore, it is only recommended to expose the authorization/authentication results along with User Identifier can be exposed to the authorized AF.
[bookmark: startOfAnnexes]* * * * End of Changes * * * *

3GPP
SA WG2 TD

