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1.	Introduction
This contribution evaluation and conclusion for KI#2.2.
2.	Text proposal
It is proposed to agree the following changes vs. TR 23.700-54 v0.2.0:
[bookmark: _Hlk67396857]>>>>BEGINNING OF CHANGES <<<<
[bookmark: _Toc160552502][bookmark: _Toc161061177]7.2	Overall Evaluation for ATSSS_Ph4
Editor's note:	This clause will provide evaluation of different solutions for ATSSS_Ph4.
7.2.	Evaluation for Key Issue #2.2: Simplified ATSSS architecture over non-3GPP access
Solution #2.2 proposes to re-use the existing ePDG architecture/functionality and co-locate ePDG with the PSA UPF. The UE triggers attach procedure towards ePDG/5GC using the existing procedure, which results in authentication of UE and adding non-3GPP access path to the established MA PDU Session. During the procedure, UE/ePDG uses null encryption to avoid duplicated encryption. The benefit of this solution is that it relies on existing ePDG deployments and it eliminates unnecessary IPSec encryption both on the control plane and the user plane. 
Solution #2.6 proposes to establish IPSec security association between UE and UPF. In order to achieve this, UPF shall advertise a public IP address to the UE. The solution proposes to eliminate NAS signalling from the non-3GPP access, i.e. the UE only registers to the 3GPP side, and there is no registration via non-3GPP access. If the UE is deregistered from 3GPP side or if the PDU session is released via 3GPP access, all the related CN resources including the IPSec tunnel if existing in the UPF are also released. It is unclear why it is beneficial to keep the IPSec tunnel if the connection between the UE and the UPF can secured via TLS.
Solution #2.7 is similar to Solution #2.6 but the UE does not establish any IPSec connection to the 5G CN. The connection between the UE and the UPF is secured using TLS. The steering functionality is either MPTCP or MPQUIC steering functionalities defined in Rel-16 / Rel-18 ATSSS. The solution does not use primary (AKA based) authentication via non-3GPP access and relies on that the UE has been authenticated via 3GPP access. For MA PDU Session establishment, the solution either relies on option 1): MA PDU session establishment procedure is transparent to the AMF or option 2) an AMF that is enhanced to support simplified ATSSS procedures over non-3GPP access. 
Solution #2.8 is similar to Solution #2.7. The difference is that in this solution only MPQUIC Steering Functionality can be used, hence TLS security is natively supported. This solution also specifies how to handle the MA PDU Session in case the UE loses 3GPP access coverage. Instead of terminating all resources immediately (like in Solution #2.6), it specifies a timer-based approach (the timer indicates how long the MA PDU Session can be active via non-3GPP access without the UE being available in 3GPP access). This approach results in better user experience in case of temporary loss of 3GPP access coverage.

>>>>NEXT CHANGE<<<<
[bookmark: _Toc160552505][bookmark: _Toc161061180]8.2	Conclusions for ATSSS_Ph4
Editor's note:	This clause will list conclusions that have been agreed during the course of the study item activities for ATSSS_Ph4.
It is concluded that:
a) 	co-locating ePDG with the PSA UPF simplifies ATSSS deployment. Using null encryption for IPSec between UE and ePDG eliminates unnecessary encryption both on the control plane and the user plane.
b)	"non-3GPP access without 5G NAS over non-3GPP" simplifies the network operation over non-3GPP access, without compromising the security of the 5G network:
1)	The UE does not establish an IPSec connection to the 5G CN over non-3GPP access;
2)	The connection between the UE and the UPF is secured using TLS;
3)	MPQUIC steering functionality is used (TLS security is natively provided);
4)	UE authentication relies on 3GPP access only;
5)	For MA PDU Session establishment, two options identified:
option 1): MA PDU session establishment procedure is transparent to the AMF; or
option 2): AMF is enhanced to support simplified ATSSS procedures over non-3GPP access;
6)	If the UE loses 3GPP access coverage, the MA PDU Session is kept until a specified timer value expires.
>>>>END OF CHANGES<<<<


2

