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Abstract of the contribution: This contribution proposes updates to the existing solution #21 in TR 23.700-49 (v0.2.0) to address the Editor’s Notes.
1 Introduction
This contribution updates Solution#21 to KI#3 on TR 23.700-49-020 including architectural.
2	Proposal
[bookmark: _Hlk513714389]It is proposed to update the existing text in Solution #21 in TR 23.700-49 to address the following Editor’s Note as follows.
1) Editor's note: It is FFS whether AF or EAS could use other API to communicate with the 5GC.
Based on the updates provided as part of another EN on QoS, using the EDI is found as the only suitable API to communicate with the 5GC. Hence, this EN is removed.
2) Editor’s note: How to support QoS guarantee and charging for the traffic transmission between local and central parts of DN is FFS.
This EN has two different aspects, namely QoS guarantee and charging. 
Regarding the required details on QoS guarantee, a new subclause named “QoS handling of the tunnel between different DN parts” is added. 
For the charging related part, the existing note in the overall architecture of the solution is extended to state that the details on the charging aspect should be handled/aligned with SA5. This is aligned with the agreed SID where it is said that Management and charging aspects are considered by SA5.
3) Editor's note: How EAS can route IP packets to the L-UPF, which has the tunnel between L-UPF and C-UPF, is FFS.
A new paragraph to describe how EAS can route IP packets to the L-UPF is added to address this EN.
* * * * First change* * * *
[bookmark: _Toc517082226][bookmark: _Toc104216430][bookmark: _Toc125909266][bookmark: _Toc128752542][bookmark: _Toc22214904][bookmark: _Toc509905226][bookmark: _Toc23254037][bookmark: _Toc436124703][bookmark: _Toc435670433][bookmark: _Toc510604403]6.21	Solution #21: Solution to traffic routing between local and central part of DN via tunnel(s) 
[bookmark: _Toc104216431][bookmark: _Toc125909267][bookmark: _Toc128752543]6.21.1	Description
6.21.1.1	Overall architecture of the solution
The architecture provides connectivity between the local and central parts of the DN (“L-DN” and “C-DN” as depicted in Figure 6.21.1-1), so that traffic can be exchanged between different parts of the DN e.g. between a L-DN part and the C-DN part. This allows EASs in different parts of a DN to communicate with each other.


Figure 6.21.1-1: Connectivity between the local and central parts of the DN.
NOTE: 	In the above figure, even though a single Local PSA UPF (L-PSA UPF) interfacing a DN part has been represented, the L-PSA UPF terminating the PDU Session may be different from the L-PSA UPF allowing to interface the L-DN part with other parts of the DN.
This solution proposes to establish below two data paths: 
1.	a data path per PDU session between the UE and a L-PSA UPF interfacing the L-DN part. 
2.	a tunnel between the two parts of the DN (i.e., a L-DN part and a C-DN part in Figure 6.21.1-1). 
The tunnel between L-PSA UPF(s) interfacing the two parts of the DN is independent from the data path established per PDU session between the UE and the L-PSA UPF. The data path per PDU session between the UE and the L-PSA UPF interfacing the L-DN part is established as part of the PDU session establishment or update procedures as defined in TS 23.502 [3]. The tunnel between the L-PSA UPF(s) interfacing two parts of the DN can be shared by all PDU sessions whose traffic requires joint handling by the L-DN and the C-DN part. The solution focuses on the establishment and usage of the tunnels between the L-PSA UPF(s) interfacing two parts of the DN.
NOTE:	Handling of the charging of the traffic through the tunnel(s) between the local and central parts of a DN can be achieved via existing mechanisms e.g., based on an SLA between the PLMN and the application provider or as part of sponsored data connectivity. Further details on charging aspect needs alignment with SA5.
The Application Function (AF) may request 5GC to establish the tunnel between the two parts of the DN based on the extended Data Network Access Identify (DNAI) related information in EAS Deployment Information (EDI).
6.21.1.2	AF control of the connectivity between different DN parts
The solution updates EDI in Table 6.2.3.4-1 of TS 23.548 [5] with following information:
-	an indicator whether the DNAI is to be considered as local or central;
-	an indicator whether connectivity to central DNAI(s) is needed;
For the AF, to create, update, or delete the information described above, the existing procedure defined in clause 6.2.3.4.2 of TS 23.548 [5] "EAS Deployment Information Management in the AF Procedure" apply. SMF may receive the information as part of the EDI from NEF via the existing procedure defined in clause 6.2.3.4.2 of TS 23.548 [5] "EAS Deployment Information Management in the SMF".
Editor’s Note: It is FFS whether AF or EAS could use other API to communicate with the 5GC.
[bookmark: _Toc104216432][bookmark: _Toc125909268][bookmark: _Toc128752544]6.21.2	Procedures
6.21.2.1	Procedure to establish the tunnel between different DN parts
[bookmark: _Toc104216433][bookmark: _Toc125909269][bookmark: _Toc128752545]Based on the AF control of the connectivity between different DN parts as defined in clause 6.21.1.2, the 5GS establishes the tunnel between the different parts of the DN as described in this clause.
When SMF receives DNAI information requiring setting up connectivity between different DN parts, the SMF:
1. selects a L-PSA UPF based on the received DNAI of the L-DN and a Central PSA UPF (C-PSA UPF) based on the received DNAI of the C-DN.
NOTE: L-PSA UPF that is selected for the UE PDU session and the L-PSA UPF that establishes the tunnel to the C-PSA UPF can be different.
2.	via existing N4 session signalling (providing PDRs and FARs) to the PSA UPF(s) to generate an Up Link Terminal Endpoint Identify (UL TEID) in C-PSA UPF and a Down Link Terminal Endpoint Identify (DL TEID) in L-PSA UPF, so that a tunnel can be established between L-DN and C-DN.
3.	Configures the L-PSA UPF with PDR(s) and FAR(s) as defined below.
Editor’s Note: How to support QoS guarantee and charging for the traffic transmission between local and central parts of DN is FFS.
Editor’s Note: How EAS can route IP packets to the L-UPF, which has the tunnel between L-UPF and C-UPF, is FFS.
Figure 6.21.2.1-1 depicts the call flow of the establishing a tunnel to provide connectivity between the local and central parts of DN.



Figure 6.21.2.1-1: Procedure of establishing a tunnel between local and central parts of DN
The steps in the call flow are as follows:
1.	AF provides 5GC with information to provide connectivity between the local and central part of DN, for example, the AF invokes the Nnef_EASDeployment_Create/Update/Delete service operation as the step 1 defined in clause 6.2.3.4.2 of TS 23.548 [5].
2.	SMF is triggered to retrieve AF provided information. The trigger can be a NEF notification (related with EDI), or a 5GC event (e.g., PDU session establishment/modification, EAS (re-)discovery). SMF retrieves EDI, which includes information as defined in the above Clause 6.X.1.2. This information is conveyed from NEF to SMF via EDI based on EAS Deployment Information Management in the SMF defined in clause 6.2.3.4.3 of TS 23.548 [5]. The SMF determines to establish the tunnel based on this information received from the AF.
Steps 3 to 11 may take place for each pair of DNAIs (local/central) where the SMF is to establish a tunnel.
3.	The SMF selects two UPFs as the L-PSA UPF and the C-PSA UPF, based on the two retrieved DNAIs.
4.	The SMF initiates a N4 Session Establishment procedure with the selected C-PSA UPF. The N4 message contains PDR-1 and FAR-1 defined in the below Table 6.21.2.1-1 for UL traffic. C-PSA UPF performs the session configuration and UL TEID selection. During the session configuration, UL TEID (i.e., UL TEID of the tunnel) is used for L-PSA UPF to forward L-DN’s UL traffic to C-DN via C-PSA UPF.
5.	The C-PSA UPF responses SMF by sending an N4 Session Establishment Response, including the UL TEID of the C-DN tunnel which is a part of CN tunnel information.
6.	SMF initiates a N4 Session establishment procedure with the selected L-PSA UPF, to provide UL TEID of the tunnel to L-PSA UPF, as well as PDR-2 and FAR-2 defined in Table 6.21.2.1-1 for UL traffic. L-PSA UPF performs the tunnel configuration and DL TEID of C-DN tunnel/LL-DN tunnel selection. During the tunnel configuration, DL TEID of the tunnel is selected for Lused for C-PSA UPF to forward C-DN’s DUL traffic to LC-DN via LC-PSA UPF.
7.	L-PSA UPF provides SMF with the DL TEID of the C-DN tunnel which is a part of CN tunnel information.
8.	SMF initiates a N4 Session Update procedure with the selected L-PSA UPF and provide PDR-3 and FAR-3 defined in Table 6.21.2.1-1 for DL traffic. 
9.	L-PSA UPF responses SMF by sending an N4 Session Update Response.
10.	SMF initiates a N4 Session Update procedure with the selected C-PSA UPF and provides DL TEID of C-DNthe tunnel to C-PSA UPF, as well as PDR-4 and FAR-4 defined in Table 6.21.2.1-1 for DL traffic.
11.	C-PSA UPF responses SMF by sending an N4 Session Update Response.
Table 6.21.2.1-1 shows PDRs and FARs for L-PSA UPF and C-PSA UPF configuration.
	Rule
	Description

	PDR-1
	Source Interface = access (N9) 
Packet Filter Set (optional): IP SA = L-EAS IP (range), IP DA = C-EAS IP (range)
GTP-U outer header removal
FAR ID = FAR-1’s ID

	FAR-1
	Rule ID
Action = forward
Destination interface = N6

	PDR-2
	Source Interface = N6 (optional)
Packet Filter Set: IP SA = L-EAS IP (range), IP DA = C-EAS IP (range)
FAR ID = FAR-2’s ID

	FAR-2
	Rule ID
Action = forward
Destination interface = N9
GTP-U outer header adding: GTP-u header that the SMF has received from the C-PSA

	PDR-3
	Source Interface = access N9 (optional)
Packet Filter incoming GTP-U tunnel
GTP-U outer header removal
FAR ID = FAR-3’s ID

	FAR-3
	Rule ID
Action = forward
Destination interface = N6

	PDR-4
	Source Interface = N6 (optional)
Packet Filter Set: IP SA = C-EAS IP (range), IP DA = L-EAS IP (range)
FAR ID = FAR-4’s ID

	FAR-4
	Rule ID 004
Action = forward
Destination interface = access (N9)
GTP-U outer header adding: GTP-U header that the SMF has received from the L-PSA


Table 6.21.2.1-1: PDRs and FARs for L-PSA UPF and C-PSA UPF
Once a packet is processed by the L-EAS and is to be sent to the C-EAS for further processing, the L-EAS setups L-EAS’s overlay address as the source IP address and C-EAS’s overlay address as the destination IP address of the packet. If the L-PSA UPF is configured as a default router for the L-EAS, this packet can be sent to the L-PSA UPF towards the C-EAS, and the L-PSA UPF processes the packet by applying the defined PDRs and FARs. If the L-PSA UPF is not configured as a default router for the L-EAS but its address is known to the L-EAS, the L-EAS adds another outer IP header, in which the L-EAS’s overlay address is the source address and L-PSA UPF’s overlay address is the destination address. In this case, by receiving the packet from the L-EAS, the L-PSA UPF removes the outer IP header of the packet and applies the defined FARs.

6.21.2.2	QoS handling of the tunnel between different DN parts
The QoS requirement of the tunnel is independent from any UE’s PDU session, the QoS requirement is defined per DNAI or per application (identified by Application ID). The EDI in TS 23.548 [5] Table 6.2.3.4-1 is updated to contain the QoS requirement on a DNAI or application basis.
To guarantee the QoS requirement of the tunnel between the L-PSA UPF and the C-PSA UPF, DSCP approach is used. Specifically, the AF provides to the the SMF via NEF on the requested QoS requirement in the EDI. For a given set of QoS parameter values from the QoS requirement, a DSCP value can be mapped which is used by the transport networks between the L-PSA UPF and C-PSA UPF. The SMF configures L-PSA UPF and C-PSA UPF to handling the QoS requirements, by defining the Packet Filter Set in PDRs and the FAR(s) linked to each PDR. With the PDRs, the UPFs are able to classify packets per QoS requirement with a given set of QoS parameter values. With the linked FAR(s), the UPFs are able to set the IE “transport layer marking” to the mapped DSCP value for transport level marking by a FAR.
For example, the following QoS parameters can be supported by the tunnel:
-	Maximum Bit Rate (MBR) per DNAI (defined in current EDI), or per given application (based on Application ID);
-	Packet Delay Budget (PDB): The delay between two UPFs’ terminating N6;
-	Packet Error Rate: Packet sent by a UPF but not successfully received by another UPF.
6.21.3	Impacts on existing nodes and functionality
Impacted nodes and functionality are listed as follows:
-	AF: 
-	- 	provides information to 5GC requesting application data forwarding between two parts of the DN (L-DN and a C-DN) via information described in clause 6.21.1.2 along with the QoS requirements in clause 6.21.2.2.
-	SMF: 
-	selects PSA UPFs (L-PSA UPF and C-PSA UPF), so that two parts of the DN can be anchored and a tunnel can be established in-between.
-	configures two PSA UPFs (L-PSA UPF and C-PSA UPF) to send/receive traffic at L-DN or C-DN.
* * * * End of changes * * * *
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