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Abstract of the contribution: This paper proposes solution for KI#8.
1 Introduction
This paper proposes new solution for KI#8 in TR 23.700-77.
2 Proposal
It is proposed to approve following content in TR 23.700-77. 
* * * * First change * * * *
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Table 6.0-1: Mapping of Solutions to Key Issues
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[bookmark: _Toc148590872][bookmark: _Toc22214908][bookmark: _Toc13110][bookmark: _Toc23254041][bookmark: _Toc500949097]6.X	Solution #X: Support of IMS DC based avatar communication
[bookmark: _Toc148590873][bookmark: _Toc22214909][bookmark: _Toc23254042][bookmark: _Toc500949099][bookmark: _Toc8365]6.X.1	Description
[bookmark: _Toc22214910][bookmark: _Toc500949101]This solution proposes how to support Avatar communication with the avatar data repository in the IMS DC network. The avatar data stored in the network can only be accessed by the authorized UE with the Service Level User ID that is assigned by the DC application service providers and/or the 3GPP IMS service operators.
[bookmark: _Toc157759430]6.X.1.1	General


Figure 6.X.1.1: Example of enhanced IMS DC Architecture to support avatar store and access
[bookmark: _Toc148590874][bookmark: _Toc23254043][bookmark: _Toc25864]To support of IMS avatar communications, the architecture is enhanced as below:
Avatar Data Repository (ADR):
-	The Avatar Data Repository is used by the UE and the DCSF/MF to store and access to the list of Avatar IDs and its corresponding Avatar data.
-	ADR can be located within the PLMN e.g. as a new network function, as a repository connected to DCSF (like DC Application Repository), or as a trusted/untrusted application server (like DC Application Server).
The Avatar Data Repository stores and manages the information elements as following:
Avatar data:
-	Avatar data is composed of a Base Avatar, and the related information. 
-	Base Avatar is the 3D representation which is generated from the inputs such as captured data from camera and other sensors information. The Base Avatar is non-timed and static data, and unique to the user.
-	Base Avatar related information is the metadata of the Base Avatar such as the format, codec, version (e.g. data of creation), associated application service(s), and other information.
-	Avatar data is accessible via an Avatar ID.
List of Avatar IDs: 
-	The list of Avatar IDs is provided to the authorized UE.
-	The UE downloads the list of Avatar IDs from the DC AS during Bootstrap DC session. The UE selects an Avatar ID within the list of Avatar IDs to use for avatar session, and requests with Application DC session.
-	To download the List of Avatar IDs from the DC AS, the UE requests Bootstrap DC session with the UE ID, and the Service level user ID.
Service level User ID: 
-	Service level User ID is provided and/or configured to the UE and the HSS.
-	Service level User ID is assigned by the DC AS to authorize a UE to download the list of Avatar IDs which is allowed to that UE, from the DCAS via IMS network.
-	Service level User ID is first authorized by HSS to allow the UE to download the data from DC AS via DCSF/MF, and then authorized by DC AS to allow the UE to download the list of Avatar IDs belong to the UE .
NOTE :	The mechanism of additional authorization of a UE with a service level user identity (which is assigned by the external server) by HSS/UDM and also by the external server is used in TS 23.256 for the CAA-Level UAV ID. This solution borrows this mechanism.
Animation data:
-	The data such as facial feature points, pose, gesture that can be generated from the camera, microphones, motion capturing devices, etc. The Animation data is timed and dynamic data.
Animated avatar media:
-	The media generated with the Base Avatar and the Animation Data, which will be used in the rendering process.
NOTE :	The above information elements will be keep updated with coordination with SA4.
6.X.2	Procedures
[bookmark: _Toc157759539][bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc22214911]6.X.2.1	Authorization of the UE to access avatar data stored in the network
Based on Figure 5.1 in clause 5.2.2 of TS 23.228 [5], Figure 6.X.2.1-1 depicts a procedure how to authorize the UE to access to the avatar data stored in IMS network for avatar communication with following differences:
-	The UE includes a media feature tag in the Contact header field in REGISTER request that indicating UE supports avatar communication.
-	The UE provides its Service Level User ID in REGISTER request, and the S-CSCF and HSS/UDM check the subscription data whether the user is allowed to use the avatar communication service with the Service Level User ID provided by the UE.
-	The S-CSCF includes a Feature-Caps header field which indicating its avatar communication capability in 200 OK response to the UE.
-	The S-CSCF indicates whether the user is allowed to use the avatar communication service with the Service Level User ID based on subscription data in 200 OK response to the UE.


Figure 6.X.2.1-1: Authorization of the UE to access avatar data stored in the network during IMS Registration
The procedure to authorize the UE to access to avatar data stored in the network during IMS Registration is as follows:
1-5. UE sends the REGISTER request, and the request includes the media feature tags in the Contact header fields, which indicate that the UE supports IMS data channel as described in clause AC.7.0 of TS 23.228 [5] and the UE supports avatar communication. The UE which has subscribed to avatar communication service, the UE additionally provides its Service Level User ID in the REGISTER request. The REGISTER request is sent to S-CSCF via P-CSCF, and I-CSCF as described in step 1 to 5 in clause 5.2.2 of TS 23.228 [5].
6.	Step 6 in clause 5.2.2 of TS 23.228 [5] is performed. The S-CSCF provides Service Level User ID provided by the UE to HSS/UDM. The HSS/UDM checks the subscription data whether the user is allowed to use the avatar communication service with the Service Level User ID. 
7.	Step 7 in clause 5.2.2 of TS 23.228 [5] is performed. The HSS/UDM responses to S-CSCF with the indication whether the user is allowed to use the avatar communication service with the Service Level User ID provided in step 6. 
8.	Step 8 in clause 5.2.2 of TS 23.228 [5] is performed. 
9-11. If the IMS network supports IMS data channel and avatar communication, the S-CSCF includes Feature-Caps header fields in 200 OK response which indicating its data channel capability as described in clause AC.7.0 of TS 23.228 [5], and indicating its avatar communication capability. The S-CSCF indicates whether the user is allowed to use the avatar communication service with the Service Level User ID as received from the HSS/UDM in step 7. The 200 OK response is sent to UE via I-CSCF, and P-CSCF as described in step 9 to 11 in clause 5.2.2 of TS 23.228 [5].
After this procedure, the UE will establish IMS data channel sessions with the allowed Service Level User ID.
6.X.2.2	Bootstrap data channel establishment for retrieval of identities of avatar data stored in the network
Based on the Figure AC.7.1-1 of TS 23.228 [5], the bootstrap data channel establishment for retrial of Avatar ID List can be performed as described in 6.X.2.2-1.


Figure 6.X.2.2-1: Bootstrap Data Channel set up Signalling Procedure for avatar communication 
1. [bookmark: _Toc148590875][bookmark: _Toc16419][bookmark: _Toc23254044]UE sends the INVITE with the SDP offer for audio/video, and bootstrap DC, and the Service Level User ID of the UE#1.
2. IMS AS decides DC Routing and DCSF discovery.
3. IMS AS sends session event control notification based on the information included in the INVITE message. The Service Level User ID of UE#1 is included in this message.
4. DCSF decides the provision of DC, and determines the DC control policy.
5. DCSF creates originating and terminating side media information.
5a. DCSF retrieves the Avatar ID List for the UE#1 from Avatar Data Repository, with the Service Level User ID of UE#1 and the User ID of UE#1.
5b. Avatar data Repository checks whether the UE#1 is allowed to download the list of Avatar IDs with the Service Level User ID of UE#1 that DCSF provided. The UEs other than UE#1 is not allowed to use the Service Level User ID of UE#1. The DC AS stores and manages the pair of Service Level User ID and UE ID for the authorization. If the authorization is successful, then the Avatar Data Repository provides the list of Avatar IDs to the DCSF.
6. DCSF returns the replacement HTTP URL for list of Avatar IDs to the IMS AS, which will be used by the MF when it downloads the list of Avatar IDs via MDC1.
7. MF/MRF discovery and selection is performed.
8. IMS AS requests MF/MRF to reserve originating and terminating side media resource. MF/MRF allocates resources for originating and terminating MDC1.
9. IMS AS responses to DCSF.
10. DCSF responses to IMS AS.
11. The INVITE message is sent to S-CSCF.
12. The INVITE message is sent to the terminating network/UE#2.
13. The terminating network negotiation is performed.
14. 18X message may be exchanged.
15. The terminating network/UE#2 sends 200 OK to S-CSCF.
16. 200 OK is forwarded to IMS AS.
17. DCSF responses to IMS AS.
18. 200 OK is forwarded to the UE#1.
19. Step 20 to 23 of Figure AC.7.1-1 of 23.228 [5] are performed. The list of Avatar IDs for UE#1 is downloaded from Avatar Data Repository to the UE#1 via originating MF/MRF through the established bootstrap data channel.
20. Subsequent procedures can be performed. After this procedure, the UE#1 initiates the application data channel with certain Avatar ID(s) of UE#1 which is selected among the Avatar ID List by the UE#1 (as described Solution #17).
6.X.3	Impacts on Existing Nodes and Functionality
This solution may have the following impacts to exiting entities and interfaces:
S-CSCF:
· S-CSCF checks whether the UE is subscribed to the avatar communication service that provides use of avatar data stored in the network.
DCSF:
· DCSF retrieves the list of Avatar IDs for the UE from Avatar Data Repository.
· DCSF provides the list of Avatar IDs for the UE to MF/MRF via bootstrap data channel.
Avatar Data Repository:
· ADR stores the Avatar data, and provides to the authorized UE via bootstrap data channel.
· ADR can be located within the PLMN e.g. as a new network function, as a repository connected to DCSF (like DC Application Repository), or as a trusted/untrusted application server (like DC Application Server).
MF/MRF:
· MF/MRF provides the list of Avatar IDs for the UE to UE via bootstrap data channel.
UE:
· UE registers with the Service Level User ID to the IMS network to use avatar communication and to access to the avatar data stored in the network.
* * * * End of changes * * * *
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