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[bookmark: _Toc462478989][bookmark: _Hlk154651783]Abstract of the contribution: This paper proposes solution for Key Issue #3.
1	Discussion
This paper is Key Issue #3 solution for Exposure of User Identity Profile Information.
2	Proposal
It is proposed to include the following changes in TR 23.700-32 V0.1.0.

		* * * * Start of Changes * * * *
[bookmark: _Toc22192650][bookmark: _Toc23402388][bookmark: _Toc23402418][bookmark: _Toc26386423][bookmark: _Toc26431229][bookmark: _Toc30694627][bookmark: _Toc43906649][bookmark: _Toc43906765][bookmark: _Toc44311891][bookmark: _Toc50536533][bookmark: _Toc54930305][bookmark: _Toc54968110][bookmark: _Toc57236432][bookmark: _Toc57236595][bookmark: _Toc57530236][bookmark: _Toc57532437][bookmark: _Toc93073662][bookmark: _Toc153818189][bookmark: _Toc157447962][bookmark: _Toc157692397][bookmark: _Toc16839382]6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
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[bookmark: _Toc93073650]		* * * * Start of Changes – All New Text * * * *
[bookmark: _Toc500949097][bookmark: _Toc92875660][bookmark: _Toc93070684][bookmark: _Toc157447963][bookmark: _Toc157692398]6.X	Solution #X: NEF/UDM Based Exposure of User Identity Profile Information 
[bookmark: _Toc500949098][bookmark: _Toc92875661][bookmark: _Toc93070685][bookmark: _Toc157447964][bookmark: _Toc157692399]6.X.1	Key Issue mapping
[bookmark: _Toc500949099][bookmark: _Toc92875662][bookmark: _Toc93070686][bookmark: _Toc157447965]This solution addresses Key Issue #3 " Exposure of User Identity Profile Information ".
[bookmark: _Toc157692400]6.X.2	Description
[bookmark: _Toc500949101]The principle of this Key Issue #3 solution is that the User Profile is part of a network function in the home network of the operator that manages the user identifier. The network function allows the NEF to invoke APIs to read and subscribe to information from the user profile.
NOTE: 	What network function stores the user profile is based on Key Issue #1 solutions, however, this assumption assumes that the User Profile is stored in the UDR and accessed via the UDM.
 
[bookmark: _Toc157692401]6.X.3	Procedures
[bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc92875664][bookmark: _Toc93070688][bookmark: _Toc157447967]This procedure assumes that the User Profile information is read in the UDR by the UDM. The UDM invokes the Nudr_DM_Query service using a user identifier as a data key.
The UDM supports an Nudm_UserIdentityProfile(UIP)_Get service operation. The NEF is one example of a consumers of the Nudm_UIP_Get service operation.
A request to read information from a User Identity Profile may be issued by the NEF by invoking the Nudm_UIP_Get service operation. The UDM will authorize the request. If the request is authorized, the UDM will provide information from the User Identity Profile. The UDM authorizes the request based on local configuration and operator policy. 




Figure 6.x.3-1: Exposure of User Profile Information
1. The AF sends a request to read information from a User Profile to the NEF. The request includes the User Identifier, an AF identifier, a data key. Based on local configuration, the NEF checks if the AF is authorized to read the user profile (e.g. whether the AF is authorized to read the user profile of users that are in the domain of the provided user identifier). If the AF is not authorized, step 2 is skipped and an error response is returned in step 3.

The Data Key can indicate if the AF wants to obtain a list of subscription(s) that are linked to the user identifier or read what subscription the user is currently authorized to use.
NOTE:	How the network determined the domain that manages the User Identity is based on the format of the user identity and Key Issue #1 solutions.
2. The NEF invokes an Nudm_UIP_GET service operation to read information from the user profile. The user identity and data key are provided in the service invocation. The UDM/UDR sends a response to the NEF with the requested information.

3. The NEF responds to the AF with the requested information.



[bookmark: _Toc157692402]6.X.4	Impacts on services, entities and interfaces
AF:
· Sends a request to the NEF to read user profile information and receives a response.
NEF:
· Receives a request from the AF to read user profile information and sends a response.
· Checks that the AF is authorized to read the user profile.
· Sends a request from the UDM//UDR to read user profile information and receives a response.
UDM/UDR:
· Receives a request from the NEF to read user profile information and sends a response.


* * * * End of Changes * * * *
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