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Abstract of the contribution: This paper is to propose a new solution for key issue#2.
1. Introduction
[bookmark: _Toc352077766]It is proposed to agree the new solution for key issue#2 into TR 23.700-06.
The basic idea of MWAB authorization is to reuse the existing MBSR authorization described in clause 5.35A.4 in TS 23.501.
The configuration of MWAB received from OAM is as follows:
-	MWAB cells.
-	MWAB AMFs.
-	The mapping between DSCP and 5QI. The DSCP is the DSCP used to transfer UE PDU. The 5QI is the QoS used by MWAB to transfer the UE PDU.
-	The mapping between SST and S-NSSAI. The SST is the SST of the S-NSSAI used by UE to transfer the UE PDU. The S-NSSAI is the S-NSSAI used by MWAB to establish PDU Session to transfer the UE PDU.
* First change * 
[bookmark: _Toc157667956][bookmark: _Toc93486472]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 22.261: "Service requirements for the 5G system; Stage 1".
[4]	3GPP TS 38.300: "NR; NR and NG-RAN Overall Description".
[5]	3GPP TS 38.401: "NG-RAN Architecture description".
[6]	3GPP TS 23.273: "5G System (5GS) Location Services (LCS); Stage 2".
[x]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[y]	3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System".
[bookmark: _Toc510607499][bookmark: _Toc518306733]* Second change * 
[bookmark: _Toc157667972][bookmark: _Toc43819957][bookmark: _Toc43882472][bookmark: _Toc43882646][bookmark: _Toc43882633][bookmark: _Toc43882459]6.0	Mapping of solutions to key issues
Editor's note:	This clause describes the mapping between solutions and key issues.
Table 6.0-1: Mapping of solutions to key issues
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* Third change * 
[bookmark: _Toc157667973]6.X	Solution #x: title of the solutionMWAB Authorization and Configuration
Editor's note:	This clause describes a solution addressing one or more key issues identified in clause 5. The structure of the subclauses can be adjusted.
[bookmark: _Toc157667974]6.X.1	General
Editor's note:	This clause lists the key issue(s) addressed by this solution, and briefly the main principles of the solution.
This solution addresses Key Issue#2: Authorization of a MWAB and configuration of MWAB.
[bookmark: _Toc157667975]6.X.2	Functional descriptions
Editor's note:	This clause further details the solution principles and any assumptions made.
[bookmark: _Toc100980711][bookmark: _Toc104390079][bookmark: _Toc112738545][bookmark: _Toc122516513]6.X.2.1	MWAB authorization
In this solution, the basic idea of the existing MBSR authorization described in clause 5.35A.4 in TS 23.501[2] is reused, the MWAB authorization is as follows:
-	MWAB subscription information stored in the HPLMN indicates whether it is authorized to operate as MWAB. When MWAB roaming is supported, a roaming agreement between VPLMN and HPLMN regarding MWAB operation is in place. The AMF can make use of the subscription data for authorization of the MWAB in the VPLMN.
-	When the MWAB-UE performs initial registration with the serving PLMN, it indicates the request to operate as a MWAB. The AMF authorizes the MWAB based on the subscription information, and provides MWAB authorized indication to the MWAB over NAS. Upon the reception of MWAB authorization indication (authorized), the MWAB establishes the connection to OAM using the configuration information for MWAB operation.
-	If the MWAB operation is not authorized, the AMF of the MWAB-UE can indicate to the MWAB-UE the MWAB authorization indication (not authorized) during the registration procedure.
-	When the MWAB authorization state changes for a registered MWAB, the AMF informs the MBSR the updated authorization status using Deregistration or UE Configuration Update procedure. When the MWAB is not authorized but remains registered, the AMF notifies the SMF to release the PDU Session for OAM access.
6.X.2.2	MWAB configuration
When the MWAB authorization indication (authorized) is received during the Registration or UE Configuration Update procedure, based on the configuration information for MWAB operation, the MWAB-UE establishes a dedicated PDU Session for the OAM server access. 
The existing mechanism for MBSR to establish a dedicated PDU Session for the OAM traffic described in clause 5.35A.2 in TS 23.501[2] can be reused with replacing the MBSR using the MWAB, as follows:
-	When a PDU session is used for the MWAB to access the OAM server, the MWAB establishes a dedicated PDU session for the OAM traffic. The serving PLMN provides an Allowed NSSAI and establishes the PDU session for the OAM server access, considering the S-NSSAI and DNN requested by MWAB and/or the default values in subscription data. The MWAB can be (pre-)configured with UE policy or provisioned using existing UE Policy mechanism as defined in TS 23.503 [y] including the OAM access PDU session parameters for the authorized PLMNs.
To support the gNB function, the MWAB obtains the following configuration data from OAM:
-	MWAB cells.
-	MWAB AMFs.
-	Supported S-NSSAI(s).
-	The mapping between DSCP and 5QI. The DSCP is the DSCP used to transfer UE PDU. The 5QI is the QoS used by MWAB to transfer the UE PDU.
-	The mapping between SST and S-NSSAI. The SST is the SST of the S-NSSAI used by UE to transfer the UE PDU. The S-NSSAI is the S-NSSAI used by MWAB to establish PDU Session to transfer the UE PDU.
Editor's note:	It is FFS that whether other configuration information is needed.
[bookmark: _Toc157667976]6.X.3	Procedures
Editor's note:	This clause describes procedures and information flows for the solution.
The Registration procedure in clause 4.2.2.2.2 of TS 23.502 [x] applies with the following additions:
-	In step 1, the UE indicates the request to operate as a MWAB.
-	In step 21, the AMF includes MWAB authorization indication (authorized or not authorized) in Registration Accept message.
The UE Configuration Update procedure for access and mobility management related parameters in clause 4.2.4.2 of TS 23.502 [x] applies with the following additions:
-	In step 1, the AMF includes MWAB authorization indication (authorized or not authorized) in UE Configuration Update Command message.
[bookmark: _Toc157667977]6.X.4	Impacts on services, entities, and interfaces
Editor's note:	This clause lists impacts to services, entities, and interfaces.
AMF:
-	Authorize the MWAB based on the subscription data and provides the MWAB authorization indication (authorized or not authorized) in Registration Accept or UE Configuration Update Command message.
-	Notify the SMF to release the PDU Session for OAM access when the MWAB authorization is changed from authorized to not authorized.
MWAB:
-	Indicate the request to operate as a MWAB during registration procedure.
-	Receive the MWAB authorization indication (authorized or not authorized) in Registration Accept or UE Configuration Update Command message.
-	Obtain configuration data from OAM when the MWAB authorization indication (authorized) is received.
* End of changes *
