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Abstract: A new solution for key issue#2 of FS_VMR_Ph2 is proposed.
1. Introduction
This pCR proposes a new solution for key issue#2 of FS_VMR_Ph2, which focuses on the following aspects:
-	How to authorize a MWAB to serve UEs and how to update and handle the MWAB authorization status (including de-authorize or authorize a previously not authorized MWAB).
-	How to support the configuration and update of the configuration of the MWAB with information related to MWAB operation. 
2. Discussion
This key issue#2 mainly studies the following aspects of the MWAB:
-	How the 5GC authorizes that the MWAB-UE can act as an MWAB when it registers to the network (Issue #1). 
-	How to update the information upon detecting the triggers, e.g., MWAB moves to a non-allowed area (Issue #2). 
-	How to provide necessary information to MWAB-UE regarding the MWAB operation (Issue #3).
-	How to configure the MWAB-gNB of the necessary information, e.g., cell ID/TAC (Issue #4). 
The following descriptions elaborate the above issues.
Issue#1: Authorization aspects
The existing Rel-18 VMR mechanism for authorization during IAB-UE registration is described in the Figure 2-1.
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[bookmark: _CRFigureD_31]Figure 2-1: Existing Rel-18 VMR mechanism
Compared to Rel-18 VMR mechanism, the following is the analysis for the authorization of R19 MWAB-UE:
· The RRC-level indication (e.g. MWAB indication) is still needed since the supported AMF needs to be selected. 
· The gNB needs to provide MWAB indication since AMF shall be able to know whether MWAB specific behavior is needed. 
· The similar logic shall be done at UDM based on subscription data.
· The authorization indication included in the N2 message not needed for MWAB, since the gNB serving the MWAB-UE is separated from MWAB-gNB.
· If the MWAB is successfully authorized, the serving AMF accepts the Registration procedure. 
Therefore, the proposal for the Rel-19 MWAB authorization is described in the Figure 2-2.
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Figure 2-2: Rel-19 WMAB authorization during registration
Issue #2: Authorization information change
The existing Rel-18 VMR mechanism for authorization change is described in the Figure 2-3.
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Figure 2-3: Existing Rel-18 VMR mechanism
When authorization status is changed from authorized status to non-authorized for MWAB-UE, after the MWAB-gNB successfully handed over the UEs, the MWAB-UE initiates de-registration procedure or the AMF triggers the de-registration based on local timer..
The proposal for the Rel-19 MWAB authorization change is described in the Figure 2-4. 
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Figure 2-4: Rel-19 WMAB authorization information change
Issue #3: Policy parameters provisioning to UE related to MWAB operation
Regarding the configuration to the R18 mobile IAB-UEs defined in TS 23.501:
· The MBSR(IAB-UE) is assumed to be configured with preferred PLMN lists and forbidden PLMNs by the HPLMN to perform PLMN selection as specified in TS 23.122. 
· The MBSR can be (pre-)configured with UE policy or provisioned using existing UE Policy mechanism as defined in TS 23.503 including the OAM access PDU session parameters for the authorized PLMNs.
It is proposed that R19 MWAB follows the same mechanism.
Issue #4: Configuration for the MWAB-gNB
In order for an MBSR to operate as a mobile IAB node, it receives configuration from the OAM system of the serving PLMN as specified in TS 38.401. When a PDU session is used for the MBSR to access the OAM server, the MBSR establishes a dedicated PDU session for the OAM traffic. 
The core idea of the MWAB part is to reuse the solution in Rel-18, i.e.: 
· The OAM address of each PLMN that the MWAB-gNB potentially serving is pre-configured at MWAB-UE. 
· The OAM provides the configuration parameters from the PLMN it served. 
2. Text Proposal
[bookmark: _Toc519004414]It is proposed to capture the following changes in TR 23.700-06.
[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc157515659][bookmark: _Toc93486476][bookmark: _Toc97151679][bookmark: _Toc100980632][bookmark: _Toc104389998][bookmark: _Toc112738463][bookmark: _Toc119960824][bookmark: _Hlk155088395]6.0	Mapping of solutions to key issues
Editor's note:	This clause describes the mapping between solutions and key issues.
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* * * * Second change (All text new) * * * *
[bookmark: _Toc157515660]6.X	Solution #x: authorization of a MWAB and configuration of a MWAB
[bookmark: _Toc157515661]6.X.1	General
The solution provides methods for authorization of a MWAB and configuration of a MWAB.
[bookmark: _Toc157515662]6.X.2	Functional descriptions
The solution is based on the support of MWAB architecture as specified in clause 4.1 with the following high-level descriptions for the authorization and configuration:
-	For a MWAB, the subscription information stored in the HPLMN indicates whether it is authorized to operate as MBSR, and the corresponding location and time information.
-	When the MWAB-UE performs initial registration with the serving PLMN, it indicates the request to operate as a MWAB. The AMF of serving PLMN (i.e. the BH CN) authorizes the MWAB based on the subscription information, and provides MWAB authorized indication to the MBSR node over NAS message. 
-	During initial registration:
· If the MWAB operation is authorized, the AMF serving the MWAB accepts the Registration procedure.
· If the MWAB operation is not authorized (e.g. due to location or time limitation), the AMF serving the MWAB rejects the Registration procedure. 
-	When the MWAB authorization state changes for a registered MWAB-UE (not authorized), the AMF uses Deregistration to inform the MWAB-UE regarding the updated authorization status.
Editor’s Note: when the MWAB is not authorized, whether the PLMN allow the MWAB-UE to be registered in the PLMN is FFS.
In order for a MWAB to operate as a MWAB (i.e. mobile gNB), it receives configuration from the OAM system. The MWAB-UE establishes a secure and trusted connection to the OAM server only if it is authorized to operate as MWAB in the serving PLMN.
In addition, the MWAB-UE is assumed to be configured with preferred PLMN lists and forbidden PLMNs by the HPLMN to perform PLMN selection.

[bookmark: _Toc157515663]6.X.3	Procedures
The procedure for the MWAB authorization during initial registration is described in the Figure 6.X.3-1.
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Figure 6.X.3-1: Authorization during registration
1.	The MWAB (MWAB-UE) performs initial registration with the serving PLMN, it provides MWAB indication to the gNB in the RRC message. 
2.	The gNB selects the AMF supporting the MWAB handling based on the MWAB indication.
3.	The AMF authorizes the MWAB based on the subscription information. The subscription information stored in the HPLMN indicates whether it is authorized to operate as MBSR, and the corresponding location and time information which includes the MWAB operation allowed information.
4.	If the MWAB operation is authorized, the AMF serving the MWAB accepts the Registration procedure.
5.	If the MWAB operation is not authorized (e.g. due to location or time limitation), the AMF serving the MWAB rejects the Registration procedure.

The procedure for the MWAB authorization change is described in the Figure 6.X.3-2.
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Figure 6.X.3-2 : Authorization information change 
1.	For the registered MWAB which is already successfully authorized, the AMF serving the MWAB determines the authorization status is changed. The AMF sends the updated authorization information as not authorized to the MWAB-UE via the UE Configuration Update procedure.
2.	The AMF sets a local timer which is configured on the AMF.
3.	The MWAB-UE sends the not authorized indication to the MWAB-gNB.
4.	The MWAB-gNB move all connected UEs accessing the MWAB-gNB to other cells via handover procedure. 
5.	After the handover procedure is completed, the MWAB- gNB sends an indication to the MWAB-UE.
6.	The MWAB-UE initiates Deregistration procedure. Or the AMF executes the deregistration procedure based on the expiration of a timer.
[bookmark: _Toc157515664]6.X.4	Impacts on services, entities, and interfaces
Editor's Note: This clause lists impacts to services, entities, and interfaces.
* * * * End of changes * * * *
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