SA WG2 Meeting #161	S2-2402388
[bookmark: _GoBack]Athens, GREECE, February 26 – March 01, 2024

Source:	OPPO
Title:	KI#8, New Sol: Identify traffic flows from the tethered devices
Document for:	Approval
Agenda Item:	19.3
Work Item / Release:	FS_XRM Ph2/Rel-19
Abstract of the contribution: This contribution proposes a solution for KI#8 to identify traffic flows from the tethered devices.  

1.	Discussion
[bookmark: _Hlk99100636]The paper proposes a new solution for the KI#8 to identify traffic flows from the tethered devices behind the UE from the uplink traffic.

2.	Text proposal
It is proposed to agree the following changes to TR 23.700-70:
* * * Start of change (all new text) * * * 
[bookmark: startOfAnnexes][bookmark: _Toc500949097][bookmark: _Toc92875660][bookmark: _Toc93070684][bookmark: _Toc151529983]6.X	Solution #X Identify traffic flows from the tethered devices
[bookmark: _Toc500949098][bookmark: _Toc92875661][bookmark: _Toc93070685][bookmark: _Toc151529984]6.X.1	Key Issue mapping
[bookmark: _Toc500949099][bookmark: _Toc92875662][bookmark: _Toc93070686]This solution addresses Key Issues #8 (Enhancement for UE with the tethered devices).

[bookmark: _Toc151529985]6.X.2	Description
[bookmark: _Toc500949101][bookmark: _Toc92875663][bookmark: _Toc93070687]For tethered devices behind the same UE, different tethered devices may have different types of traffic, e.g. one tethered device is using eMBB, while the other tethered device is using XR service. Operator network needs to differentiate traffic of different tethered devices, thus the traffic can be mapped to different QoS Flows accordingly. 
In this solution, current Packet Filter Set as defined in clause 5.7.6 of TS23.501[2] can be extended with one or multiple tethered device identifier(s). The Packet Filter Set with tethered device identifier(s) can be provided to CN by UE or by AF. AF may get the tethered device identifier(s) from UE during application layer interaction, then AF generates the Packet filter with tethered device identifier(s) and provides the Packet filter to CN. 
The binding of traffic onto QoS Flows reuse the existing functionality specified in clause 6.1.3.2.4 of TS 23.503 [4]. 

[bookmark: _Toc151529986]6.X.3	Procedures
[bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc92875664][bookmark: _Toc93070688]Figure 6.x.3-1 is the procedure triggered by AF.


Figure 6.x.3-1: Procedure triggered by AF
1.	AF provides service information to the PCF by invoking Npcf_PolicyAuthorization_Create Request or Npcf_PolicyAuthorization_Update Request service operation as described in step 1a in clause 4.16.5.2 of TS 23.502 [3]. In this step AF provides the Packet Filters which including tethered device identifier(s) to PCF. NEF can be involved between the AF and PCF.
2.	PCF generates the authorized PCC rule(s) based on the AF request, and performs PCF initiated SM Policy Association Modification procedure as defined in clause 4.16.5.2 of TS 23.502 [3] to provide the PCC rule(s) to SMF. The PCC rule(s) includes the Packet Filters with tethered device identifier(s).
3.	SMF reuses the existing functionality specified in clause 6.1.3.2.4 of TS 23.503 [4] for QoS flow binding.
4.	N1 SM messages are exchanged between SMF and UE. In this step,  UE receives QoS rule(s) with the Packet Filters which including tethered device identifier(s) for uplink traffic filtering.
Figure 6.x.3-2 is the procedure triggered by UE. This procedure can be used when AF cannot provide the suitable Packet Filters to CN, for example if AF cannot get the tethered device identifier(s) from UE during application layer interaction. Some third-party AF which is not widely used may has no signalling interface with CN, thus cannot provide its request to PCF/NEF, in such case UE triggered procedure can also be used.


Figure 6.x.3-2: Procedure triggered by UE
1. UE initiates the PDU Session Modification procedure, Packet Filters which including tethered device identifier(s) is provided by UE to SMF in the PDU Session Modification Request message. 
2. SMF initiated SM Policy Association Modification procedure as defined in clause 4.16.5.1 of TS 23.502 [3]. In this procedure, PCF provides the PCC rule(s) with the Packet Filters which including tethered device identifier(s) to SMF. 
3.	SMF reuses the existing functionality specified in clause 6.1.3.2.4 of TS 23.503 [4] for QoS flow binding.
4.	N1 SM messages are exchanged between SMF and UE. In this step,  UE receives QoS rule(s) with the Packet Filters which including tethered device identifier(s) for uplink traffic filtering.
After the procedure of Figure 6.x.3-1 or Figure 6.x.3-2, for UL traffic, UE performs traffic filtering with the received QoS rule(s). UE evaluates UL packets considering the IP/UDP traffic header and also considering the tethered device who provides the traffic to UE. 
NOTE x: How UE gets the tethered device identifier of the tethered devices behind the UE is outside of scope.

[bookmark: _Toc151529987]6.X.4	Impacts on services, entities and interfaces
PCF impact:
-	providing PCC rule(s) with Packet Filters which including tethered device identifier(s) to SMF. 
SMF impact:
· Provide packet filter which including tethered device identifier(s)to the PCF. 
-	providing QoS rule(s) with Packet Filters which including tethered device identifier(s) to UE. 
AF impact:
-    provide packet filter which including tethered device identifier(s) to the NEF/PCF.
NEF impact:
· Provide packet filter which including tethered device identifier(s)to the PCF. 
UE impact:
· Provide packet filter which including tethered device identifier(s)to the SMF. 
-	performs UL traffic filtering based on the Packet Filters which including tethered device identifier(s).

* * * End of change * * * 
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