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Abstract of the contribution: This paper is to propose a new solution to support NAS-based information transfer for Ambient IoT Services. 
[bookmark: _Hlk513714389]1. Proposal
It is proposed to agree the following changes into TR 23.700-13.

1st Change
[bookmark: _Toc22214907][bookmark: _Toc22286586][bookmark: _Toc23317647][bookmark: _Toc94300259]6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
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2nd Change
[bookmark: _Toc324232213][bookmark: _Toc326248709][bookmark: _Toc22286587][bookmark: _Toc23317648][bookmark: _Toc94300260]6.X	Solution #X: <Solution Title> NAS-based information transfer for Ambient IoT Services
[bookmark: _Toc326248710][bookmark: _Toc22286588][bookmark: _Toc23317649][bookmark: _Toc94300261]6.X.1	Description
Editor's note:	This clause will describe the solution principles and architecture assumptions for corresponding key issue(s). (Sub-) clause(s) may be added to capture details. 
[bookmark: _Toc509873782][bookmark: _Toc509905232][bookmark: _Toc22286589]The solution applies to both the Key Issue #2 "Identification, Subscription, Registration and Connection management" and the Key Issue #3 "Support of Ambient IoT Services".
Considering the nature of the AIoT Devices (e.g. ultra-low complexity power, cost and resource-constrained), the PDU Session/QoS Flow based data transfer is not suitable for such AIoT Devices. This solution proposes to use NAS-based message for information transfer for Ambient IoT Services. The AF requests service operation for an AIoT Device or a group of AIoT Devices via the NEF, and the service operation is forwarded to the AMF which then triggers the paging procedure to the AIoT Devices. After receiving paging, the AIoT Devices includes Device ID and AIoT data requested by service operation in the NAS message and send it to the AMF, and then the AMF sends the Device ID and AIoT data to the AF via the NEF.
[bookmark: _Toc23317650][bookmark: _Toc94300262]6.X.2	Procedures
Editor's note:	This clause describes services and related procedures for the solution.
[bookmark: _Toc326248711][bookmark: _Toc22286590]Depicted in Figure 6.X.2-1 is the procedure for NAS-based information transfer for Ambient IoT Services.

 
Figure 6.X.2-1: Procedure for NAS-based information transfer for Ambient IoT Services
1.	AF sends a Nnef_AIoT_Service Request (AF Identifier, Device ID, service operation) message to the NEF. The service operation indicates the service (e.g. Inventory, Command) the AF requested for the Ambient IoT Device(s). Device ID is used to identify an Ambient IoT Device or a group of Ambient IoT Devices.
2.	The NEF checks if the AF is authorized to request the service operation.
3.	The NEF forwards the service operation to the AMF using Namf_AIoT_Service Request (Device ID, service operation) message.
4.	The AMF sends a paging message (Device ID, service operation) to NG-RAN.
5.	The NG-RAN performs paging.
6.	For each Ambient IoT Device, if Ambient IoT Device receives paging message and paged with the Device ID, the Ambient IoT Device initiates Random Access procedure.
NOTE X:	The steps 5 and 6 are to be defined by RAN WGs.
7.	The Ambient IoT Device sends NAS message (Device ID, AIoT data) over AS message. AIoT data is included in the NAS message if requested by the service operation.
8.	The NAS message is forwarded by NG-RAN to the AMF.
9.	The AMF checks if the Ambient IoT Device is authorized to transfer the AIoT data.
10.	The AMF responds to the NEF using Namf_AIoT_Service Response (Device ID, AIoT data) message.
11.	The NEF responds to the AF using Nnef_AIoT_Service Response (Device ID, AIoT data) message.
[bookmark: _Toc23317651][bookmark: _Toc94300263]6.X.3	Impacts on services, entities and interfaces
Editor's note:	This clause captures impacts on existing services, entities and interfaces.
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