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Abstract of the contribution: This paper proposes a solution for KI#1, and merges S2-2402888 with proposed solution option A.
Discussion
In LTE Femto, Closed Subscriber Group (CSG) identifies a group of subscribers who are permitted/allowed to access one or more CSG cells of the PLMN identified by CSG ID(s). A CSG cell is a cell broadcasting one or several CSG IDs.
In 5G, a Closed Access Group (CAG) identifies a group of subscribers who are permitted/allowed to access one or more CAG cells associated to the CAG ID. A CAG cell is a cell broadcasting one or several CAG IDs. The CAG concept is like the CSG concept in LTE but was originally introduced in the context of PNI-NPNs to prevent UE(s), which are not allowed to access the NPN via the associated cell(s), from automatically selecting and accessing the associated CAG cell(s).
When introducing the concept of 5G Femto as part of FS_5G_Femto study, mobility from/to CSG cells in LTE to/from CAG cell of 5G Femto should be considered as the deployment of 5G Femto may start on top of an existing LTE Femto deployment such as in an Enterprise deployment.
Proposal
A solution is proposed for KI#1 for incorporation in the FS_5G_Femto TR 23.700-45.
*** First change *** 
[bookmark: _Toc22192650][bookmark: _Toc23402388][bookmark: _Toc23402418][bookmark: _Toc26386423][bookmark: _Toc26431229][bookmark: _Toc30694627][bookmark: _Toc43906649][bookmark: _Toc43906765][bookmark: _Toc44311891][bookmark: _Toc50536533][bookmark: _Toc54930305][bookmark: _Toc54968110][bookmark: _Toc57236432][bookmark: _Toc57236595][bookmark: _Toc57530236][bookmark: _Toc57532437][bookmark: _Toc153792592][bookmark: _Toc153792677][bookmark: _Toc157521333][bookmark: _Toc16839382]6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
	
	Key Issues

	Solutions
	<Key Issue #1>
	<Key Issue #2>

	#1
	
	

	#2
	
	

	#X handover from/to CSG cell to/from CAG cell using pseudo CAG/CSG ID
	X
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[bookmark: _Toc500949099][bookmark: _Toc92875662][bookmark: _Toc93070686][bookmark: _Toc148498834]6.X.1	Description
In LTE Femto, Closed Subscriber Group (CSG) identifies a group of subscribers who are permitted/allowed to access one or more CSG cells of the PLMN identified by CSG ID(s). A CSG cell is a cell broadcasting one or several CSG IDs. CSG membership of UE is configured in the user subscription data and on the UE. If a UE tries to connect to a CSG cell the network (MME) checks whether the UE is allowed to do so considering the subscription data.
In 5G, a Closed Access Group (CAG) identifies a group of subscribers who are permitted/allowed to access one or more CAG cells associated to the CAG ID. A CAG cell is a cell broadcasting one or several CAG IDs. The CAG concept is like the CSG concept in LTE but was originally introduced in the context of PNI-NPNs to prevent UE(s), which are not allowed to access the NPN via the associated cell(s), from automatically selecting and accessing the associated CAG cell(s). CAG based access control was introduced in 3GPP Release-16. 
As part of KI#1, it is noted that the mobility scenarios for the UE move (e.g. CSG cell to CAG cell of 5G Femto) are going to be studied. Hence, in this solution, the mobility from/to CSG cells in LTE and to/from CAG cell of 5G Femto is considered. This mobility scenario would be valid as the deployment of 5G Femto may start on top of an existing LTE Femto deployment such as in an Enterprise deployment. 
In this solution, the handover from/to CSG cell to/from CAG cell of 5G Femto is provided with an assumption that CAG concept as defined for PNI-NPN is re-used for 5G Femto deployments. This solution proposes:
· to reuse the existing access control mechanisms at source side based on CSG ID (for the mobility from CSG cell to CAG cell of 5G Femto), and based on CAG ID (for the mobility from CAG cell of 5G Femto to CSG cell); and
· to perform access control for the moving UE at the source cell in order to mitigate any unnecessary signalling that may happen if the UE is not allowed to access the target CSG or CAG cell.

The benefit of the proposed solution is that it enables to consider the mobility from/to LTE Femto CSG cells in a system which already supports CAG access control (due to NPN or access to 5G Femto cells) without any further impacts than provisioning of a dedicated partition of CAG IDs. More specifically, the 5G source system is partitioned to reserve all CAG IDs with the five zeros as leftmost bits of the 32 bitstring for the 4G system. This means that the remaining number of CAG IDs to be used for the 5G intra-system (e.g. NPN or CAG cell of 5G Femto) is reduced from 2^32 into (2^32 – 2^27) which means a reduction of only about 3 percent maximum (if all range is used). Such a reduction can be considered as minor and acceptable for the 5G intra-system operation.
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The following figure represents a high-level procedure of the solution.


Figure 6.X.2-1: UE mobility from CAG cell of 5G Femto to 4G CSG cell
Step 0a. 5GS is configured in a way that the existing CAG ID values are partitioned to reserve all CAG IDs with the five zeros as leftmost bits of the 32 bitstring for the 4G system.
Step 0b. [Option A] It is assumed that UE is configured with the allowed CAG and CSG list for access to CAG and CSG cells and CSG-CAG ID partitioning when the registered PLMN sends allowed CAG list during the registration procedure or UE configuration update procedure. UE can construct a pseudo CAG ID based on the provisioned CSG-CAG ID partition where a pseudo CAG ID can be obtained with 32 bits bitstring by setting five zeros as leftmost bits followed by the 27 bits of the read CSG ID bitstring to make it aligned with CAG ID concept in 5GS.
Step 0c. [Option B] The source 5GS (e.g. NG-RAN or AMF) can construct a pseudo CAG ID with 32 bits bitstring out of the received CSG ID by setting five zeros as leftmost bits followed by the 27 bits of the received CSG ID bitstring to aligned with CAG ID concept in 5GS.
Step 1. Target 4G cell broadcasts CSG ID over SIB1.
Step 2a. [Option A] UE reads the CSG ID of target CSG cell and constructs a pseudo CAG ID as configured in Step 0b.
Step 2b. [Option B] UE sends to source 5G system a 5G measurement report message including the read CSG ID.
Step 3a. [Option A] UE sends to source 5GS a 5G measurement report message including the pseudo CAG ID constructed at Step 2a. In this step, there is no change on the existing measurement reporting procedure as the reported pseudo CAG ID is aligned with the existing CAG ID concept.
Step 3b. [Option B] The source 5GS constructs a pseudo CAG ID (from the received CSG ID) as configured in Step 0c. 
Step 4. The source 5GS uses the constructed pseudo CAG ID (either at UE as in Option A or at 4GS as in Option B) to perform the access control in the same way as dealing with the existing intra-system CAG ID access control (e.g. for NPN).
As part of the proposed solution, the source 5GS performs the access control without any changes to the existing mechanism. When the source 5GS concludes that the UE is allowed to access to the target cell, the existing procedure in Figure 4.11.1.2.1-1 of TS 23.502 [x] continues from step 3 without CSG ID and CSG membership indication IEs in the Forward Relocation Request message. When the source 5GS concludes that the UE is not allowed to access to the target cell, the existing procedure is followed.


Figure 6.x.2-2: UE mobility from 4G CSG cell to CAG cell of 5G Femto
Step 0a. 5GS is configured in a way that the existing CAG ID values are partitioned to reserve all CAG IDs with the five zeros as leftmost bits of the 32 bitstring for the 4G system.
Step 0b. [Option A] It is assumed that UE is configured with the allowed CAG and CSG list for access to CAG and CSG cells and the CSG-CAG ID partitioning when the registered PLMN sends allowed CAG list during the registration procedure or UE configuration update procedure. UE can construct a pseudo CSG ID based on the provisioned CSG-CAG ID partition where a pseudo CSG ID can be obtained with 27 bits bitstring out of the received CAG ID with 32 bits bitstring by removing five zeros at leftmost bits of the read CAG ID to make it aligned with CSG ID concept in 4GS.
Step 0c. [Option B] The source 4GS (e.g. E-UTRAN or MME) can construct a pseudo CSG ID with 27 bits bitstring out of the received CAG ID with 32 bits bitstring by removing five zeros at leftmost bits of the received CAG ID bitstring to aligned with CAG ID concept in 5GS.
Step 1. Target CAG cell of 5G Femto broadcasts CAG ID over SIB1.
Step 2a. [Option A] UE reads the CAG ID of target CAG cell of 5G Femto and constructs a pseudo CSG ID as configured in Step 0b.
Step 2b. [Option B] UE sends to source 4G system a 4G measurement report message including the read CAG ID.
Step 3a. [Option A] UE sends to source 4GS a 4G measurement report message including the pseudo CSG ID constructed at Step 2a. In this step, there is no change on the existing measurement reporting procedure as the reported pseudo CSG ID is aligned with the existing CSG ID concept.
Step 3b. [Option B] The source 4GS constructs a pseudo CSG ID (from the received CAG ID) as configured in Step 0c. 
Step 4. The source 4GS uses the constructed pseudo CSG ID (either at UE as in Option A or at 4GS as in Option B) to perform the access control in the same way as dealing with the existing intra-system CSG ID access control (e.g. for LTE  Femto).
As part of the proposed solution, the source 4GS performs the access control without any changes to the existing mechanism. When the source 4GS concludes that the UE is allowed to access to the target cell, the existing procedure in Figure 4.11.1.2.2.2-1 of TS 23.502 [x] continues from step 3. In this case, the access control at target 5GS can also take place based on the existing procedures. When the source 4GS concludes that the UE is not allowed to access to the target cell, the handover procedure stops and no further signalling to/access control at the target 5GS is needed.               
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Option A:
-	UE – receiving CSG-CAG ID partitioning and constructing pseudo CSG/CAG ID (depending on the considered mobility direction).
-	NG-RAN or AMF – No impact.
-	E-UTRAN or MME – No impact.
Option B:
-	UE – No impact .
-	NG-RAN or AMF – constructing pseudo CAG ID (for UE mobility from 5G to 4G CSG cell).
-	E-UTRAN or MME – constructing pseudo CSG ID (for UE mobility from 4G CSG cell to CAG cell of 5G Femto).
*** END of changes ***
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