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1. Introduction
[bookmark: _Toc510607461]A WI for TEI-19 was endorsed at SA2#160AHE for Emergency Short Message Service over IMS [1]. Corresponding draft CRs were provided in [2]. The solution in [2] has new impacts to both a UE and network and so cannot apply to legacy UEs. However, the solution does overcome some major limitations of previous solutions for emergency SMS such as not being able to support inbound roamers.
However, limitations still remain for the solution in [2], which is referred to here as Solution A, that could all be mitigated or avoided using a different solution, referred to here as Solution B.
2. Solution A 
Figure 1 shows a signalling flow for Solution A. This solution is still evolving and the figure and description below are approximate.

 
Figure 1: Solution A for Emergency SMS over IMS for emergency registered UEs
During registration via the IP-CAN, the UE receives an indication whether emergency SMS over IMS is supported by the network.
0.	When the user initiates an emergency SMS over SMS the UE establishes an emergency PDU Session/PDN connection and sends IMS emergency registration request.
1.	The UE sends a SIP MESSAGE to the P-CSCF containing a R-URI set to SOS URN or an emergency number. The SIP MESSAGE contains the emergency SM.
2.	P-CSCF forwards the SIP MESSAGE to an E-CSCF that is capable of handling emergency SMS over IMS.
3.	E-CSCF optionally queries the LRF to get user location information and selects a proper PSAP.
4.	E-CSCF includes the PSAP address in the SIP MESSAGE and forwards it to the IP-SM-GW configured in the E-CSCF.
5.	IP-SM-GW selects a local SMS-SC and forwards the emergency SM via MAP-MO to the SMS-SC including the PSAP address.
6.	 SMS-SC sends the emergency SMS to the PSAP.
7.	202 Accepted is sent from IP-SM-GW to E-CSCF.
8.	202 Accepted is sent from E-CSCF to P-CSCF. 
9.	202 Accepted is sent to the UE.
3. Solution B
Solution B is shown in Figure 2, which also shows an ESInet (Emergency Services IP network) that may be used to access IP capable PSAPs in some countries.

 		//*
Figure 2: Solution B for Emergency SMS over IMS  
1. The UE attaches or registers with the serving PLMN if subscribed for access and can be authenticated
2. The UE detects that a user has instigated a short message (SM) to an emergency number. The UE is aware of serving PLMN and local PSAP support for emergency SMS over IMS from step 1.
3. The UE performs an emergency attach or emergency registration if unable to attach or register in step 1. This step only applies if the serving PLMN broadcasts (e.g. in SIB1) support for emergency SMS over IMS in limited service state and does not occur if there is no support for that.
4. The UE establishes an emergency PDN connection or emergency PDU session.
5. The UE attempts to perform an IMS Emergency Registration if step 1 occurred or if authentication succeeded in step 3.
6. The UE establishes an IMS emergency call with no SIP media to a PSAP.
6a.	As part of step 6, the UE sends a SIP INVITE containing the emergency number detected at step 2 or an SOS URN corresponding to this number to a P-CSCF in the IMS which forwards the SIP INVITE to an E-CSCF. The SIP INVITE does not contain a Session Description Protocol (SDP) description for SIP media. The E-CSCF routes the SIP INVITE to or towards the PSAP based on a location or current serving cell for the UE and possibly with the assistance of an LRF. The SIP INVITE sent by the UE may indicate that the UE is able to receive and send emergency SMS messages. Alternatively, the SIP INVITE without an SDP media description may be an implicit indication that the UE is able to receive and send emergency SMS messages.
6b	The PSAP may recognize from the SIP message received at step 6a that the UE is able to receive and send emergency SMS messages. The PSAP returns a SIP 200 OK to the UE via the E-CSCF and P-CSCF that also does not contain SDP description for SIP media. The SIP 200 OK may indicate that the PSAP is able to receive and send emergency SMS messages. Alternatively, the SIP 200 OK without an SDP media description may be an implicit indication that the PSAP is able to receive and send emergency SMS messages.
7. The UE sends the SMS message to the PSAP in a SIP MESSAGE in association with the SIP dialogue established at step 6.
8. The PSAP returns a SIP 200 OK to acknowledge receipt of the SMS MESSAGE and in association with the SIP dialogue established at step 6.
9. The PSAP optionally returns an SMS reply to the UE in a SIP MESSAGE in association with the SIP dialogue.
10. The UE returns a SIP 200 OK to acknowledge receipt of the SMS MESSAGE and in association with the SIP dialogue.
11. The UE and PSAP may exchange further SMS messages using SIP MESSAGEs as in steps 7 to 10.
12a. Following a timeout after sending or receipt of the last SMS message, the UE sends a SIP BYE to the PSAP to release the SIP dialogue established at step 6.
12b.	Alternatively, the PSAP can send a SIP BYE at any time to release the SIP dialogue.
Steps 1 to 5 can be the same as for Solution A and there can also be the same support for informing a UE of support of emergency SMS over IMS by the serving PLMN at step 1, and for informing a UE of an unrecognized emergency SM via a 380 response from the HPLMN. 
4. Evaluation
SMS Acknowledgment
Solution A sends a 202 Accepted from the IP-SM-GW to the UE to confirm that the emergency SM was accepted and sent to the SMS-SC. Solution B sends a 200 OK from the PSAP to confirm receipt of the emergency SM. The response in Solution B more definitely confirms that the PSAP received the emergency SM.
Sending UE Location to the PSAP
For current IMS emergency calls, the UE location may be sent to the PSAP using any of the following methods.
(a) The control plane solution defined in TS 23.273 [3] with 5G access, the control plane solution defined TS 23.271 [4] with 4G access or the SUPL solution defined in [5] with either 4G or 5G access.
(b) The SIP PUBLISH method in TS 24.229 clause 5.1.6.12 [6].
(c) The SIP INVITE and SIP UPDATE method in TS 24.229 clauses 5.1.6.8.2, 5.1.6.8.3, 5.1.6.8.and 5.1.6.10 [6].
(d) The ETSI AML solution in [7]
NOTE:	For method (c), a SIP UPDATE in TS 24.229 is restricted to an initially unrecognized IMS emergency call but could be extended later to sending a UE location at any time for any type of IMS emergency call. 
Solution A can use either method (a) or method (d) but not methods (b) and (c) which are restricted to an IMS emergency call with a SIP dialogue. Solution B can use all four methods. Method (a) requires network support and is not widely used in the EU. Method (d) has no network impact and is widely used in the EU but has reliability and delay problems with UEs and PSAPs starting to migrate to method (c), which, like method (d), has no network impact. If Solution B uses method (c), support of UE location would be more reliable than use of method (d) by Solution A. Solution A could use a fifth method with higher reliability than method (d) if an SMS message carrying a UE location is sent to a PSAP according to Figure 1. But that would increase UE and PSAP impact for Solution A.
Returning SMS Replies from the PSAP
Solution A uses normal SMS capability to return PSAP SMS replies via the HPLMN of the UE. This could result in high delay or even no reply and would not be possible at all for a UE in limited service state (LSS) if and when LSS is supported. Solution B enables fast and reliable PSAP SMS replies which also apply to LSS.
Subsequent Voice Emergency Call or Subsequent Emergency SM
In some cases, emergency SMS may be used when a voice emergency call fails or is unsuitable (e.g. excessive noise at the UE location or at a crime scene where the user needs to avoid being overheard). In such cases, a voice emergency call might become possible later. Solution A does not address this and a voice emergency call instigated by a user might be routed to a different PSAP or, at least, a different PSAP operator. With Solution B, either the UE or the (same) PSAP operator can add a voice bearer to the SIP dialogue for SMS at a later time. This difference also applies to subsequent emergency SMS messages where Solution A could route to a different PSAP if the UE location has changed..
Spoofing
Spoofing is a common problem for emergency calls (e.g. swatting). However, if spoofing of a calling party number can be prevented, then the extent of spoofing could be reduced and spoofers could be identified.  For normal IMS calls and IMS emergency calls, it is possible to authenticate the calling party and to indicate this to the called party, as defined in TS 23.167 [8] and TS 24.229 [6], thereby allowing a PSAP to receive a confirmation of the calling party. The reverse is also possible whereby a PSAP callback can be authenticated and indicated to a UE. Solution B which is based on reuse of IMS emergency calls can thus have reduced susceptibility to spoofing.. However, Solution A, which does not use an end to end SIP path and instead sends and receives SMS messages through an SMS service centre, could not use sender authentication and would thus be more susceptible to spoofing.
UE Impacts
Solutions A and B:	Detect PLMN support for emergency SMS
						Detect an SM sent to an emergency number
	Establish an emergency PDN connection or PDU session and perform IMS emergency registration
						Respond to a 380 response from an HPLMN for an undetected emergency SM
Solution A:	Send a SIP MESSAGE with an SOS URN or emergency number in the Request-URI header
Solution B:	Establish a SIP dialogue for an IMS emergency call with no SIP media
	Send and receive SIP MESSAGEs containing SMs as part of the SIP dialogue
	Timeout on a last SIP MESSAGE and release the SIP dialogue
	Add a voice bearer to the SIP dialogue if the user dials an emergency voice call
Network Impacts
Solutions A and B:	IP-SM-GW impact to detect an unrecognized emergency SM and return a 380 response
	AMF/MME impact to indicate support for emergency SMS to the UE at attach or registration
Solution A:	P-CSCF impacts to forward an emergency SM to the E-CSCF
	E-CSCF and possibly LRF impacts to route an emergency SM towards the PSAP
Solution B:	Possible P-CSCF and  E-CSCF impact to establish an IMS emergency call with no SDP for SIP media and forward a SIP MESSAGE as part of the SIP dialogue
PSAP Impacts
Solution A:			None for a PSAP that already supports a legacy emergency SM solution
Otherwise: Receive and send emergency SMs using existing SMS solution
Solution B:			Receive and accept an IMS emergency call with no SDP for SIP media
	Receive and send emergency SMs in SIP MESSAGEs for an IMS emergency call
	Add a voice bearer to the SIP dialogue for emergency SMS if the PSAP operator or user wants to establish voice communication
SIP Considerations
Solution B makes use of SIP in an unorthodox way by establishing a SIP dialogue with no SDP for SIP media. The lack of SIP media could be an indication to the PSAP that the dialogue is to be used to transfer SMS messages. Alternatively, the SIP INVITE and SIP 200 OK used to establish the SIP dialogue could contain an explicit indication that the sender can accept a SIP MESSAGE containing an SM, though this would be a new SIP impact. Transfer of a SIP MESSAGE containing a text message is defined in RFC 3428 [9] but not in association with a SIP dialogue, which means using a different form of SIP MESSAGE transfer which might require SIP changes or might just be confined to TS 24.229 [6].
5. Conclusions
Table 1 summarizes the evaluation in section 4.
	Criterion
	Solution A
	Solution B

	Confirmation of Receipt of an emergency SM
	Less Reliable
	More Reliable

	Sending UE Location to the PSAP
	Less Reliable
	Can be More Reliable

	Returning SMS Replies from the PSAP
	Less Reliable 
	More Reliable

	Subsequent Voice Emergency Call or SM
	Less Reliable
	More Reliable

	Spoofing
	More Susceptible
	Can be Less Susceptible

	UE Impacts
	Less
	More

	Network Impacts
	More
	Less

	PSAP Impacts
	Conditional: none or some
	Some impacts

	SIP Impacts
	None
	Are Possible


Table 1: Comparison of Solutions
On all performance related criteria (rows 1 to 5), Solution B performs better than Solution A. On impacts (rows 6 to 8), Solution A has more network impact, while Solution B has more UE impact and conditionally more PSAP impact. Regarding use of SIP (row 9), SIP changes could be needed for Solution B but not Solution A.
The differences in impacts between Solutions A and B do not appear very significant as these impacts seem small (e.g. in comparison to existing impacts to support IMS emergency calls). The SIP impacts for Solution B might be solved just by equating SMS support with establishing a SIP dialogue with no SIP media (at least for an IMS emergency call) and confining a definition to TS 24.229 (assuming this can also apply to an ESInet and PSAP). The performance differences will lead to some low fraction of emergency SMS use cases where the public safety response is impaired – e.g. due to no or delayed UE location, inability to query the user for more information, spoofing or inability to set up a voice emergency call or send a later emergency SM to the same PSAP or same PSAP operator.
This suggests that Solution B could be more appropriate and leads to the following proposal.
Proposal:	Consider Solutions A and B as alternatives for the WI on Emergency Short Message Service over IMS in [1] and make a decision on which solution to use at SA2#162.
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