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Abstract of the contribution: This contribution proposes new solution for KI#2.
1	Discussion
As per KI#2 description specified in TS 23.700-63 following aspects need to be studied:
-	Identify the specific use case and scenarios that require optimizing the procedures related to UPF data collection with enhancements on UPF direct or indirect subscription;
-	Whether and how the consumer NF can directly or indirectly contact the UPF for its subscription;
-	How to authorize the consumer NF for directly subscribing to UPF event exposure service(s), and how to update/release the subscription;
-	How to support the UPF relocation when some NFs have subscribed the direct or indirect subscription of UPF information;
-	Which Event ID(s) can be subscribed/requested directly or indirectly to the UPF exposure service;
-	Whether there are use cases that require other enhancements on UPF exposure services.

[bookmark: _GoBack]2 	Proposal
[bookmark: _Hlk513714389][bookmark: _Hlk91782779]It is proposed to adopt the following changes to TR 23.700-63.
*** Start of the change***
[bookmark: _Toc500949097][bookmark: _Toc92875660][bookmark: _Toc93070684][bookmark: _Toc157447963][bookmark: _Toc157448170]6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
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*** Next change (all new text) ***
6.X	Solution #X: Direct UPF Discovery and Subscription via AF
[bookmark: _Toc500949099][bookmark: _Toc92875662][bookmark: _Toc93070686][bookmark: _Toc157447965][bookmark: _Toc157448172]6.X.1	Description
[bookmark: _Toc500949101]As per current procedures, in case an AF needs to subscribe for UPF event exposure following is the usual flow
· Upon receiving the request addressing for a particular IP address, NEF must first find the private IP for the provided Public IP
· To do that, NEF has to find the corresponding UPF which performed the NAT binding
· Request the BSF to find the serving PCF for the particular session
· NEF sends the request to PCF for QoS monitoring
· PCF sends the PCC rules to particular SMF
· SMF then finally updates UPF for particular QoS monitoring
As the above stated procedure involves too many steps, optimizations are needed in order to efficiently find the serving UPF for the corresponding target application flow for the AF.
AF can utilize the already established user plane between the UE and the application server (which is controlled by the same authority as the AF) to find the serving UPF for the corresponding session.
AF and operator need to have some service agreement in order for the UPF to detect particular header/protocol in the user plane packets of the UE’s application flow that contain information related to subscribing the serving UPF by AF.
AF may include it’s AF ID, along with notification address, Event IDs etc in order for subscribing for particular UPF event exposure service. UPF may check it’s configured information to see if the AF request is valid and the AF is authorized or not in order to subscribe for UPF event exposure service.
Other alternative is that once the packet is detected for a UE’s application flow, corresponding AF (which had service agreement with the operator) is notified of the UPF’s address/ and or particular UE’s private address in order for the AF to directly subscribe for the UPF event exposure service via NEF.
[bookmark: _Toc92875663][bookmark: _Toc93070687][bookmark: _Toc157447966][bookmark: _Toc157448173]6.X.2	Procedures
[image: ]
Figure 6.X.2-1
1. UPF/SMF are pre-configured by the AF to detect certain headers/protocol type in user plane.

NOTE:	The policy/configuration may be stored for Any UE, and may require the use of some aspects of Solutions for KI#3
2. UE and the application server (same authority of the AF) have an established application flow between them.
3. The AF decides to subscribe UPF event exposure service for the particular UE.
4. AF (via the application server) sends user plane packet to UE with specific headers
The headers may include information related to AF ID, notification address (optional).
5. Based on the UPF configuration (in Step 1), UPF detects the specific header related to UPF discovery present in UE’s flow. The specific header information may be in a format of request, containing AF ID, notification address etc.
EN: The exact format of header information is to be determined by Stage-3.
In case the header information also includes Event ID, and no further authorization for AF request by UPF is required. UPF can implicitly

Steps 6-8 occur when AF has to explicitly subscribe to UPF via control plane after discovering the desired UPF.
6. UPF based on the header information in Step 5, notifies the AF of the UPF ID and/or optionally UE’s private IP address.
7. AF to NEF : AF after knowing the serving UPF ID, subscribes via NEF for UPF event exposure
8. NEF directly subscribes for the UPF event exposure service for the relevant event, without the need for performing serving UPF discovery.

[bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc92875664][bookmark: _Toc93070688][bookmark: _Toc157447967][bookmark: _Toc157448174]6.X.3	Impacts on services, entities and interfaces
UPF impacts
· Detection of specific header pertaining to AF request in UE’s user plane packets.
NEF impacts
· Directly subscribing to particular UPF for event exposure based on AF’s request.

*** End of the changes ***
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