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Abstract: A new solution is proposed to address the Identification aspect in Key Issue 2, with a device ID having home network, owner and instance identification components.
1. Introduction/Discussion
Key Issue #2 of FS_AmbientIoT includes following aspects to be studied:
-	Study whether subscription management, registration management and/or connection management are necessary for an Ambient IoT Device or a group of Ambient IoT Devices, and if so identify the necessary state machine(s), procedures and functionality considering the Ambient IoT Devices capability and characteristics;
-	Study whether and how reachability and paging apply to Ambient IoT Device(s) considering the Ambient IoT devices capability and characteristics, and if so, what are the impacts.
-	Study how to identify Ambient IoT Device or group of devices and how to format the identifier.
NOTE:	NAS based Congestion control are not in the scope of this study.
This pCR focused on the third bullet about how to identify Ambient IoT Device or group of devices and how to format the identifier.
The solution includes an illustration of the relationship between the Ambient IoT Device, Mobile Network Operator and 3rd party, which is used to explain the purpose of such Ambient IoT Device Id format design.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-13.
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Table 6.0-1: Mapping of Solutions to Key Issues
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* * * * Second change (all new) * * * *
6.X	Solution #X: AIoT Device ID with home network, owner and instance identification
6.X.1	Description
This solution addresses the KI#2 and the aspect about how to identify and format the identifier of Ambient IoT Device in order to identify specific Ambient IoT Device or a group of Ambient IoT Devices.
According to TS 22.369 [2], the 5G system shall provide suitable mechanisms to support communication between an authorized 3rd party and an Ambient IoT device or group of Ambient devices. In addition, subject to user consent, operator’s policy and 3rd party request, the 5G system shall provide information about an Ambient IoT device or a group of Ambient IoT devices (e.g. position) to the 3rd party via the 5G network. Based on these service requirements, the relationship among the Ambient IoT Device, Mobile Network Operator and the 3rd party is illustrated below.
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Figure 6.X.1-1: Relationship Among Ambient IoT Device, Mobile Network Operator and 3rd Party
An Ambient IoT Device is typically owned by a third party who has a service agreement with a Mobile Network Operator to enable Ambient IoT service in 3GPP system (although the MNO could also be the owner of a device). The MNO manages the Ambient IoT Device in order to support communication between the 3rd party and the Ambient IoT Device via the 5G network. Therefore, based on this model, in the 3GPP system, different MNOs may need to manage different Ambient IoT Devices owned by different third parties. Hence, the Device ID used by an Ambient IoT Device shall enable the identification of the MNO it is managed by, the identification of the 3rd party it belongs and the identification of the Ambient IoT itself. 
Based on the above consideration, following components are considered necessary to compose the Ambient IoT Device ID:
-	Home Network Identifier: an identifier used to identify the home MNO managing the Ambient IoT Device;
-	Owner Identifier: an identifier used to identify a 3rd party who sends service requests to trigger 5GC to perform Ambient IoT service operation;
NOTE 1: The Owner Identifier is allocated by the home MNO corresponding to the Home Network Identifier.
-	Instance Identifier: an identifier used to identify a specific Ambient IoT device owned by the 3rd party.
NOTE 2: The Instance Identifier is allocated by the home MNO which may coordinate with the 3rd party.
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The Ambient IoT Device ID is a permanent identifier used by the MNO to derive subscription-like data related to Ambient IoT Devices. In terms of each component of the Ambient IoT Device ID, the Owner Identifier has to be unique within the MNO identified by the Home Network Identifier. The Instance Identifier has to be unique within the Owner Identifier (which in turn is unique within a Home Network Identifier). The means that the Ambient IoT Device ID is unique globally. In this way, the length of the Ambient IoT Device ID can be shortened.
Optionally, an Ambient IoT Device may additionally be assigned an 3rd party-controlled identifier which, for example, can be used by the 3rd party to group Ambient IoT Devices together. As this identifier will not be used by the 3GPP system to uniquely identify the Ambient IoT Device, its allocation can be fully under the 3rd party’s control and the MNO can retain control of the allocation and management of the Device ID used to locate the subscription-like data for an Ambient IoT Device.
When a 3rd party (e.g. AF) sends a service request (e.g. inventory or command) to 5GC, the 5GC can trigger the reader(s) to inventory a group of Ambient IoT Device by broadcasting a partial/full Ambient IoT Device ID or partial/full 3rd Party-defined Identifier or both. The Ambient IoT Devices matching the broadcasted message will perform random access responding to the broadcast message. For example, when the partial value is the Home Network Identifier and Owner Identifier, the Ambient IoT Devices matching that the partial value (i.e. belonging to a specific 3rd party) will respond to the broadcast message to perform random access and report their Device ID to the network. With such format, the network can enable different group of Ambient IoT Device to respond the broadcast message for inventory.
6.X.2	Procedures
How to utilize such format of Ambient IoT Device ID when network performs service operations will be specified in the call flows in other solutions.
6.X.3	Impacts on services, entities and interfaces
Editor's note:	This clause captures impacts on existing services, entities and interfaces.
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3GPP
SA WG2 TD

image2.png
Management
Relationship

Ambient IoT Device

Mobile Network Operator

Ownership
Relationship

3rd Party




image3.png
Ambient IoT Device ID

Home Network Identifier

Owner Identifier

Instance Identifier





