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Abstract: This discussion paper analysed current UE location verification principle and potential options for location verification for NB IoT UE in NTN not supporting LPP.
1. Introduction
Based on discussion on RAN2 LS S2-2311984 in SA#2 160-AHE meeting, for NB IoT UEs in NTN not supporting LPP protocol, two different solution directions are proposed to report coarse GNSS location to MME for location verification. 
The first direction is to use NAS Security Mode Command (SMC), which is clearly presented by S2-2401653 and S2-2401654; the second direction actually is to enhance LCS NI-LR procedure and utilize supplementary service message (which is carried by NAS) to report UE location, however corresponding CR was not provided. 
This discussion paper analyses current UE location verification principle, its potential regulatory failure risk, and the impacts of above two directions on current specifications, and proposes to check whether it is better to go with the second direction or define a new LCS supplementary message over NAS to carry coarse GNSS location.
2. Discussion
2.1. Current UE Location verification principle
Bases on current UE location verification principle described in clause 4.13.4 of TS 23.401 (for NR, it is in TS 23.501), MME decides to verify the UE location during EMM and ESM procedures when receiving the User Location Information (ULI).
The verification is divided into two steps:
1) The first step is to check the mapped Cell ID in ULI reported by RAN, in most cases the first step should be enough. Because even without the GNSS coarse location information, the RAN can still select a proper MME in most cases. (See previous LS S2-2202787 form RAN3 saying “the lack of this information may have an impact on NNSF. However, the eNB should still be able to select the appropriate MME in most cases”)
However, based on clause 5.9.1 Location Reporting Procedure of TS 23.401 and clause 23.21.9 of TS 36.300, RAN basically doesn’t gurantee ULI can always reflect actual UE location, even after AS security is established in connected mode, the reason could be the *Coarse* UE location reproted by UE is not accurate enough (e.g., when a UE is located near boundary of different regulatory areas or geographyical TAIs).
	[bookmark: _Toc139404048]23.21.9	Coarse UE location reporting (TS 36.300)
Upon network request, after AS security is established in connected mode, BL UEs and UEs in enhanced coverage can report its coarse UE location information (most significant bits of the GNSS coordinates, ensuring an accuracy in the order of *2km*) to the eNB *if available*.
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…
2) The eNodeB sends a Location Report message informing the MME about the location of the UE which shall include the requested location information.
If the MME requests UE location, in the case of satellite access for Cellular IoT, the eNodeB provides all broadcast TAIs to the MME as part of the ULI. The eNodeB also reports the TAI where the UE is geographically located *if* this TAI can be determined. The cell and TAI reporting by eNodeB refer to a fixed cell and fixed TA in which a UE is geographically located. As part of the User Location Information, eNodeB also reports one or more TACs for the Selected PLMN as described in TS 36.413 [36], but it is *not guaranteed* that the UE is always located in one of these TACs.



2) The second step is to initiate LCS procedure *after the Mobility Management or Session Management procedure is complete* if the ULI in the first step is *not sufficiently accurate* or *reliable*, which means using LCS-based positioning is expected to be *reliable* (e.g., multiple-RTT based positioning now is supported by RAN for satellite access in Rel-18, but only for NR NTN case) and/or *accurate* (e.g., UE can be asked to report its *accurate* GNSS location or use other RAT independent UE-based positioning method via LPP protocol to E-SMLC, although the location information maybe not reliable). The E-SMLC will map the location into a country code and send it back to MME.
	[bookmark: _Toc153796062][bookmark: _Hlk157589713]4.13.4	Verification of UE location (TS 23.401)
In order to ensure that the regulatory requirements are met, the network may be configured to enforce that the selected PLMN is allowed to operate in the current UE location by verifying the UE location during EMM and ESM procedures. In this case, when the MME receives the User Location Information (ULI) for a UE using satellite access for Cellular IoT, the MME may decide to verify the UE location.
If the MME determines based on the Selected PLMN ID and the identity of the cell serving this UE that it is not allowed to operate at the present UE location the MME should reject any NAS request with a suitable Cause value. If the UE is already registered to the network when the MME determines that the UE is not allowed to operate at the present UE location, the MME may initiate an explicit detach of the UE. The MME should not reject the request or detach the UE unless it has sufficiently accurate UE location information to determine that the UE is located in a geographical area where the PLMN is not allowed to operate.
NOTE:	The area where the PLMN is allowed to operate can be determined based on local regulations and licensing conditions.
…If the MME is not able to determine the UE location with *sufficient accuracy* to make a decision or if the received ULI is not *sufficiently reliable*, the MME proceeds with the Mobility Management or Session Management procedure and may initiate UE location procedure after the Mobility Management or Session Management procedure is complete, as specified in clause 9.1.17 of TS 23.271 [57], to determine the UE location. …



For IoT UE in NTN, although the GNSS location may be not reliable, operators may have no other choices and have to utilize it for location verification for *accuracy* purpose, as currently no NTN IoT RAT based positioning method is designed by RAN for NTN IoT.
Observation#1: Due to no IoT NTN RAT based positioning method is designed by RAN for IoT UE in NTN, operators have to utilize GNSS location for location verification, although it may be not reliable.
Observation#2: The LCS procedure is expected to obtain *accurate* GNSS location for further UE location verification, as RAN reported ULI information may not be accurate enough.

2.3. Potential regulatory failure risks of current UE location verification principle
Currently, the LCS based UE location verification is only for country determination, not considering that the UE may be located in a forbidden TAI of a PLMN and RAN reported ULI is not accurate enough. This may cause forbidden area regulatory failures within a PLMN.
For CONNECTED state UE in movement, if there is no MM or SM related signal from UE in time (this may be caused by UE received multiple TAIs contains at least one TA in registration area or a large TA covering multiple countries), the MME will not obtain ULI information from RAN or initial LCS EPC-NI-LR procedure to obtain *accurate* UE location. Thus, when a CONNECTED state UE moves from area where a PLMN allow operated to a non-allowed area, it will cause regulatory failure on PLMN serving area level. This problem is also valid for forbidden TAI case within the PLMN.
These two issues above are valid for all NTN access types.
Observation#3: Forbidden areas checking within a PLMN is not supported yet, but it may be not urgent at this moment.
Observation#4: Operators may face regulatory failure risks due to CONNECTED state UE movement.

2.3. Options for NB IoT UE country verification in NTN 
At this moment, it is proper to focus on country level UE location verification, and for NB IoT UE in NTN, it is more likely that the first ULI based verification step is not enough, as RAN will not be able to obtain even *coarse* GNSS location (i.e., cannot report a mapped Cell with sufficient accuracy) through AS layer. So, a NAS based way is anyway needed. 
Considering NB IoT UE may not deploy LPP protocols, two different options not relying on LPP was proposed in last SA#2 160-AHE meeting:
1) Option#1: Use NAS SMC to ask UE report *Coarse* Location Information *during MM or SM procedure* or *after MM or SM procedure*, from specification perspective, it will have impacts both on UE and MME. However, it is not clear whether and how this option can further obtain *accurate* GNSS location or not, in case the reported *Coarse* Location is not able to determine the UE country, and the basic assumption is these UEs not supporting LPP, which means the second step for *accurate* location verification will not be supported.
To solve the issued in Observation#4, configuring pTAU timer with higher TAU frequency is a potential direction, however, it is likely the periodically obtained *coarse* location information does not make much sense when UE locates near boundary of countries.
The other drawback is the location report is coupled with NAS SMC, which was not originally designed for UE location information report.
2) Option#2: Reuse LCS framework and enhance NI-LR procedure to use LCS supplementary service message (“LCS Periodic-Triggered Event Invoke” and “LCS MO-LR Invoke”) to request UE to report GNSS location *periodically* or *only once by setting report time to one*, similar with current LCS MT-LR principle. From specification perspective, the option#2 will have no impact on UE, but MME needs to act as an GMLC to fill mandatory IEs in the “LCS Periodic-Triggered Event Invoke” message including GMLC address.
It will have no limitation on obtaining *accurate* GNSS location by setting the QoS requirement in the message. By setting the total number of reports, the MME can ask UE to report GNSS location once or more times. Besides, it also supports *event triggered* report, for example, motionEventReporting can be used to require UE report location as long as it moves with a linear distance (See clause 4.4.2 TS 24.080 and clause 9.1.19.1 of TS 23.271). The option#2 may solve the issue in Observation#4 naturally not touching pTAU timer.
This procedure is initiated *after MM and SM procedure is complete*, based on current UE location verification principle the late should be acceptable, because even without the GNSS coarse location information, the RAN can still select a proper MME in most cases (See previous LS S2-2202787 form RAN3) and in other cases it is allowed to further check the UE location after MM and SM procedure is complete. The NOTE 2 in S2-2401654 of Option#1 aslo refects the principle is acceptable, saying it depends on operator configuration to determine “during” or “after”.
However, per commercial deployment perspective, it is not clear whether the supplementary service has been widely supported by NB IoT UEs or whether it will be easy to be deployed.
	TS 24.080 
4.4.2	ASN.1 data types
LCS-PeriodicTriggeredInvokeArg	::= SEQUENCE {
	referenceNumber	[0]	LCS-ReferenceNumber,
	h-gmlc-address	[1]	GSN-Address,
	qoS		[2] LCS-QoS		OPTIONAL,
	reportingPLMNList	[3]	ReportingPLMNList	OPTIONAL,
	periodicLocation	[4]	PeriodicLocation	OPTIONAL,
	areaEventReporting	[5]	AreaEventReporting	OPTIONAL,
	motionEventReporting	[6]	MotionEventReporting	OPTIONAL,
	...,
	referenceNumberExt	[7]	LCS-ReferenceNumberExt	OPTIONAL,
	h-gmlc-callBackUri		[8] UTF8String	OPTIONAL,
	supportedGADShapes	[9]	SupportedGADShapes	OPTIONAL,
	deferredRoutingIdentifier	[10]	OCTET STRING	OPTIONAL,
	reportingAccessTypes	[11]	ReportingAccessTypes	OPTIONAL,
	multiplePositioningProtocolPDUs	[12] MultiplePositioningProtocolPDUs	OPTIONAL,
	controlPlane-CIoT-5GS-Optimisation	[13] ControlPlane-CIoT-5GS-Optimisation	OPTIONAL,
	scheduledLocTime	[14] DateTime }
…
MotionEventReporting	::=	SEQUENCE {
	linearDistance	[0]	LinearDistance,
	occurrenceInfo	[1]	OccurrenceInfo	OPTIONAL,
	intervalTime	[2]	IntervalTime	OPTIONAL,
	maximumInterval	[3]	MaximumInterval	OPTIONAL,
	samplingInterval	[4] SamplingInterval	OPTIONAL,
	duration		[5]	Duration	OPTIONAL,
	locationInfo	[6]	LocationInfo	OPTIONAL,
	... }



3) Option#3: Besides above two options, if only immediate *coarse * GNSS location reporting is needed for UE location verification, a new option can also be considered as following:
Define a new dedicated LCS supplementary service message (e.g., LCS-CoarseLocationInvoke) over NAS to request UE *Coarse* GNSS location in NI-LR procedure, instead of using NAS SMC. In this way, the LCS framework will not be broken, either.
Observation#5: From minimum impacts on specification and future proof perspective, Option#2 has an advantage over Option#1 and Option#3. However, it is not clear whether or not LCS supplementary service has been widely or will be easily deployed by NB IoT UEs.
Observation#6: It is not clear whether and how Option#1 can further obtain *accurate* GNSS location, in case the reported *Coarse* Location is not able to determine the UE country.
Observation#7: If only *Coarse* Location report is needed, a new LCS supplementary service message can be defined to invoke the UE location information reporting, and it can also depend on operator policy to invoke the message during or after MM or SM procedure.
3. Conclusion and proposal(s)
From minimum impacts on specifications and future proof perspective, we prefer option#2.
Proposal#1: From protocol implementation on UE side perspective, checking whether it is better or not to use Option#2.
Proposal#2: If Option#2 is not preferred or not needed, Option#3 should be considered to not break LCS framework and not touch NAS SMC for location report.
Proposal#3: If triggered or periodic mobile UE location report is needed for UE location verification (either based on NAS SMC or LCS supplementary service), the same principle should also apply to other NTN RAT types to keep regulatory principle alignment.
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