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1. Introduction/Discussion
A new solution is proposed to enable 5GC support for AF to discover AIoT devices in a specific area.
2. Text Proposal
[bookmark: _Toc517082226][bookmark: _Toc519004414]It is proposed to approve the following changes in TR 23.700-13 v0.1.0.
[bookmark: _Toc513028450]FIRST CHANGE 
6.X	Solution #X: AIoT device discovery in a specific area
[bookmark: _Toc500949099][bookmark: _Toc92875662][bookmark: _Toc93070686][bookmark: _Toc157661585]6.X.1	Description
[bookmark: _Toc500949101][bookmark: _Toc92875663][bookmark: _Toc93070687][bookmark: _Toc157661586]This solution address aspects of key issue #3 on Support of Ambient IoT Services.
This solution enables the AF to discover AIoT devices located in a specific area (e.g. warehouse) via 5GC, using Topology 2.
This solution considers scenarios in which an application service provider has prior location information concerning the discovery area (e.g. the AIoT devices attached to goods are expected to be in particular warehouse(s) or retail market(s)) such as geographical coordinates and wants to know why AIoT devices are present and available in the location. The solution relies on enhancement of existing paging function especially allowing group paging type of solutions. This solution does not assume that the provider has a prior knowledge of intermediate nodes expected to be located in the discovery area. 
It is assumed in this solution:  
· The AIoT devices are associated with goods location in a specific area (e.g. warehouse). 
· Device ID associated with the AIoT devices have been pre-provisioned in the AIoT devices or configured in advance.
· AIoT devices are not registered with the 5GC.
· A legacy UE, additionally capable of directly communicating with the AIoT devices through backscattering, is acting as the intermediate node, serving as both activator and reader.
· A UE acting as an intermediate node is registered with 5GC using the existing mechanism, possibly with some enhancements to indicate its capability of acting as an intermediate node.

6.X.2	Procedures
[bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc92875664][bookmark: _Toc93070688]The procedure for discovery of AIoT devices based on AF request is depicted in figure 6.x.2-1.

  

0. Any UEs, capable of acting as an intermediate node provides its AIoT capabilities when performing the registration procedure with the 5GC.
1. An AF requests the NEF or AIOTF for the discovery of AIoT devices in a specific location by providing the desired location (i.e., the AIoT device discovery area in terms of geographical coordinates or any other suitable format) of the AIoT devices, the AF id and optionally the periodicity for the discovery. 
2. Upon receiving the AF request, the NEF authorizes the AF request based on SLA.
3. The NEF translates the geographical coordinates or any other area format of the AIoT device discovery area, provided by the AF, into a list of TAIs and cell IDs. Based on the location information, the NEF may identify the serving AMF from the UDM or any AMF supporting AIoT features can be selected.
4. NEF/AIOTF optionally requests the UDR to store the target list of TAIs and cell IDs along with the AF ID. This information can be updated with the AIoT device information once they are found in the location in later procedures. This stored information can prevent redundant discovery of the same AIoT devices in the same location for the same AF in the future.
5. NEF/AIOTF requests AIOTF device discovery to the AMF by providing the desired location information in the form of a list of TAIs and cell IDs. The request can be for either one time reporting of periodic reporting depending on the AF request.
6. AMF identifies the gNBs and the UEs based on the provided list of TAIs and the cell IDs.
7. For the identified UEs in step 6, the AMF checks the UE capabilities from the UDR for AIoT specific capabilities.
8. From the list of selected UEs, based on their UE capabilities, the AMF selects the intermediate nodes.
9. The AMF then requests the gNB to perform paging by providing the list of TAIs and cell IDs. The AMF may also include the selected list of intermediate nodes (i.e., UEs). 
10. The gNB restricts the paging area to the identified cells. 
11. The gNB sends RRC paging in the involved cells, including a AIoT discovery command to instruct the intermediate node to communicate with any AIoT devices in the location.
12. The paged intermediate nodes send the activating signal within its coverage area.
13. The AIoT devices activated by the activation signal send backscattered signals with their AIoT device IDs.
14. The intermediate nodes respond to paging and send back the NAS paging response towards AMF with the list of obtained device IDs . 
15. The AMF consolidates the paging responses from all the intermediate node UEs.
16. The AMF builds the AIoT Discovery Response message and sends it to NEF/AIOTF along with the complete list of successfully discovered AIoT device IDs.
17. NEF/AIOTF further forwards the AIoT discovery response to the AF along with the device IDs of successfully discovered AIoT devices.
18. The NEF/AIOTF may further update the repository in the UDR with the device IDs of the successfully discovered AIoT devices for the involved location and the concerned AF ID.

[bookmark: _Toc157661587]6.X.3	Impacts on services, entities and interfaces
Editor's note:	This clause captures impacts on existing services, entities and interfaces.
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