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1. Introduction/Discussion
A new solution is proposed to enable 5GC support for inventory use case.
2. Text Proposal
[bookmark: _Toc517082226][bookmark: _Toc519004414]It is proposed to approve the following changes in TR 23.700-13 v0.1.0.
[bookmark: _Toc513028450]FIRST CHANGE 
6.X	Solution #X: Enable 5G support for inventory use case
[bookmark: _Toc500949099][bookmark: _Toc92875662][bookmark: _Toc93070686][bookmark: _Toc157661585]6.X.1	Description
[bookmark: _Toc500949101][bookmark: _Toc92875663][bookmark: _Toc93070687][bookmark: _Toc157661586]This solution address aspects of key issue #3 on Support of Ambient IoT Services, focusing on the inventory use case.
This solution enables the AF to check the presence of target AIoT devices, retrieve AIoT data such as device IDs, status, measurement results, or location, and subscribe to the status of the target AIoT devices for the inventory use case.
This solution considers scenarios in which an application service provider (AF) has pre-installed static Gate-node(s) (e.g., UE) in each designated place (e.g., warehouse) where the target AIoT devices are expected to be. 
It is assumed in this solution:  
· The AIoT device ID is defined by the external application, pre-configured in the AIoT devices, and provided by the AF to the 5GC when requesting the AIoT-related services.
· There are pre-installed static Gate-node(s) (G-node) in each designated place used by the same inventory application. Each G-node is registered with the 5GC for the supported AFs. 
· In each designated place, there could be one or multiple mobile Intermediate nodes (I-nodes), which can be used to communicate with the AIoT devices.
· The G-nodes are responsible for associating with the I-nodes and AIoT devices that move in and out the place where the G-nodes are installed, and reporting their information to the network (e.g., 5GC).  
· When an AIoT device moves in or out a warehouse, it communicates with the G-node. This allows the G-node to recognize which AIoT devices are available for use in the warehouse and report this information to the network which maintains the association information between the AF, the G-node, the I-nodes and the AIoT devices . With this association information, the 5GS can discover available AIoT devices in a particular region and communicate with the target AIoT devices via selected I-nodes.
6.X.2	Procedures
[bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc92875664][bookmark: _Toc93070688]To facilitate communication between an external AF with 5GC for inventory service, this solution proposes certain measures to be taken. The procedure is depicted in figure 6.x.2-1.


Figure 6.x.3.2-1: Information Flow for supporting inventory use case
Steps 0 to 6 describe the procedures for the 5GC to create and maintain the association information between the AF, the G-node, the I-node and the AIoT devices:
0. An AF can request 5GC (i.e., NEF or AIoTF, which is a new NF responsible for AIoT services in 5GC and can be either standalone NF or co-located with the NEF) for the inventory service. In this request, the AF includes its AF ID which will be used by the 5GC to authorize the AF for the service using the existing mechanism. Once it is authorized, the NEF/AIoTF requests the UDM/UDR to create an inventory storage for the AF. The UDR creates, for example, a table in its data base as follows.

	AF ID
	G-nodes
	Location
	I-nodes
	AIoT devices

	AF ID#1
	N/A
	N/A
	N/A
	N/A



1. The pre-installed G-node (i.e., UE) is registered with the network, providing its ID, location and supporting AF IDs.
2. During or after the UE registration process, the network (i.e., UDM/UDR) decides whether to update the inventory storage, as an example with consideration to the UE capability and supported AF ID. Once the decision to update the table is made, the UDR updates the association information table, for example, in its data base as follows. 

	AF ID
	G-nodes
	Location
	I-nodes
	AIoT devices

	AF ID#1
	G-node#1
	Warehouse#1
	N/A
	N/A



3. Any UEs that have been registered with the network and are capable of communicating with AIoT devices can be served as I-nodes. When a registered I-node moves in the place (e.g., warehouse) where the G-node is installed, the I-node communicates with the G-node to indicate its presence in the area by providing its I-node IDs. The G-node reports this information to the network (i.e., UDM/UDR), indicating the I-node ID along with the G-node info (e.g., G-node ID). 
4. The UDR updates the association information table, for example, in its data base as follow.

	AF ID
	G-nodes
	Location
	I-nodes
	AIoT devices

	AF ID#1
	G-node#1
	Warehouse#1
	I-node#1
	N/A

	
	
	
	I-node#2
	

	
	
	
	I-node#3
	



5. Any AIoT devices that move in the place where the G-node is installed, the AIoT devices communicate with the G-node to indicate its presence in the area by providing its AIoT device IDs. The G-node reports this information to the 5GC (i.e., UDM/UDR), indicating the AIoT devices IDs along with the G-node information (e.g., G-node ID).
6. The UDR updates the association information table, for example, in its data base as follow.

	AF ID
	G-nodes
	Location
	I-nodes
	AIoT devices

	AF ID#1
	G-node#1
	Warehouse#1
	I-node#1
	Dev#1

	
	
	
	I-node#2
	Dev#2

	
	
	
	I-node#3
	Dev#3



Steps 7 to 8 describe the procedures for the AF to check the availability of the target AIoT devices with the 5GC:
7. The AF can request the 5GC (e.g., NEF or AIoTF) to check if the target AIoT devices can be reached by providing the AF ID and the target AIoT device IDs. Optionally the AF can also request the location information of the target AIoT devices. The NEF or AIoTF requests the UDR/UDR to check the association information by forwarding the information received by the AF (i.e., AF ID, the target AIoT device IDs and optional location request)  
8. If the requested AF ID and the (part of) target AIoT devices IDs are found in the association information, the UDM/UDR provides this information to the AF via NEF/AIoTF. If the location request was included in the request, the UDM/UDR also supplies the location information of the target AIoT devices.
Steps 9 to 15 describe the procedures for the AF to read data from the target AIoT devices over the 5GC:
9. The AF can request the 5GC (e.g., NEF or AIoTF) to retrieve data from the target AIoT devices by providing the AF ID and a list of the target AIoT device IDs. 
10. The NEF or AIoTF requests the UDM/UDR to check the association information by forwarding the information received from the AF (i.e., AF ID, the target AIoT device IDs) and additionally seeking information about the I-nodes. If the requested AF ID and the (part of) target AIoT device IDs are found in the association information (e.g., the table shown under step 6), the UDM/UDR provides the information about all the available I-nodes along with the identified AIoT device IDs to the NEF/AIoTF.
11. The 5GC determines the I-node(s) to reach the target AIoT devices.
12. The NEF or AIoTF requests the selected I-node(s) to attempt activation and reading the data from the target AIoT devices, providing the target AIoT devices IDs. 
13. The AIoT device data is retrieved from the target AIoT devices through the determined I-node(s). 
14. The I-node provides a response message to the NEF or AIoTF including the AIoT device IDs, the read AIoT data as well as its I-node ID.
15. The NEF or AIoTF can transmit the acquired data to the AF, including the target AIoT device IDs and their corresponding data. Based on the local configuration, the NEF or AIoTF can aggregate all the information from the list of target devices and provide it as a single response message to the AF.
Steps 16 to 20 describe the procedures for the AF to subscribe to the availability of the target AIoT devices with the 5GC:
16. The AF can request the 5GC (e.g., NEF or AIoTF) to subscribe the presence status of the target AIoT devices by providing the AF ID and the target AIoT device IDs.
17. When an AIoT device moves in or out a warehouse, it is assumed that the G-node can detect it and get their device IDs.
18. The G-node reports the information to the 5GC (e.g., UDM/UDR). 
19. The UDR may update the association information based on the report, adding or removing the moved AIoT devices. 
20. The UDM/UDR may send a notification to the consumer of the subscription (i.e., the AF) about the added or removed tags by providing the corresponding tag IDs.

[bookmark: _Toc157661587]6.X.3	Impacts on services, entities and interfaces
Editor's note:	This clause captures impacts on existing services, entities and interfaces.
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