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Abstract of the contribution: The contribution proposes a solution for KI#3, Shared PDU Session to support Ambient IoT.
1. Introduction
Key Issue #3 is Support of Ambient IoT Services. This Key Issue pertains to the AIoT services. Considering that AIoT Devices are a new type of reduced capabilities devices, the services/use cases to be supported include:

-
Inventory 

-
Command

Editor’s note: the name to call “Inventory” and “Command” is FFS, e.g. Ambient IoT service, use case, etc.

The key issue will study the following aspects:

-
Study how to support information transfer for Ambient IoT services and related system functionality, including the information transfer for an Ambient IoT device and for a group of Ambient IoT Devices.
NOTE:
including whether there is a need to support session based transfer between Ambient IoT Device and the network considering the device types and capabilities.
-
Study which of the enabled Ambient IoT services are exposed to AF and how, e.g. for the case AF requests Ambient IoT service for an Ambient IoT Device and for a group of Ambient IoT Devices.
Regarding how to support information transfer for Ambient IoT services and related system functionality, including the information transfer for an Ambient IoT device and for a group of Ambient IoT Devices, the following need to be considered.
-
AIoT Devices have No USIM (UICC)
-
AIoT Devices have ultra-low complexity/power/cost and are resource-constrained
-
The network needs to support a huge number of AIoT Devices
Considering the above requirements, shared PDU Session for Ambient IoTs can be a candiate.
2. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-13.

* * * * First change * * * *
6.0
Mapping of Solutions to Key Issues

Table 6.0-1: Mapping of Solutions to Key Issues
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* * Second change * * * *(all new texts)
6.X
Solution #X: Shared PDU Session
6.X.1
Description
This solution is targeting KI#3, and proposes a Shared PDU Session to support DualSteer.

 Regarding the data delivery, the following should be considered.

-
AIoT Devices have No USIM (UICC)
-
AIoT Devices have ultra-low complexity/power/cost and are resource-constrained
-
The network needs to support a huge number of AIoT Devices
Considering the above requirements, establishing and managing a PDU Session for each of the AIoT Device, it is difficult both for the AIoT Device and for the network. This solution proposes shared PDU Session for Ambient IoTs. This includes the following features.
-
Includes PDU Session Type as Unstructured

-
Point-to-Point (PtP) tunnelling to 3rd Party Service Providers
-
PtP tunnelling based on UDP/IP encapsulation

-
Includes Indication of Shared PDU Session

-
Alt1) explicit indication

-
Alt2) specific PDU Session ID ranges

-
Can be established by either Ambient IoT or 3rd Party Service Providers

-
Can be pre-established
An example of the shared PDU Session usage is depicted in Figure 6.X.1-1.
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Figure 6.X.1-1: An Example of the Shared PDU Session Usage
For Ambient IoT Devices, the following PDU Session principles are applied.
-
Unstructured PDU Session for device with no network protocol stacks
-
No individual PDU Session for all the devices

-
Shared several PDU Sessions with devices
6.X.2
Procedures
Shared PDU Session Establishment procedure is depicted in Figure 6.X.2-1.
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Figure 6.X.2-1: Shared PDU Session Establishment procedure
Step 1. PDU Session Establishment Request is sent from AIoT Device to AMF. This includes:
-
PDU Session ID

-
Pre-configured shared PDU Session ID of group

-
This includes the following Request Type

-
 “Shared Initial request”

Other parameters can be pre-configured in UDM

-
PDU Session Type:
Unstructured PDU Session type

-
Always-on PDU Session Requested: It can be requested depending on TASK

-
S-NSSAI, DNN, SSC mode, 5GSM Capability

AMF checks Group ID of Ambient IoT and PDU Session ID

-
If Shared PDU Session is already established, then it rejects the request with cause “Shared PDU Session is established”
Step 2. SMF selection is done at AMF
-
Selects SMF supporting shared PDU Session

-
Specific SMF can be pre-configured already

Step 3. AMF sends CreateSMContext Request to SMF with the following information:
-
Group ID of Ambient IoT

-
PDU Session ID

-
Pre-configured shared PDU Session ID of group

-
Request Type

-
 “Shared Initial request”

-
PDU Session Type

-
Unstructured PDU Session type

-
Always-on PDU Session Requested

-
It can be requested depending on TASK

-
S-NSSAI, DNN, SSC mode, 5GSM Capability

-
It can be pre-configured in SMF or retrieves from UDM
Step 4. Subscription retrieval is performed
-
Retrieves Session Management Subscription data from UDM

-
Retrieves it with AF ID and Group ID of Ambient IoT

-
Some of data can be pre-configured in SMF
Step 5. CreateSMContext Response is sent from SMF to AMF
Step 6. PDU Session authentication/authorization is done. This can be done at SMF by comparing subscription data at step 4.
Step 7a and 7b. PCF selection and SM Policy Association Establishment are performed
-
Selects PCF with AF ID and Group ID of Ambient IoT

-
Retrieves SM Policy Information for Shared PDU Session
Step 8 ~ 10b. UPF selection and N4 Session Establishment are performed
-
Selects UPF supporting Share PDU Session 

-
Allocates IPv6 prefix for Shared PDU Session and N6 Point-to-Point tunnelling (based on UDP/IPv6)

-
UPF acts as a transparent forwarding node for payload between Ambient IoT and 3rd Party Service Provider

-
For UL, forwards received data to 3rd Party Service Provider over N6 PtP tunnel using UDP/IPv6 encapsulation

-
For DL, decapsulates the received data and forwards it identified by IPv6 prefix of Shared PDU Session to Ambient IoT

-
For N6 PtP tunnel, sends IP address of 3rd Party Service Provider
UPF-AF(3rd Party Service Provider) Connection Establishment procedure is depicted in Figure 6.X.2-2.
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Figure 6.X.2-2: UPF-AF(3rd Party Service Provider) Connection Establishment procedure
Step 0. Step 1-10 of PDU Session Establishment procedure are performed
-
SMF requests N4 Session Establishment to UPF with N6 PtP tunnel to 3rd Party Service Provider  

Step 1-2. N6PtPTunnel_Connection are exchanged between UFP and AF
-
AF ID, Group ID of Ambient IoT, PtPTunnel ID, PtPTunnel Duration, PtPTunnel Information, Requested Action

Step 3-4. N6PtPTunnel_CreateContext is exchanged between SMF and UPF
-
UPF ID, AF ID, Group ID of Ambient IoT, PtPTunnel ID, PtPTunnel Duration, PtPTunnel Information

-
Requested Action

-
Create: create N6PtPTunnel Context with PtPTunnel ID and UPF ID

-
Cancel: remove N6PtPTunnel Context identified by PtPTunnel ID and UPF ID

-
Update: update N6PtPTunnel Context identified by PtPTunnel ID and UPF ID
Step 5. PDU Session Establishment Accept is sent from SMF to AIoT Device
-
Including result of establishing Shared PDU Session

-
N6PtPTunnel Information is transparent to UE

Step 6. DO-DTT DATA TRNASPORT is sent from AIoT Device to AF.
-
UE transmits its data via Shared PDU Session

-
UPF encapsulates data from UE with UDP/IPv6 and transmits it to 3rd Party Service Provider (AF)

-
AF decapsulates it with PtPTunnel configuration identified PtPTunnel ID

Step 7. DT DATA TRNASPORT is send from AF to AIoT Device.
-
AF encapsulates its data with UDP/IPv6 and transmits it to UPF

-
UPF decapsulates it with PtPTunnel configuration identified PtPTunnel ID

-
UPF transmits data from AF via Shared PDU Session to UE
6.X.3
Impacts on services, entities and interfaces
AF:
- 
Supports shared PDU Session with PtP Tunnel ID. 
PCF:

- 
Supports AF ID or Group ID based PDU Session Policy
SMF:

- 
Provides N4 rule to activate PtP tunnel between AF and UPF for a shared PDU Session.

-
Retrieves subscriptions with AF ID and Group ID of Ambient IoT for a shared PDU Session
UPF:

- 
Identifies the shared PDU session.

-
Maintains PtP tunnel and exchange data with AF via the tunnel for the shared PDU Session.
UE: 

- 
Support the shared PDU Session establishment for Data Delivery.
* * * * End of change * * * *
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