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Abstract of the contribution: This contribution proposes a new solution for KI#2 
1	Proposal
[bookmark: _Hlk513714389]It is proposed to capture the following solution in TR 23.700-63 v0.1.0.
First change
[bookmark: _Toc500949099][bookmark: _Toc92875662][bookmark: _Toc93070686]
[bookmark: _Toc22192650][bookmark: _Toc23402388][bookmark: _Toc23402418][bookmark: _Toc26386423][bookmark: _Toc26431229][bookmark: _Toc30694627][bookmark: _Toc43906649][bookmark: _Toc43906765][bookmark: _Toc44311891][bookmark: _Toc50536533][bookmark: _Toc54930305][bookmark: _Toc54968110][bookmark: _Toc57236432][bookmark: _Toc57236595][bookmark: _Toc57530236][bookmark: _Toc57532437][bookmark: _Toc153792592][bookmark: _Toc153792677][bookmark: _Toc157752218][bookmark: _Toc16839382]6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
	
	Key Issues
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	<Key Issue #1>
	<Key Issue #2>
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Second change, all new text

[bookmark: _Toc500949097][bookmark: _Toc92875660][bookmark: _Toc93070684][bookmark: _Toc148441676]6.x	Solution #X: Obtain public UE IP address for NAT deployment
[bookmark: _Toc500949098][bookmark: _Toc92875661][bookmark: _Toc93070685][bookmark: _Toc148441677]6.x.1	Key Issue mapping
This is a solution related to KI#2.
[bookmark: _Toc148441678]6.x.2	Functional Description
[bookmark: _Toc500949101][bookmark: _Toc92875663][bookmark: _Toc93070687]While in R18 UPEAS item, the NAT related issues are introduced and solved. If NAT deployed in network, there exists the mapping table between internal private UE IP address (used in 5GC internally) and public UE IP address used in application server. 
If NAT is supported in network, there exists the problem that in eNA UE data collection procedure listed below: 
-	As indicated in step 3a and 3b in section 6.2.8.2.3 of TS 23.288[x], the NWDAF subscribes to the AF in trusted/untrusted domain for UE data collection. In the request from NWDAF, the SUPI or to GPSI is included to identify the target UE for data collection. And also indicated in the section 6.2.8.2.4.1 of TS 23.288[x], the UE IP address is used to identify the user plane connection established between the UE application and the AF for data collection. The AF is required to correlate the UE IP address to the SUPI or to GPSI. Or, as indicated in section 6.2.8.2.4.4, the NWDAF should correlate the UE IP address to the SUPI or to GPSI.
-	And as described in section 6.2.8.2.4.2, 6.2.8.2.4.3 and 6.2.8.2.4.4, the AF or NWDAF uses the SUPI/GPSI to obtain the serving SMF id(s) and the corresponding PDU Session id(s) from UDM, and request the SMF to obtain the allocated IPv4 address or IPv6 prefix for the UE. After these procedures, the AF or NWDAF gets the UE IP address.
However, the allocated IPv4 address here that AF or NWDAF gets from SMF is a private IP address, not the public UE IP address. The SMF or DHCP can only allocate the private UE IP address. And in the internal 5GC, between the interaction of each 5GC elements, only the private UE IP address is used. 
Even if the AF receives the private UE IP address, the AF also can’t identify the target UE for data collection, because the AF can only identify the public UE IP address, if the NAT function is deployed in UPF.
So, as the description above, after introducing the NAT functionality, there is a lack of a process to provide public UE IP address to AF to identify the target UE for data collection. Also, there is a lack of a process in the NWDAF correlates procedure that the NWDAF should indicate the public UE IP address to AF via NEF, to indicate the target UE for data collection.
This paper focus on to introduce a procedure to let the AF or NWDAF to obtain the public UE IP address from 5GC, that to identify the target UE and consequently perform data collection from the UE.
[bookmark: _Toc148441679]6.x.3	Procedures
[bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc92875664][bookmark: _Toc93070688]6.x.3.1	Procedures of AF in trusted domain

[bookmark: _CRFigure6_2_8_2_4_21]Figure 6.x.3-1: AF in trusted domain correlates UE data collection and NWDAF request
0-3.	The same procedures as step 0-3 in Figure 6.2.8.2.4.2-1 of TS 23.288[x], except that the AF stores the public UE IP address.
4.	If NAT deployed in network, the SMF determines the UPF that serving the target UE. This UPF stores the mapping table between private UE IP address and public UE IP address for the target UE that perform data collection. 
5.	The SMF sends the Nupf_GetPublicUEIPaddr_Get request including the private UE IP address, DNN and S-NSSAI to the UPF to get the public UE IP address corresponding to this private network address.
6.	The UPF sends the Nupf_GetPublicUEIPaddr_Get response including the public UE IP address to the SMF.
7.	The SMF provides the allocated IPv4 address or public UE IP address (if NAT deployed in network) or IPv6 prefix to the AF.
8.	The AF correlates the UE data that includes the UE IP address and the NWDAF request for a SUPI using the retrieved IPv4 address or public UE IP address (if NAT deployed in network) or IPv6 prefix.
[bookmark: _Toc148441680]6.x.3.2	Procedures of NWDAF correlates UE data collection

[bookmark: _CRFigure6_2_8_2_4_41]Figure 6.x.3.2-1: NWDAF correlates UE data collection and NWDAF request
1-3.	The same procedures as step 1-3 in Figure 6.2.8.2.4.4-1 of TS 23.288[x]
4.	If NAT deployed in network, the SMF determines the UPF that serving the target UE. This UPF stores the mapping table between private UE IP address and public UE IP address for the target UE that perform data collection. 
5.	The SMF sends the Nupf_GetPublicUEIPaddr_Get request including the private UE IP address to the UPF to get the public UE IP address corresponding to this private network address.
6.	The UPF sends the Nupf_GetPublicUEIPaddr_Get response including the public UE IP address to the SMF.
7.	The SMF provides the allocated IPv4 address or public UE IP address (if NAT deployed in network) or IPv6 prefix to the NWDAF.
8.	Step 3a for AF in trusted domain or step 3b for AF in untrusted domain in Figure 6.2.8.2.3-1 is performed with the exception that NWDAF sets the allocated IPv4 address or public UE IP address (if NAT deployed in network) or IPv6 prefix that were received in step 4 as target of event reporting.
6.x.4	Impacts on existing services, entities and interfaces
SMF:
-	Request to obtain the public UE IP address from UPF with private UE IP address, DNN, S-NSSAI as input.
UPF:
-	Provide public UE IP address and port number to consumer.
No UE and RAN impact.

Third of Changes

[bookmark: _Toc153792580][bookmark: _Toc153792665][bookmark: _Toc157752203][bookmark: MCCTEMPBM_00000025]2	References
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