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Abstract of the contribution: This contribution proposes a solution for KI#2.1. 
Discussion 
The KI#2.1 is targeting to study the following aspects (from TR 23.700-54):
- 	What enhancements are required to existing Rel-18 MPQUIC steering functionality described in TS 23.501 [3] to support proxying of TCP traffic using MPQUIC;
-	What enhancements are required to existing Rel-18 MPQUIC steering functionality to support proxying of general IP traffic using MPQUIC;
-	What enhancements are required to existing Rel-18 MPQUIC steering functionality to support proxying of Ethernet traffic using MPQUIC.
A solution based on recent IETF work is proposed below. 
Proposal
It is proposed to update TR 23.700-54 as described below.

**** First Change ****

[bookmark: _Toc157657208]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 22.261: "Service requirements for the 5G system".
[3]	3GPP TS 23.501: "System architecture for the 5G System (5GS)".
[4]	3GPP TS 23.502: "Procedures for the 5G System (5GS)".
[5]	3GPP TS 23.503: "Policy and charging control framework for the 5G System (5GS); Stage 2".
[x1] 	IETF RFC 9298: "Proxying UDP in HTTP".
[x2] 	IETF RFC 9114: "Hypertext Transfer Protocol Version 3 (HTTP/3)".
[x3] 	IETF RFC 9484: "Proxying IP in HTTP".
[x4] 	draft-ietf-httpbis-connect-tcp: "Template-Driven HTTP CONNECT Proxying for TCP".
[x5] 	draft-ietf-masque-connect-ethernet: " Proxying Ethernet in HTTP".
Editor's note:	The above document cannot be formally referenced until it is published as an RFC.

**** Next Change ****

[bookmark: _Toc157657227]6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of DualSteer Solutions to Key Issues
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Table 6.0-2: Mapping of ATSSS_Ph4 Solutions to Key Issues
	
	Key Issues for ATSSS_Ph4

	Solution#
	<Key Issue #2.1>
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**** Next Change (all new text) ****

[bookmark: _Toc157657231]6.2.Y	Solution #Y: MPQUIC Steering Functionality extended with additional CONNECT methods
6.2.Y.1	Description
This solution addresses KI#2.1 
The Rel-18 MPQUIC functionality enables steering, switching, and splitting of UDP traffic between the UE and UPF, in accordance with the ATSSS policy created by the network. The operation of the MPQUIC functionality is based on RFC 9298 [x1] "proxying UDP in HTTP", which specifies how UDP traffic can be transferred between a client (UE) and a proxy (UPF) using the RFC 9114 [x2] HTTP/3 protocol. 
To enable this functionality, the SMF indicates the proxy type that is required (CONNECT-UDP in case of MPQUIC) and the UPF provides the require information back to SMF (e.g. MPQUIC proxy IP address and port). The SMF then sends MPQUIC proxy information to UE, i.e. one IP address of UPF, one UDP port number and also indicates the proxy type (currently only "connect-udp" is supported for MPQUIC). This information is used by the UE for establishing multipath QUIC connections with the UPF, which implements the MPQUIC Proxy functionality. The CONNECT-UDP proxy method is defined in RFC 9298. 
To enhance the MPQUIC solution to support proxying IP, TCP and Ethernet, this solution proposes that the following IETF specifications are used:
- 	CONNECT-IP as defined in RFC 9484 [x3]. This RFC describes how IP packets can be transferred between a client (UE) and a proxy (UPF) using the RFC 9114 [x2] HTTP/3 protocol over MPQUIC. 
- 	CONNECT-TCP as updated by IETF WG Internet Draft draft-ietf-httpbis-connect-tcp [x4]. This I-D describes an alternative proxy solution for TCP that is similar to CONNECT-UDP and CONNECT-IP and works with HTTP/3 over QUIC and UDP. This proxy solution for TCP is thus required in order to fit into the existing rel-18 MPQUIC solution in order to proxy TCP traffic. 
- 	CONNECT-Ethernet as described in IETF WG Internet Draft draft-ietf-masque-connect-ethernet [x5]. This I-D describes how to proxy Ethernet frames in HTTP.
NOTE:	The use of the IETF solutions for TCP proxying and Ethernet proxying is dependent on the IETF drafts being stable in time for Rel-19.
6.2.Y.2	Procedures
6.2.Y.2.1 	MA PDU Session Establishment


Figure 6.2.Y.2-1. PDU Session Establishment
1. 	The UE sends a PDU Session Establishment Request message and includes the ATSSS capabilities as per rel-18. In addition, if the UE supports MPQUIC and other proxy protocols than connect-udp and in case of IP-based PDU Session types, the UE includes the supported MPQUIC proxy protocols (connect-ip and/or connect-tcp) as part of the SM NAS message. 
NOTE 1: 	In case of IP-based PDU Session types, it is assumed that a UE supporting MPQUIC also supports the rel-18 connect-udp proxy protocol, i.e. there is no need to explicitly signal the support for connect-udp. In case of Ethernet PDU Session type, it is assumed that a UE supporting MPQUIC also supports the connect-ethernet proxy protocol, i.e. there is no need to explicitly signal the support for connect-ethernet. 
2.  	The AMF selects and SMF and sends a Nsmf_PDUSession_Create Request message with the PDU Session Establishment Request message.
3. 	The SMF interacts with UDM as per existing specifications. 
4. 	The SMF replies to AMF with an Nsmf_PDUSession_Create Response, as per existing specifications.
5. 	The SMF is configured, as part of the DNN configuration, what proxy protocols are supported. For example, a specific DNN may support connect-tcp and connect-udp but not connect-ip. 
The SMF selects a UPF that supports the proxy protocols required, if possible. 
NOTE 2: 	The DNN configuration on the SMF may e.g. indicate that connect-ip is supported, or that connect-udp and connect-tcp are supported, depending on the use case and operator configuration.  
6. 	The SMF sends a N4 Session Establishment Request message to the UPF and includes the required ATSSS features that should be activated in the UPF (e.g. ATSSS_LL and/or MPQUIC). In addition, for IP based PDU Session types, the SMF also includes the required MPQUIC proxy protocols (connect-ip, connect-udp, and/or connect-tcp). For Ethernet PDU Sessions there is no need to explicitly indicate proxy protocol, but it may be done to keep stage 3 aligned between PDU Session Types. 
If the message from SMF instructs the UPF to activate MPQUIC functionality, the UPF allocates MPQUIC proxy information (IP address and port of the MPQUIC proxy in UPF), as specified for rel-18.
If the message from the SMF instructs the UPF to activate MPQUIC functionality, the UPF also allocates the UE "MPQUIC link-specific multipath" addresses/prefixes and provides these to SMF, as per rel-18. The UPF only allocates a single set of UE "MPQUIC link-specific multipath" addresses/prefixes for MPQUIC, independent of the proxy protocols used. 
The UPF replies with a N4 Session Establishment Response message and provides the UE "MPQUIC link-specific multipath" addresses/prefixes and MPQUIC proxy information to the SMF.
7. 	The SMF triggers SM Policy Association Establishment and indicates with the MA PDU Session capabilities what traffic types are supported for MPQUIC. This allows the PCF to create PCC rules with MPQUIC support for other traffic than UDP.
8-9. 	The SMF sends the PDU Session Establishment Accept to the UE and includes the MPQUIC proxy information (i.e. the IP address, a port number) In case of IP based PDU Session types, the SMF also indicates the type of the MPQUIC proxy/proxies supported for the MA PDU Session). The SMF also provides the UE "MPQUIC link-specific multipath" addresses/prefixes.
10. 	The MA PDU Session Establishment is completed, as described in TS 23.502 [4].

After the PDU Session establishment, in case MPQUIC steering functionality is to be used for a specific traffic flow according to the ATSSS rules, the UE selects a proxy protocol based on the application type (e.g. UDP or TCP) and the supported proxy methods. In case multiple proxy methods are supported for a specific traffic flow (e.g. for a UDP based traffic flow, if both connect-ip and connect-udp are supported for the MA PDU Session) the UE selection of proxy method is UE implementation specific. 



6.2.Y.3	Impacts on services, entities and interfaces 

UE: 
- 	Support for additional MPQUIC proxy protocols 
- 	SM NAS enhancements to negotiate the support for additional MPQUIC proxy protocols (enhanced 5GSM capability, enhanced ATSSS container)

SMF: 	
- 	SM NAS enhancements to negotiate the support for additional MPQUIC proxy protocols (enhanced 5GSM capability, enhanced ATSSS container)
- 	N4 enhancements to instruct UPF to use additional MPQUIC proxy protocols

UPF: 
- 	Support for additional MPQUIC proxy protocols 
- 	N4 enhancements to activate the use of additional MPQUIC proxy protocols

PCF:
- 	Take into account additional MA PDU Session capabilities to support MPQUIC also for TCP, IP and Ethernet traffic flows

No impacts to AMF, UDM.
No impacts to ATSSS rules.


**** End of Changes ****
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