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Abstract of the contribution: This contribution discusses options for how to prevent UE services while location verification is ongoing. 
Introduction 
Location verification is used by the network to determine whether a UE using satellite access is permitted to access a PLMN in its given location. Location verification may be required e.g. if the cell size from a satellite is large and spans across country boarders.
During SA2#158 it was discussed that it is desirable that the UE cannot get service before the UE location has been verified. In case LCS procedures needs to be triggered, it has been discussed how the EPC/5GC can ensure that the UE cannot access services until the LCS procedure and location verification has completed. 
Previous proposals

At SA2#158 (and also SA2#160), it was proposed (in S2-2312778) to solve this by the following approach:
“1. When receiving an initial message from the UE or a SM create or update requests, the AMF indicates to the relevant SMF(s) that the UE location is being verified.

2.
Based on the Indication, the SMF indicates to a UPF to buffer or discard UL and DL data for the UE.

3.
In case of UL or DL NAS signalling carrying CP CIoT data or SMS, the AMF buffers or discards the UL or DL NAS PDUs until the UE location is verified.

4.
When the UE location is verified, the AMF then notifies the SMF(s) that the UE location is verified successfully.

5.
When an SMF receives the notification from an AMF, the SMF can indicate the UPF to forward any buffered UL or DL data. 

6.
Similarly, if there are any UL or DL signalling buffered at the AMF in Step 3, the AMF can forward the UL DL signalling after the UE location is verified.

7.
If the UE location is not successfully verified, then the existing procedures are followed and the UE may be de-registered. In these cases, the SMF(s) are notified (existing) and the UPFs may also be notified (existing). When this occurs the SMF/UPF may then discard any buffered UL or DL traffic.”

The overall principle of the solution above is that AMF and SMF/UPF buffers UL/DL signaling and user plane data while location verification is ongoing. It is argued in S2-2312778 that a key benefit with this approach is that it has no UE impacts. There is no explicit information provided to the UE about the ongoing location verification, so the solution somehow gives the impression to the UE that it has access to services. If the verification is successful, the AMF and SMF can then forward the buffered UL/DL signaling and data when the location verification has completed. If the verification is not successful, the AMF and SMF/UPF discards any buffered signaling messages and data packets and can deregister the UE with a suitable cause code. 
The paper S2-2312778 also mentions a variation of the above approach where AMF and SMF could provide SM backoff timer to the UE. That solution has similar impacts to AMF and SMF/UPF, but in addition uses the SM backoff timer to prevent the UE from initiating SM messages. The paper however recommends the first approach, claimed to be without UE impacts.
Discussion 

It is argued in S2-2312778 that a key benefit with the recommended approach is that it has no UE impacts. However, as stated in S2-2312778, UE location verification could take 30 seconds to a minute. Buffering UL/DL NAS signalling and UL/DL user data during that time in fact has implicit UE impacts and end-user impacts. If we consider a smartphone case, an end-user that uses an App that does not receive any response from the network for one minute, with no error message displayed on the phone, will likely be quite confused and may e.g. power-cycle the phone. It is also very likely that applications will start to retransmit the data or signalling during that time. For example, the retransmission times for SMS are in several cases one minute or below, as described in TS 24.011, and retransmission timers for MM/SM NAS messages are typically shorter than that. Retransmission timers for TCP and QUIC traffic are shorter, and the TCP/QUIC clients may have sent several retransmissions, and may even have given up, before location verification is complete. Buffering signalling and data in AMF and SMF/UPF for those cases may therefore be rather useless.
Furthermore, buffering NAS signalling in AMF (or MME) is in general questionable. Consider an example where the UE initiates a PDU Session Modification Request that gets buffered in AMF. Shortly after the SMF initiates a PDU Session Modification Request that also gets buffered in AMF. If the AMF delivers both messages when UE location verification has completed it will end up in a procedure collision that needs to be resolved, probably by dropping messages in UE and SMF.

Also, buffering of UL/DL NAS signalling in AMF/MME and buffering of UL data in UPF for NTN purposes is new functionality which seems much too late to introduce in rel-18. 
Observation 1: UL/DL buffering as proposed in S2-2312778 may have no gains in real deployments. At the same time, it is associated with complexity. It also requires new functionality. 
Below we propose a simpler solution.
Alternative Solution
In order to verify the UE location using the network-based positioning methods developed in rel-18 the UE has to be in CONNECTED mode. The AMF/MME thus needs to accept the Registration Request and Service Request, and also activate the N2/S1 connection for the UE before the UE location verification can start. There is also a need to allow LCS procedures to proceed, e.g. transfer of LPP NAS messages etc. 

Observation 2: AMF/MME needs to provide some services to the UE for the location verification to proceed.

At the same time, certain services should not be provided to the UE while the UE location verification is ongoing. These services may include e.g. SMS and PDU Session and user plane services. The exact set of services that should not be allowed may however depend on regulatory requirements in the jurisdiction served. 

Observation 3: It may not be possible to standardize what set of services that should be blocked while location verification is ongoing, as this may depend on regulatory requirements. 

As mentioned above, buffering NAS signalling messages and user data in AMF and SMF/UPF respectively may not provide benefits. The UE and network will anyway retransmit these messages/data, possibly even before the network has started to forward the buffered messages/data. There is also a higher risk for colliding procedures which may lead to discarded messages and retransmissions, causing even longer delays. A better (and less complex) approach is to simply discard messages that should not be delivered. The following approach should address the problem while location verification is ongoing:

1. 
The AMF/MME silently discards UL/DL SM NAS messages and other UL/DL NAS messages (e.g. SMS) that should not be delivered. The UE and network NFs will anyway retransmit such NAS messages when the corresponding retransmission timer expires. The AMF/MME delivers other NAS messages (e.g. LPP) that should be delivered. 
2. 
During Registration/Attach and UE-initiated Service Request, the AMF/MME silently discards any request to activate the user plane connections. The UE will anyway realize based on the RRC layer that the UP connection was not established and will later retransmit the request to activate the UP. 
3. 
In case of a network-triggered Service Request to activate a UP connection, the AMF silently discards the message from SMF or replies to SMF based on existing mechanisms, e.g. indicating that the UE is not reachable and a period when the SMF can retry. Similarly, the MME may silently discard the message from SGW or reply to SGW based on existing mechanisms, e.g. indicating that the UE is not reachable. In case extended buffering is supported, the AMF/MME may reply and indicate an expected wait time.  

4. 
The AMF and MME should also provide a back-off timer to the UE to avoid frequent retransmission of NAS or data messages. For example, in case of CP CIoT optimizations for IoT NTN the MME may provide a Control Plane data back-off timer to the UE in the Registration Accept or Service Accept messages.
The above approach avoids the complexity and technical issues with UL/DL buffering of NAS signalling and user-plane data and also does not have any impacts to the UE beyond what is already specified for a rel-17/18 UE. The solution also limits the impacts to the AMF, with no new specification impact on the UE or SMF/UPF. 
Proposal
It is proposed to agree the above solution as documented in the 23.501 CR in S2-2402310 and 23.401 CR in S2-2402311.
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