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Abstract of the contribution: This paper is to propose a new solution to support Authorization of UE acting as intermediate node. 
[bookmark: _Hlk513714389]1. Proposal
It is proposed to agree the following changes into TR 23.700-13.

1st Change
[bookmark: _Toc22214907][bookmark: _Toc22286586][bookmark: _Toc23317647][bookmark: _Toc94300259]6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
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2nd Change
[bookmark: _Toc324232213][bookmark: _Toc326248709][bookmark: _Toc22286587][bookmark: _Toc23317648][bookmark: _Toc94300260]6.X	Solution #X: <Solution Title> Authorization of UE acting as intermediate node
[bookmark: _Toc326248710][bookmark: _Toc22286588][bookmark: _Toc23317649][bookmark: _Toc94300261]6.X.1	Description
Editor's note:	This clause will describe the solution principles and architecture assumptions for corresponding key issue(s). (Sub-) clause(s) may be added to capture details. 
[bookmark: _Toc509873782][bookmark: _Toc509905232][bookmark: _Toc22286589]The solution applies to the Key Issue #2 "Identification, Subscription, Registration and Connection management".
The UE acting as an intermediate node needs to be authorized by network to communicate with the AIoT Devices. The UE provides AIoT Communication Capability to the AMF, and if it is authorized the authorized information is provided by UDM or PCF via the AMF to the UE.
[bookmark: _Toc23317650][bookmark: _Toc94300262]6.X.2	Procedures
Editor's note:	This clause describes services and related procedures for the solution.
[bookmark: _Toc326248711][bookmark: _Toc22286590]The following clauses 6.X.2.1 and 6.X.2.2 describe the procedures for UDM based authorization of UE acting as intermediate node and PCF based authorization of UE acting as intermediate node respectively.
[bookmark: _Toc101265102][bookmark: _Toc104479977][bookmark: _Toc113265881][bookmark: _Toc117226759][bookmark: _Toc122510029]6.X.2.1	Procedure for UDM based authorization of UE acting as intermediate node
Depicted in Figure 6.X.2-1 is the procedure for UDM based authorization of UE acting as intermediate node.

 
Figure 6.X.2.1-1: Procedure for UDM based authorization of UE acting as intermediate node
The UE acting as an intermediate node performs Registration procedure as described in clause 4.2.2.2.2 of TS 23.502 [xx], and the following modifications are made:
1.	The UE acting as an intermediate node includes AIoT Communication Capability in the Registration Request message. AIoT Communication Capability indicates whether UE supports communication with AIoT Devices.
2.	The AMF retrieves subscription data of the UE from UDM and checks whether the UE is authorized to communicate with the AIoT Devices.
3.	If the UE is authorized to communicate with the AIoT Devices, the AMF includes authorized information in the Registration Accept message to the UE.
6.X.2.2	Procedure for PCF based authorization of UE acting as intermediate node
Depicted in Figure 6.X.2.2-1 is the procedure for PCF based authorization of UE acting as intermediate node.


Figure 6.X.2.2-1: Procedure for PCF based authorization of UE acting as intermediate node
The UE acting as an intermediate node performs Registration procedure as described in clause 4.2.2.2.2 of TS 23.502 [xx], and the following modifications are made:
1.	The UE acting as an intermediate node includes AIoT Communication Capability in the Registration Request message. AIoT Communication Capability indicates whether UE supports communication with AIoT Devices.
2.	The AMF sends Registration Accept message to the UE.
3.	If the UE indicates AIoT Communication Capability in the Registration Request message and if the UE is authorized to communicate with AIoT Devices based on the subscription data, the AMF reports the authorized AIoT Communication Capability to the PCF.
4.	The PCF responds to the AMF.
5.	The PCF invokes Namf_Communication_N1N2MessageTransfer service operation to the AMF, and the message includes authorized information for the UE.
6.	The AMF transfers the authorized information to the UE.

[bookmark: _Toc23317651][bookmark: _Toc94300263]6.X.3	Impacts on services, entities and interfaces
Editor's note:	This clause captures impacts on existing services, entities and interfaces.
End of Changes
3GPP
SA WG2 TD

oleObject1.bin
�

UE


AMF


1. Registration Request


UDM


2. Nudm_SDM_Get


3. Registration Accept



image2.emf
UE AMF PCF

1. Registration Request

2. Registration Accept

3. Npcf_UEPolicyControl Create Request

4. Npcf_UEPolicyControl Create Response

5. Namf_Communication_N1N2MessageTransfer

6. Delivery of UE policies


oleObject2.bin
�

UE


AMF


PCF


1. Registration Request


2. Registration Accept


3. Npcf_UEPolicyControl Create Request


4. Npcf_UEPolicyControl Create Response


5. Namf_Communication_N1N2MessageTransfer


6. Delivery of UE policies



image1.emf
UE AMF

1. Registration Request

2. Nudm_SDM_Get

UDM

3. Registration Accept


