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FIRST CHANGE
[bookmark: _Toc81492196][bookmark: _Toc81492760][bookmark: _Toc81816521][bookmark: _Toc138307839]6.2.3.4.1	General
EAS Deployment Information management refers to the capability to create, update or remove EAS Deployment Information from AF and the distribution to the SMF. The NEF is in charge of the management of EAS Deployment Information which may be stored in UDR.
The EAS Deployment Information indicates how edge services are deployed in each Local part of the DN, the description of EAS Deployment Information is shown in Table 6.2.3.4-1.
[bookmark: _CRTable6_2_3_41DescriptionofEASDeploym]Table 6.2.3.4-1 Description of EAS Deployment Information
	Parameters
	Description

	AF ID
	Addressing information of Application Function responsible for the DNAI in the record.
[Optional]. See NOTE 1.

	DNN
	DNN for the EAS Deployment Information.
[optional]

	S-NSSAI
	S-NSSAI for the EAS Deployment Information.
[optional]

	External Group Identifier/Internal Group Identifier
	Group ID for the EAS Deployment information.
[optional]. See NOTE 2.

	Application ID
	Identifies the application for which the EAS Deployment Information corresponds to.
[optional]

	FQDN(s)
	Supported FQDN(s) for application(s) deployed in the Local part of the DN.

	DNAI(s)
	DNAI(s) for the EAS Deployment information.
[optional]

	DNS Server Information
	list of DNS server identifier (consisting of IP address and port) for each DNAI.
[optional]

	EAS IP address range Information
	IP address(es) of the EASs in the Local part of the DN or the IP address ranges (IPv4 subnetwork(s) and/or IPv6 prefix(es) of the Local part of the DN where the EAS is deployed for each DNAI.
[optional]

	N6 traffic routing information
	Information about how to forward edge traffic in the local part of DN corresponding to DNAI.
[optional]

	NOTE 1:	When an AF ID is provided, all DNAI(s) correspond to the same EHE provider.
NOTE 2:	The AF may provide External Group Identifier, and NEF can map the External Group Identifier into Internal Group Identifier according to information received from UDM. For HR-SBO roaming scenario, the NEF (V-NEF) determines the HPLMN of the External Group Identifier (e.g. based on the Realm in the identifier) and invokes Nnef_UEId_Get service to indicate NEF in HPLMN to retrieve Internal Group Identifier from UDM by invoking Nudm_SDM_Get serviceExternal Group Identifier, hence, Internal Group Identifier, cannot be used by AF in VPLMN.
NOTE 3:	AF ID can be used in case of AF(s) involving different EHE providers, and the source EHE is unaware of other/target EHE specific deployment details.



The EAS Deployment Information management procedures are described in this clause, the procedures are independent of any PDU Session, including:
-	The procedure for EAS Deployment Information management from AF via the NEF.
-	The procedure for EAS Deployment Information management in the SMF.
-	The procedure for BaselineDNSPattern management in the EASDF.
NOTE:	In order to support EAS discovery when the Edge Hosting Environment is provided by a partner, an SLA is needed between current operator and the partner to provide e.g. the Address(es) and credentials for the DNS servers if the partner hosts the DNS server(s) for the related DNS resolution.
NEXT CHANGE 
[bookmark: _Toc138307888]6.7.4	AF request on PDU Sessions supporting HR-SBO
For HR-SBO PDU Sessions, the AF in VPLMN may send to V-NEF an AF request to influence traffic routing (e.g. for the purpose of subscription to UP path management events on HR-SBO Sessions in VPLMN). The AF request for the HR-SBO PDU Session (which can be differentiated from the non-roaming and LBO PDU Session by the V-NEF as described in clauses 4.3.6.3 1 and 4.3.6.4 5 of TS 23.502 [3].) from the AF is stored as Application Data (Data Subset = AF traffic influence request information) in the UDR of VPLMN as described in clause 4.3.6 of TS 23.502 [3]. To obtain the AF traffic influence request information, the V-SMF managing the PDU Session supporting HR-SBO subscribes to the NEF in VPLMN for notification of Application Data modification as specified in clause 4.3.6 of TS 23.502 [3].

END OF CHANGES
