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**** First Change ****

[bookmark: _Toc20150204][bookmark: _Toc27847012][bookmark: _Toc36188143][bookmark: _Toc45184053][bookmark: _Toc47342895][bookmark: _Toc51769597][bookmark: _Toc145936344]6.2.17	SEPP
The Security Edge Protection Proxy (SEPP) is a non-transparent proxy and supports the following functionality per every Control Plane message:
-	Message filtering and policing on inter-PLMN control plane interfaces.
NOTE:	The SEPP protects the connection between Service Consumers and Service Producers from a security perspective, i.e. the SEPP does not duplicate the Service Authorization applied by the Service Producers as specified in clause 7.1.4.
-	Topology hiding.
Detailed functionality of SEPP, related flows and the N32 reference point, are specified in TS 33.501 [29].
The SEPP applies the above functionality to every Control Plane message in inter-PLMN signalling, acting as a service relay between the actual Service Producer and the actual Service Consumer. For both Service Producer and Consumer, the result of the service relaying is equivalent to a direct service interaction. Every Control Plane message in inter-PLMN signalling between the SEPPs may pass via IPX entities. More details on SEPPs and the IPX entities are described in TS 29.500 [49] and TS 33.501 [29].
In addition, the SEPP offers the following functionality (see ref [3] clause 4.17.X):
-	A SEPP provides its own PLMN Indirect Communication (re) selection of target NF producer delegation capability to a peer SEPP in another PLMN. 
- 	A SEPP provides Inter-PLMN Indirect Communication (re) selection of target NF producer delegation capability to an SCP in its own PLMN.	Comment by Maria Cruz Bartolome: We could consider as well NF, but I think it is better to avoid that for the time being if possible, for three reasons:
- considering only SCP is more straightforward and possibly easier to be accepted/understood.
- It simplifies the updates in the TS, that are only focused in SCP and SEPP, and with indirect communication.
- we can protect the case the NF is able to delegate even if there is no SCP in the PLMN. We got that in mind some time ago, but we have not protected that yet. 

If required, we can extend that for the following meeting, if finally agreed with Nokia.

**** Next Change ****

[bookmark: _Toc20150206][bookmark: _Toc27847014][bookmark: _Toc36188145][bookmark: _Toc45184055][bookmark: _Toc47342897][bookmark: _Toc51769599][bookmark: _Toc145936346]6.2.19	SCP
The Service Communication Proxy (SCP) includes one or more of the following functionalities. Some or all of the SCP functionalities may be supported in a single instance of an SCP:
-	Indirect Communication (see clause 7.1.1 for details).
-	Delegated Discovery (see clauses 7.1.1 and 6.3.1 for details).
-	Message forwarding and routing to destination NF/NF service.
-	Message forwarding and routing to a next hop SCP.
-	Communication security (e.g. authorization of the NF Service Consumer to access the NF Service Producer API), load balancing, monitoring, overload control, etc.
-	Optionally interact with UDR, to resolve the UDM Group ID/UDR Group ID/AUSF Group ID/PCF Group ID/CHF Group ID/HSS Group ID based on UE identity, e.g. SUPI or IMPI/IMPU (see clause 6.3.1 for details).
-	Optionally, the SCP interacts with the SEPP to obtain Inter-PLMN Indirect Communication (re) selection of target NF producer delegation capability (see ref [3] clause 4.17.X). 
NOTE 1:	Communication security, e.g. authorization of the NF Service Consumer to access the NF Service Producer's API is specified in TS 33.501 [29].
NOTE 2:	Load balancing, monitoring, overload control functionality provided by the SCP is left up to implementation.
The SCP may be deployed in a distributed manner.
NOTE 3:	More than one SCP can be present in the communication path between NF Services.
SCPs can be deployed at PLMN level, shared-slice level and slice-specific level. It is left to operator deployment to ensure that SCPs can communicate with relevant NRFs.
In order to enable SCPs to route messages through several SCPs (i.e. next SCP hop discovery, see clause 6.3.16), an SCP may register its profile in the NRF. Alternatively, local configuration may be used.

**** Next Change ****

[bookmark: _Toc20150245][bookmark: _Toc27847053][bookmark: _Toc36188186][bookmark: _Toc45184099][bookmark: _Toc47342941][bookmark: _Toc51769643][bookmark: _Toc145936418]7.1.1	General
Service Framework functionalities include e.g. service registration/de-registration, consumer authorization, service discovery, and inter service communication, which include selection and message passing. Four communication options are listed in Annex E and can all co-exist within one and the same network.
An NF service is one type of capability exposed by an NF (NF Service Producer) to other authorized NF (NF Service Consumer) through a service-based interface. A Network Function may expose one or more NF services. Following are criteria for specifying NF services:
-	NF services are derived from the system procedures that describe end-to-end functionality, where applicable (see TS 23.502 [3], Annex B drafting rules). Services may also be defined based on information flows from other 3GPP specifications.
-	System procedures can be described by a sequence of NF service invocations.
NF services may communicate directly between NF Service consumers and NF Service Producers, or indirectly via an SCP. Direct and Indirect Communication are illustrated in Figure 7.1.1-1. For more information, see Annex E and clauses 6.3.1 and 7.1.2. Whether a NF Service Consumer (e.g. in the case of requests or subscriptions) or NF Service Producer (e.g. in the case of notifications) uses Direct Communication or Indirect Communication by using an SCP is based on the local configuration of the NF Service Consumer/NF Service Producer. An NF may not use SCP for all its communication based on the local configuration.
NOTE:	The SCP can be deployed in a distributed manner.
In Direct Communication, the NF Service consumer performs discovery of the target NF Service producer by local configuration or via NRF. The NF Service consumer communicates with the target NF Service producer directly.
In Indirect Communication, the NF Service consumer communicates with the target NF Service producer via a SCP. The NF Service consumer may be configured to perform discovery of the target NF Service producer directly, or delegate the discovery of the target NF Service Producer to the SCP used for Indirect Communication. In the latter case, in case of an intra-PLMN request, the SCP uses the parameters provided by NF Service consumer to perform discovery and/or selection of the target NF Service producer or in case of inter-PLMN request, optionally the SCP may delegate (re)selection of the target NF producer to the target PLMN, only if Inter-PLMN Indirect Communication (re)selection of target NF producer delegation capability allows that (see ref [3] clause 4.17.X). The SCP address may be locally configured in NF Service consumer.


[bookmark: _CRFigure7_1_11]Figure 7.1.1-1: NF/NF service inter communication


**** End of Changes ****
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