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Information on Work Items can be found at http://www.3gpp.org/Work-Items 
See also the 3GPP Working Procedures, article 39 and the TSG Working Methods in 3GPP TR 21.900
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Impacts

	Affects:
	UICC apps
	ME
	AN
	CN
	Others (specify)

	Yes
	
	
	
	X
	

	No
	X
	X
	X
	
	

	Don't know
	
	
	
	
	X


2
Classification of the Work Item and linked work items

2.1
Primary classification

This work item is a …
	X
	Feature

	
	Building Block

	
	Work Task

	
	Study Item


2.2
Parent Work Item

For a brand-new topic, use “N/A” in the table below. Otherwise indicate the parent Work Item.
	Parent Work / Study Items 

	Acronym
	Working Group
	Unique ID
	Title (as in 3GPP Work Plan)

	RVAS
	S1
	990051
	Roaming value added services


2.3
Other related Work Items and dependencies

	 Other related Work /Study Items (if any)

	Unique ID
	Title
	Nature of relationship

	
	
	

	
	
	

	
	
	

	
	
	


3
Justification

Roaming Value Added Services (RVAS) form part of the roaming services ecosystem and have been discussed within SA1 and the GSMA. RVAS have traditionally been provided by either the PLMN or outsourced to a fully trusted entity using non-standard solutions. The focus of this work is on RVAS enabled by the PLMN for 5GS roaming.
With the introduction of e2e encryption for roaming in 5GS, it is in some cases not possible to provide RVAS in a proprietary way and these services  therefore need to be standardized.

There are 2 use cases of RVAS in 5GS enabled by the PLMN as described in TR22.877 for which requirements have been specified in TS 22.261 and that have SA2 impact:

1) Welcome SMS
The “Welcome SMS” service sends a SMS to a roaming subscriber’s UE when the UE is registered in a new network for the first time (or re-entering the network after a longer absence). The SMS typically follows a predefined template and is sent on behalf of the home operator and may contain relevant information related to the visited country, e.g., the cost to call home, how to reach the operator’s customer service, local emergency services number, etc.
When a successful UE registration in a VPLMN is identified by the HPLMN, the HPLMN notifies the “Welcome SMS” application server. The notification needs to include equipment and subscription identifier (e.g. in order to be able to distinguish an IoT device or subscription intended to be used by a human user). As a result of  the notification, the application server can indicate specific actions to the HPLMN (e.g., send an SMS to the UE).
Event Exposure via NEF supports “Roaming Status” as a Monitoring Event (see TS 23.502, cl.4.15.3.1). The trusted AF can subscribe to ANY UE to be notified by the UDM about the Roaming Status. A registration of a UE would trigger a notification and provide the roaming status, the VPLMN ID, the PEI and the MSISDN.

Based on that information and additional information  the AF can create a text that is sent via SMS towards the roaming UE.

Currently, the “Roaming Status” event does not provide equipment identifier, PEI,  as part of the notification as required by TS 22.261 and therefore no distinction can be made as to which kind of device is currently being used.

2) Subscriber-based routing to a particular core network (e.g. in a different country)
The “Subscriber-based routing to a particular core network” service forwards certain signaling and user plane traffic targeting HPLMN of the users to a target PLMN. Some operators use more than one PLMN ID, e.g., multi-national operators. Due to certain business and operational demands, it might be necessary to route certain signaling and user plane traffic  of a certain customer segment (set of subscribers), e.g. from a certain IMSI range of USIMs, of a PLMN to another PLMN and to further handle the subscriber there. This means the UE is not handled by the "real" HPLMN (according to MNC and MCC) but by some alternative PLMN (called partner PLMN).
This subscriber-based routing enables the case where several national subsidiaries of a multi-national operator offer various services for different customer segments but for operational efficiency the actual service for a certain customer segment (set of subscribers), is provided by only one dedicated network.

This mechanism is not visible for the UE and UE(s) therefore do not need any additional features to support this RVAS. 
The solution should not have any impact to VPLMN (including no configuration).
Subscriber-based routing is targeting an anchor SMF in the partner’s PLMN network keeping a maximum of two SMFs controlling the PDU session.
4
Objective

The objectives of this work item are the stage 2 aspects for the following RVAS in 5GS, enabled by the PLMN according to the requirements specified in TS 22.261:
1) Welcome SMS feature support at HPLMN when the user is registered for the first time (or after long period) in a VPLMN. 5GC shall expose subscription information (e.g. MSISDN) and information about the device currently being used (e.g. a device category, an equipment identifier or other information that enables to determine whether a welcome SMS is needed to be sent or not) to the AF.
2) Support of subscriber-based routing to a particular core network (e.g. in a different country, e.g. to a particular partner network) when the user is registered either in HPLMN or VPLMN
· Close cooperation between HPLMN and partner PLMN is assumed.
· VPLMN entities should not be impacted and no configuration in VPLMN shall be assumed.
· The decision for User plane forwarding to the partner PLMN may be done on a per DNN+S-NSSAI basis or IMSI range (the work should support that only some PDU sessions of a user have their signaling and traffic handled by a partner PLMN)

· The feature is defined to keep the principle that at most 2 SMFs are involved for the establishment of a PDU Session handled by a partner PLMN
· Note: Any needed functionality on security e.g. on SEPPs needs to be taken into account by SA3

TU estimates and dependencies
	Work Task ID
	TU Estimate

(Study)
	TU Estimate

(Normative)
	RAN Dependency

(Yes/No/Maybe) 
	Inter Work Tasks Dependency 

Editor’s Note: This column should highlight if WT#x is self-contained, or it depends on the completion of other WTs

	WT1
	-
	0.25
	No
	self-contained

	WT2
	-
	0.75
	No
	self-contained


Total TU estimates for the study phase: -
Total TU estimates for the normative phase: 1
Total TU estimates: 1
5
Expected Output and Time scale

	New specifications {One line per specification. Create/delete lines as needed}

	Type 
	TS/TR number
	Title
	For info 
at TSG# 
	For approval at TSG#
	Rapporteur

	
	
	
	
	
	

	Impacted existing TS/TR {One line per specification. Create/delete lines as needed}

	TS/TR No.
	Description of change 
	Target completion plenary#
	Remarks

	23.501
	5GC Architectural support of roaming value-added services
	
	

	23.502
	5GC procedures update to support roaming value-added services
	
	

	
	
	
	


6
Work item Rapporteur(s)

TBD
7
Work item leadership

SA2
8
Aspects that involve other WGs
Stage 2 5GS security specifications.
9
Supporting Individual Members

	Supporting IM name

	AT&T

	Deutsche Telekom

	Ericsson

	Nokia

	Nokia Shanghai Bell

	OPPO

	Orange

	Verizon

	Vodafone

	ZTE


�This is not covered by SA1 requirments





