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Abstract: Discuss the issue of network verified UE location for NTN and analyse the potential solutions for it.
1. Introduction
1.1. Overview
Location verification is used by the CN to determine whether a UE using satellite access is permitted to access a PLMN in its given location. The additional location verification is required because the cell size from a satellite can be large and span boarders.
The UE location verification is used by EPS for and 5GS for the satellite access each system supports respectively, and is used in Rel-17 and Rel-18.
As discussed in the Goteborg SA2#158 meeting, see S2-2309133, SA2 has agreed to further discuss how to solve this issue.
According to the UE location verification descriptions in TS 23.501 of SA2, the 5GC may initiate UE location verification during Mobility Management and Session Management procedures. The original text is as below: 
	[bookmark: _Toc131516418]5.4.11.4	Verification of UE location
In order to ensure that the regulatory requirements are met, the network may be configured to enforce that the selected PLMN is allowed to operate in the current UE location by verifying the UE location during Mobility Management and Session Management procedures.



The mobility management procedures include initial Registration procedure, UE or NW triggered Service Request procedure, handover procedure etc. 
For the initial Registration procedure and the UE or NW triggered Service Request procedure when the UE is in CM-IDLE, as the AMF may not be aware of the UE location in a trusted way (e.g. due to UE mobility when UE is in CM-IDLE), it may cause regulatory and security risks if the network decides to provide services to the UE. 
2. Discussion
During SA2#158 types of solutions we discussed, UE based and network based and for how to make sure the UE cannot get the service before AMF/MME verified the UE location and a network based solution is preferred. 
When the UE is moving from (E)CM_IDLE to (E)CM_CONNECTED, a UE will either send a Attach/TAU/Registration Request, Service Request or in the case of CIoT CP Optimisations a Control Plane Service Request.
When the AMF receives one of these initial messages from the UE, it will then determine that location verification may be required, for example, based on which gNB/eNB the UE is connecting to.
The location verification procedure could take 30seconds to a minute, as SA2 advised RAN2 in the LS reply S2-2211199 and during this location verification MT traffic should not be transferred to the UE.
A basic solution is for the AMF/MME to only complete the processing of an Attach/TAU/Registration request and only inform other network entitles the UE has entered CONNECTED once the location verification has completed. Informing other entitles would then trigger the delivery if MT traffic, as normally occurs when the UE enters CONNECTED.
However, this approach can run into issues in the UE. Taking 5GS Service Request as an example, the UE starts timer T3517 when it sends Service Request and stops it when Service Accept is received. When the UE is accessing via a satellite NG-RAN cell this timer is 27 seconds, as defined in TS 24.501 table 10.2.2, so less than 30-60 seconds to perform location verification, which will cause the timer to expire in the UE.
In order to avoid the timer expiring in the UE, the network can complete the procedures as normal and depending upon the network entity, either inform it that the UE is available and location verification still needs to be performed and once complete inform the entity location verification has completed, or wait until the network verification has completed then update the network entity that the UE is in available. Network entitles that have been informed about verification needing to be complete can then continue to buffer any MT traffic until they are informed the location verification has completed.
As described in TS 23.501, the AMF should not reject the request or deregister the UE unless it has sufficiently accurate UE location information to determine that the UE is located in a geographical area where the PLMN is not allowed to operate.
In the case of Service Request and MO traffic, once the Service Request has completed the UE will be able to send UL traffic (in the case of user plane, or include it in the Control Plane Service Request). In these cases, the network should buffer the UL traffic until the UEs location has been verified. This will prevent the UE from gaining access or service via the network.
The above then results in the following overall procedure for 5GS:
1.	When receiving an initial message from the UE or a SM create or update requests, the AMF indicates to the relevant SMF(s) that the UE location is being verified.
2.	Based on the Indication, the SMF indicates to a UPF to buffer or discard UL and DL data for the UE.
3.	In case of UL or DL NAS signalling carrying CP CIoT data or SMS, the AMF buffers or discards the UL or DL NAS PDUs until the UE location is verified.
4.	When the UE location is verified, the AMF then notifies the SMF(s) that the UE location is verified successfully.
5.	When an SMF receives the notification from an AMF, the SMF can indicate the UPF to forward any buffered UL or DL data. 
6.	Similarly, if there are any UL or DL signalling buffered at the AMF in Step 3, the AMF can forward the UL DL signalling after the UE location is verified.
7.	If the UE location is not successfully verified, then the existing procedures are followed and the UE may be de-registered. In these cases, the SMF(s) are notified (existing) and the UPFs may also be notified (existing). When this occurs the SMF/UPF may then discard any buffered UL or DL traffic.
Similarly, in EPS, the MME may also indicate to SGW and SGW decides to buffer or forward the UL/DL data accordingly.
In this solution, only the core network functions are impacted, and there is no UE impacts, including to signalling or timers. 
Another potential solution is to provide a SM back-off timer to UE via NAS layer in the initial NAS procedure or subsequent NAS message when the AMF/MME determines the Location verification is needed. 
The basic overall procedure for 5GS can be shown as below:
1.	When receiving an initial message from the UE or a SM create or update requests, the AMF provides a SM back-off timer to indicate the UE that the UE location is being or to be verified and no SM related services are allowed.
a.	The AMF provides the SM back-off timer in the initial NAS procedure, e.g. Registration procedure, Service Request etc.
b.	The AMF may indicate SMF that the UE location is not accurate or not reliable and is being verified and then SMF provides the SM back-off timer in the NAS SM message to UE.
c.	The AMF should not release the connection to the UE.
2.	Based on the SM back-off timer, the UE starts the SM back-off timer and will not initiate any SM related procedures, including the user plane data transmission and also the PDU Session establishment/modification procedures, before the SM back-off timer expires.
3.	When the UE location is verified, the AMF may indicate to the UE using a new indication that subsequent SM related procedures are allowed and the UE location is verified successfully.
4.	Either the timer expires or the new indication is received from the AMF, the UE can initiate any SM related procedures. 
7.	If the UE location is not successfully verified, then the existing procedures are followed and the UE may be de-registered.
8.	The AMF also indicates to the relevant SMF(s) that the UE location is being verified together with the SM-back-off timer. The SMF starts the SM back-off timer and triggers the data buffering in the SMF or UPF.
9.	When the SM back-off timer expires or notification that the UE location is verified successfully is received from AMF, the SMF triggers forwarding the buffered data. 
10.	Similarly, the AMF also needs to buffer the DL CIoT data or SMS data or signalling over NAS until the UE location is verified.
In this solution, both the UE and the Core Network Functions are impacted. Holding the DL data case also introduces similar impact on the Core Network Functions like the previous solution. Given the above analysis in the 5GS/EPS, the first solution is recommended due to less complexity and no direct impact to the UE.
3. Conclusion and proposal(s)
[bookmark: _GoBack]It’s proposed to adopt the proposed solution as suggested and agree the corresponding CRs (S2-2312781 for 401, S2-2312779 for 501 and S2-2312780 for 502).
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