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Abstract of the contribution: The intent of this KI proposal is to study how to identify the traffic of different tethered devices and perform different QoS handling.
[bookmark: _Hlk87257355]1	Discussion  
SP-231198 was agreed to study the Architecture enhancement for XRM Ph2. This proposed KI is related to WT#2.3 about XR support for tethered devices.
[bookmark: _Hlk146728564]For tethered devices behind the same UE, different tethered devices may have different types of traffic, e.g. one tethered device is using eMBB, while the other tethered device is using XR service. It’s important for the operator network to differentiate traffic belongs to different tethered devices, and map to different QoS Flows accordingly, e.g. map traffic from tethered device 1 to QoS Flow1 for eMBB, map traffic from tethered device2 to QoS Flow2 for XR. The traffic differentiation and QoS Flow mapping should be performed for both UL and DL traffic, i.e. traffic differentiation and map to corresponding QoS Flow at UE for UL, traffic differentiation and map to corresponding QoS Flow at UPF for DL, and QoS control at RAN for both UL and DL.
In rel-18 for XRM, to trigger PDU set based QoS handling, only AF can provide the requested PDU set QoS parameters to network. However, when a tethered device connects to a UE, AF cannot get the QoS requirement from tethered device immediately (since there are two radio interfaces, more application layer signalling interactions are required). Furthermore, the same problem as discussed in S2-2306579 for U2N Relay (the agreed CR is S2-2307708) may exist for the tethered device case, as shown in the following figure, when IPv4 address is assigned to tethered device and NATed, the AF is aware of the local IP of tethered device (i.e. IP-3), but doesn’t know the UE’s IP address(i.e. IP-1), when AF provides IP-3 to PCF, PCF cannot perform correct session binding, thus policy control cannot be performed for the tethered device. For the above reasons, besides AF providing requested PDU set QoS parameters to network, we also need to study how a UE requests PDU set handling for the tethered device connects to it.


Figure: Tethered device behind a NAT via UE

2	Proposal
[bookmark: _Hlk513714389]The proposed KI is for TR 23.700-70 on FS_XRM_Ph2 as follows.


Start of Changes
[bookmark: _Toc22214903][bookmark: _Toc23254036]5	Key Issues
[bookmark: _Toc26386412][bookmark: _Toc26431218][bookmark: _Toc30694614][bookmark: _Toc43906636][bookmark: _Toc43906752][bookmark: _Toc44311878][bookmark: _Toc50536520][bookmark: _Toc54930292][bookmark: _Toc54968097][bookmark: _Toc57236419][bookmark: _Toc57236582][bookmark: _Toc57530223][bookmark: _Toc57532424][bookmark: _Toc93073659][bookmark: _Toc435670433][bookmark: _Toc436124703][bookmark: _Toc509905226][bookmark: _Toc510604403][bookmark: _Toc22214904][bookmark: _Toc23254037]5.2.3x	Key Issue #2.3x: Traffic identification and QoS handling for the tethered devices <Key Issue title>
[bookmark: _Toc26386413][bookmark: _Toc26431219][bookmark: _Toc30694615][bookmark: _Toc43906637][bookmark: _Toc43906753][bookmark: _Toc44311879][bookmark: _Toc50536521][bookmark: _Toc54930293][bookmark: _Toc54968098][bookmark: _Toc57236420][bookmark: _Toc57236583][bookmark: _Toc57530224][bookmark: _Toc57532425][bookmark: _Toc93073660][bookmark: _Hlk500943653]5.2.3X.1	Description
Editor’s note: This clause provides a description of the key issue. It's recommended to provide Use cases/scenarios here to support the key issue.
For tethered devices behind the same UE, different tethered devices may have different types of traffic, e.g. one tethered device is using eMBB, while the other tethered device is using XR service. It’s important for the operator network to differentiate traffic of different tethered devices, and map it to different QoS Flows accordingly. The traffic differentiation and QoS Flow mapping should be performed for both UL and DL traffic, i.e. traffic differentiation and corresponding QoS Flow mapping at UE for UL, traffic differentiation and corresponding QoS Flow mapping at UPF for DL, and QoS control at RAN for both UL and DL.
In XRM Rel-18, in order to trigger PDU set based QoS handling, only the AF can provide the requested PDU set QoS parameters to network. However, when a tethered device connects to a UE, AF cannot immediately obtain the QoS requirements from the tethered device, and if an IPv4 address is assigned to the tethered device and NATed, policy control may not be performed correctly. The following aspects are expected to be studied for Traffic identification and QoS handling for the tethered devices:
· How to enhance the 5G system to differentiate the traffic of tethered devices behind the same UE and perform corresponding QoS control, i.e. traffic differentiation and corresponding QoS Flow mapping at UE side for UL, traffic differentiation and corresponding QoS Flow mapping at UPF side for DL?
· How does a UE request PDU set handling for the tethered devices behind it?
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