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Abstract of the contribution:. It is proposed to adopt the existing text in the KI#3 of TR 23.700-87 in Rel-18 as the baseline of study in Rel-19 on third party identities.

1. Discussion
During the study of FS_NG_RTC in Rel-18, the KI#3 on third party specific user identities was studied and multiple solutions were agreed in the TR 23.700-87. In the end no consensus could be reached in the conclusions phase of the study, and the KI was not progressed for normative work in Rel-18.
The related study on third party identities is carried on in FS_NG_RTC_Ph2 in Rel-19. KI#4 of TR 23.700-77 on third-party identities was approved in SA2 #159. 
The current description of the KI#4 in TR 23.700-77 still lacks of details, especially, how to reflect the existing content of Rel-18 is not clear.
It is proposed to adopt the existing text in the KI#3 of TR 23.700-87 in Rel-18 as the baseline of study in Rel-19 on third party identities.

2.	Text proposal
It is proposed to agree the following changes vs. TR 23.700-77:
[bookmark: _Hlk67396857]>>>>BEGINNING OF CHANGES<<<<
[bookmark: _Toc148590866]5.4	Key Issue #4: Extensible IMS framework to support authorization and authentication of third-party identities in IMS sessions
[bookmark: _Toc435670434][bookmark: _Toc436124704][bookmark: _Toc484181143][bookmark: _Toc148590867]5.4.1	General dDescription
Study how to enhance the IMS architecture to support third party identities in IMS sessions:
-	Study a mechanism for how the serving IMS network can authorize a third party, and how the authorized third parties can verify whether a third party user is allowed to use third-party specific identities to initiate a call.
-	Study a mechanism how the terminating IMS network can support the called party to verify third-party specific identities during a call.
-	Study whether and how IMS procedures need to be enhanced to support authentication, authorization and verification to use third-party specific identities, which should be performed by the IMS network and third party. This includes studying potential impacts to the call-back procedure, and potential impacts on STIR/SHAKEN procedures defined in TS 24.229 [X].
-	Study and if needed, identify required enhancements to an IMS subscription to support trusted third parties.
-	Enhancements have to be generic to support multiple use cases.
NOTE:	This work will be coordinated with SA WG3 work on third party Identity authentication.

>>>>NEXT CHANGE<<<<
[bookmark: _Toc17536][bookmark: _Toc23254031][bookmark: _Toc22214898][bookmark: _Toc148590854][bookmark: _Hlk149306949]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
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[3]	3GPP TS 23.502: "Procedures for the 5G system, Stage 2".
[4]	3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System".
[5]	3GPP TS 23.228: "IP Multimedia Subsystem (IMS)".
[6]	3GPP TS 26.114: "Media handling and interaction".
[7]	3GPP TS 22.261: "Service requirements for the 5G system".
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[X]	3GPP TS 24.229: "IP Multimedia Call Control based on SIP and SDP; Stage 3".

>>>>END OF CHANGES<<<<
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