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Abstract of the contribution: This contribution discusses the status and way forward for the Traffic Management study item proposal. 
Status
The topic of Traffic Management/Monitoring was selected as one of three new candidate topics at SA#101 (Bangalore). A moderated NWM discussion was held before SA2#159 (Xiamen) and the SID proposal was discussed during SA2#159. Three WTs were initially included as part of this topic:

- 
WT-1: Study whether and how to use MASQUE capabilities in the 5GC user plane for improved traffic management to support traffic ciphered end to end.
- 
WT-2: Enhancements for traffic multiplexing in QUIC.
- 
WT-3: Enhancements for Reflective QoS.
During the NWM process and SA2#159 the SID was down-scoped and only WT-1 was kept. The latest draft from SA2#159 is available in S2-2311661, and it was POSTPONED at SA2#159. 

Open Issues

There were three main comments on the content of S2-2311661 at the end of SA2#159. It was commented:

1.
WT-1 is solution oriented since it assumes use of MASQUE. Alternatives such as PMF protocol between UE and UPF, as well as NEF-AF interactions instead of using UE-provided information, could be other options to support e2e encrypted traffic.

2.
WT-1 may be overlapping with XRM_Ph2, WT#1.2. Solutions developed in XRM_Ph2 may also be applicable (or at least extendable) for encrypted traffic in general. So better wait with the Traffic Management SID until after XRM_Ph2 concludes and see what is missing.
3. 
WT-1 relies on information provided by the UE. This may not be reliable or trusted.

Below we address these three comments, one by one (some of this was already discussed during NWM): 
1. 
There are several reasons for performing this work in the scope of MASQUE:
o 
MASQUE was introduced for ATSSS and used with MPQUIC Steering Functionality and is thus already supported by 3GPP from rel-18. It has therefore already been studied by 3GPP and the TSs include support for many of the features that are needed (e.g. MASQUE proxy IP address discovery). Re-using an existing feature limits the overall 5GS system impact. The rel-18 solution is however limited to MA PDU Sessions but should be possible to extend with limited effort.

o 
MASQUE is an IETF solution that is already getting traction on the market. Defining a 3GPP-specific solution, e.g. based on PMF, has a big risk that it will not be adopted by the ecosystem and never see the light of day in the real world. Support in UEs is key, and this technology is already supported by some mobile OS, browser and app vendors [1], [2], [3]. 
o 
Using AF-NEF interactions is of course possible, but many applications will not deploy an AF or support usage of NEF APIs. Such a solution is also not so easily scalable to cover all applications on the market and may be heavy or not working for some applications (e.g. apps with many short-lasting connections, CDNs or relays). The solution should not require that applications are using NEF APIs.
o 
MASQUE allows a well-scoped study with limited TUs. Generalizing the study would require many more TUs and would not be efficient use of SA2 time due to the bullets above. 
2. 
It should be quite clear that the use case in FS_XRM Ph2 is not the same as the use case covered by the Traffic Management SID (FS_TM): 

o 
XRM focuses on PDU Set handling for DL traffic on N6, and potentially PDU Set handling also in the UL. The TM SID however covers per-flow traffic classification in UPF in general, i.e. not related to per-packet (PDU Set) classification withing a traffic flow, and also covers general applications not limited to XR. The use cases are thus different. 

One could of course discuss whether a solution developed in FS_XRM_Ph2 for XR applications and PDU Set identification can also be extended for traffic flow identification for general applications. This could however be addressed by an evaluation step in the TM study to analyze whether the solutions agreed in FS_XRM_Ph2 can be used support per traffic flow classification for general applications where usage of NEF API is not supported.
3. 
CONNECT_UDP method parameters are reliable:

It is true that 3GPP in many cases do not want to rely on UE-provided information when it comes to QoS and charging. However, with MASQUE, the key information provided by the UE that would be used by UPF for traffic classification is the HTTP :path parameter provided in the CONNECT_UDP request. It is provided by the UE to request forwarding towards a target server and is used also in rel-18 ATSSS. If the UE would not provide the correct :path parameter, the whole e2e service will not work since UPF would forward the traffic to another server. If and when any additional information is added by 3GPP or IETF, the corresponding security aspects need to be discussed (primarily by SA3).  

Way Forward

The following options are proposed as way forward:

- 
Alt 1: Agree the TM study based on the proposal in S2-2312439. This includes new text on evaluating the outcome of the FS_XRM_Ph2 SID solutions before finally concluding the TM SID.

- 
Alt 2: If Alt 1 is not agreeable, another possibility is to discuss a simplified version as part of TEI-19. Such a TEI-19 work would be limited to using the HTTP/3 proxy as in ATSSS, using the HTTP :path parameter for traffic management, based on existing IETF RFCs, and focused on generalizing the existing MASQUE support for MA PDU Sessions to apply also for Single Access PDU Sessions.  Subscription aspect and UE provisioning would also be addressed.
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