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FIRST CHANGES
[bookmark: _Toc145934962][bookmark: _Toc145935377]5.15.11.0	General
The Network Slice Admission Control Function (NSACF) monitors and controls the number of registered UEs per network slice and/or the number of PDU Sessions per network slice for the network slices that are subject to Network Slice Admission Control (NSAC). The NSACF is configured with the maximum number of UEs and/or the maximum number of PDU Sessions allowed to be served per S-NSSAI subject to NSAC. The NSACF is also configured with information indicating applicable access type(s) for the S-NSSAI (i.e. 3GPP Access Type, Non-3GPP Access Type, or both).
The NSACF also provides event-based Network Slice status notifications and reports to the consumer NFs (e.g. AF).
A NSACF can be configured with the NSAC Service Area(s) it serves. The NSAC Service Area Identifier is a unique identifier in a PLMN or SNPN. The consumer NFs which use the NSACF services are configured with a single and network slice independent NSAC Service Area Identifier so they can discover and select the correct NSACF (see clause 6.3.22).
The NSACF may be responsible for one or more S-NSSAIs. There may be one or multiple NSACFs deployed in a network as follows:
-	If athe PLMN or SNPNnetwork is configured with a single NSAC service area, there is a single NSACF configured with the maximum number of UEs per network slice and/or the maximum number of PDU Sessions per network slice, which are valid in the network. In this case there is no need to provision any NSAC Service Area Identifier value in the PLMN.
-	If athe PLMN or SNPNnetwork is configured with multiple NSAC service areas, an NSACF may be deployed on a service area basis, which can be one NSACF instance or one NSACF Set. Each NSACF is configured with the maximum number of UEs per network slice and/or the maximum number of PDU Sessions which are valid in the service area.
If multiple NSACFs are configured in a PLMN or an SNPN for a network slice, a NSACF is configured with a maximum number of UEs and/or a maximum number of PDU Sessions specific for the service area and the Network Slice.
NOTE 1:	When multiple NSACFs are deployed, how the maximum number of UEs per network slice and the maximum number of PDU Sessions per network slice is distributed among multiple NSACFs, is implementation specific.
NOTE 2:	When multiple NSACFs are deployed, the UE moves to new service area with a different NSACF, and if the number of UE or PDU Sessions in the target NSACF has reached the maximum number, whether the session continuity can be guaranteed is left to implementation.
Subject to operator policy and national/regional regulations, the AMF may exempt UEs and the SMF may exempt PDU sessions from NSAC when the UE and/or PDU Session is used for Emergency service or for Critical and Priority services (e.g. MCX, MPS).
When the AMF receives a Registration Request for an Emergency Registration, or with a Registration Request with an Establishment Cause indicating a priority service (e.g. MCX, MPS) or when the AMF determines that there is a priority subscription (e.g., MPS, MCX) in the UDM, the AMF may accept the registration request without applying NSAC, i.e. the AMF triggers the NSAC procedure, but the response from the NSACF is ignored at the AMF.
When the SMF receives a PDU Session Establishment Request for an emergency PDU Session or a PDU Session Establishment Request with a priority header, the SMF may accept the PDU Session Establishment Request without applying NSAC, i.e. the SMF triggers the NSAC procedure, but the response from the NSACF is ignored at the SMF.
Alternatively, when NSAC is exempted for the UE and/or PDU Session, the AMF and the SMF skip the corresponding NSAC procedure, i.e. this UE (respectively PDU Session) is not counted towards the maximum number of UEs (respectively PDU Sessions).
The support of NSAC for the S-NSSAI used for onboarding as described in clause 5.30.2.10 is optional and subject to Onboarding Network operator policies. However, NSAC for S-NSSAI used for onboarding is not applicable to UEs that registered in ON-SNPN with Registration Type "SNPN Onboarding".

MORE CHANGES



6.3.22	NSACF discovery and selection
The NF consumers shall utilise the NRF to discover NSACF instance(s) unless NSACF information is available by other means, e.g. locally configured in NF consumers.
TIf the NSACF NF consumer is the AMF, the NSACF selection function in the NSAC NF consumerAMF selects an NSACF instance based on the available NSACF instances, which are obtained from the NRF or locally configured in the AMFNSACF NF consumer.
The following factors may be considered by the NF consumer for NSACF discovery and selection:
-	S-NSSAI(s).
-	NSACF Serviceng Area Identifierinformation. The NSACF Sservice Aarea Identifier is configured at the consumer NF and NSACF (see clause 5.15.11.0) and is related to the location of the NF consumer. .
NOTE:	Each Serving Area is unique and unambiguously identified in a PLMN or SNPN and a NSACF registers with the NRF the NSAC Service Area Identifier(s) of the NSAC service area(s) it serves.
-	NSACF service capabilities:
-	Support monitoring and controlling the number of registered UEs per network slice for the network slice that is subject to NSAC.
-	Support monitoring and controlling the number of established PDU Sessions per network slice for the network slice that is subject to NSAC.
In the case of delegated discovery and selection in SCP, the NSACF NF consumer shall send all available factors to the SCP.
NO MORE CHANGES

