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	Reason for change:
	SA3 has concluded the security mechanisms for Ranging and Sidelink positioning in TS 33.533. For SL Positioning Client UE using Ranging/SL Positioning service exposure over PC5 the method for authorization is specified in TS 33.533. 

‘The SL Positioning Client UE authorization is triggered by the Reference/Target UE during PC5 link establishment. The authorization can be performed by the network via the SLPKMF.’ 

The SLPKMF retrieves subscription information from the UDM for authorizing the role claimed by the UE.

For UE-only operation, the UE privacy is based on local (in the UE) privacy information. For PC5 based exposure service the same local privacy check can be adopted.


	
	

	Summary of change:
	Add the missing information in the subscription information that the UE is allowed to act as SL Positioning Client UE, which the SLPKMF needs to authorize the UE.

Specify that the UE privacy check is based on local privacy information in the UE(s).

	
	

	Consequences if not approved:
	The authorization of a SL Positioning Client UE by the SLPKMF will fail.
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[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc128730214][bookmark: _Toc133441681][bookmark: _Toc134242647][bookmark: _Toc136480542][bookmark: _Toc136480655][bookmark: _Toc145941301][bookmark: _Toc122440738]5.6.2.2	Ranging/SL Positioning service exposure through PC5
For Ranging/SL Positioning service exposure to a UE through PC5 in the following way:
-	SL Positioning Client UE discovers one of the two or more UEs described in clause 5.6.1, e.g. the SL Reference UE(s) or Target UE(s), using the Ranging/SL Positioning application specific Application Layer IDs;
-	SL Positioning Client UE invokes the Ranging/SL Positioning service request to the discovered UE, e.g. SL Reference UE/Target UE, with the attributes described in clause 5.6.1. This request includes in the User Info field the Application Layer ID of the SL Positioning Client UE, and the SL Reference UE(s) and Target UE(s). The Ranging/SL Positioning service request/response is conveyed by PC5-U and handled in the Ranging/SL Positioning layer. The signalling is handled as application layer traffic by V2X layer or 5G ProSe layer.
-	The UE providing the exposure service triggers the authorization of SL Positioning Client UE for the Ranging/SL Positioning exposure service invocation during PC5 link establishment as specified in TS 33.533 [13], performs the Ranging/SL positioning control between SL Reference UE and Target UE (as defined in clause 5.3), and returns the Ranging/SL positioning result to SL Positioning Client UE.
-	UE privacy is based on the local configured privacy verification information to determine whether its location related information can be exposed to the peer UE or not. If the privacy profile allows location exposure, the UE accepts the request to expose its location related information and proceeds.
Editor's note:	Privacy handling on Ranging /SL Positioning service exposure through PC5 will be aligned with SA WG3.

* * * * Next change * * * *
[bookmark: _Toc128730206][bookmark: _Toc133441674][bookmark: _Toc134242640][bookmark: _Toc136480534][bookmark: _Toc136480647][bookmark: _Toc145941293]5.8	Subscription to Ranging/SL Positioning
The subscription information in the UDM contains information to give the user permission to use 5G Ranging/SL Positioning.
At any time, the operator can amend or remove the UE subscription rights from subscription information in the UDM, or to revoke the user's permission to use Ranging/SL Positioning.
The following subscription information is defined for Ranging/SL Positioning:
-	subscription for UE acting as Target UE.
-	subscription for UE acting as SL Reference UE.
-	subscription for UE acting as Located UE.
-	Ranging/SL positioning QoS parameters.
-	the list of the PLMNs authorized for Ranging/SL Positioning services, including:
-	the list of the PLMNs where the UE is authorised for perform Ranging/SL positioning service over PC5 reference point.
-	the list of the PLMNs where the UE is authorised for Ranging/SL positioning service with Direct Discovery Model A, i.e. to announce or monitor or both.
-	the list of the PLMNs where the UE is authorised for Ranging/SL positioning service with Direct Discovery Model B, i.e. to perform Discoverer operation or Discoveree operation or both.
-	Subscription for UE acting as SL Positioning Client UE.

* * * * End of changes * * * *

